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Introduction
This is the report of email discussion on [92#48][NB-IOT] Access Control.
[92#48][NB-IOT] Access Control (LG)

· Discuss and clarify the FFSs above, and issues proposed in the offline email discussion in R2-156972.

· Intended outcome: Email discussion report

· Deadline Thursday, 2015-12-17, 23:59 Pacific Time

RAN2#92 made the following agreements on NB-IOT access control:
· The access control mechanism for NB-IOT shall be able to discriminate between different roaming UEs, i.e. the same roaming differentiation as for EAB.  

· We need some priority discrimination
· We assume that the priority discrimination classes can be hard-coded in the specification, normal reporting, high-priority/alarm/exception report. This need to be provided by NAS. The final classes are FFS.
· It is FFS if we introduce a third class of priority in Access Control, but the use case need to be better clarified. 
· FFS if Barring time is introduced.
· We use barring bitmap
· We assume that NB-IOT doesn’t support SSAC and ACB-skip.

· The barring bitmap is transmitted separately from other system information and only when access control is enabled.

· It is FFS whether change of bitmap will trigger SI change indication. 
· It is FFS how to spread the load after un-barring / barring change. 
· The barring bitmap check is applicable to normal reports. 
· A separate flag is broadcasted which indicates if exception reports are subject to barring bitmap check or not.
Email Discussion
Issue 1: How many priority discrimination classes should be identified for MO data

RAN2 agreed that we need some priority discrimination. RAN2 assumes that at least two classes are considered: normal MO data and exceptional MO data. In addition to two classes, potential support of one additional class for MO data was discussed in RAN2#92. This additional class seems between normal data and exceptional data. 

Question 1: Companies are requested to provide their view on support of the third class of priority in Access Control.
	Company
	Any comment (e.g. use cases of the third class)

	Deutsche Telekom
	There is no need for a 3rd priority calls in Access Control. I’d like to remind people that we aim to design a simple system. There is no motivation which justifies a 3rd prio.

	Huawei/Neul
	We would like to understand the use cases firstly. If practical application of the third class can be clarified, it will be very helpful for our understanding. For example, what type of MO data has higher priority than normal data but lower priority than exceptional data, what is the ratio of these MO data comparing to normal data, and how often these MO data happen?

	Ericsson
	There is no need for a third class, i.e. normal and exceptional data are sufficient.

	Intel
	We also think that how the UE, NAS layer, distinguish the different kind of MO Data needs to be very clearly defined and therefore, it would be helpful to identify the concrete use cases and requirements needed by the operators. In addition, we want to point out that this priority classes only target UEs for idle to connected mode transition.

	ZTE
	We don’t see a useful usecase for the third class of priority between normal report and exceptional report.

	DOCOMO
	We do not see the need to define the 3rd priority class.

	Vodafone
	We see the need for the first class. The motivation is that:

One example of such critical situation might be door/window alarms, where the exceptional report will be raised if the door/window is broken. The same is applicable to the fire alarm. In all these cases the police and/or fire brigades will be notified. 

It should be pointed out that if the door/window remains open longer then pre-defined time or the fire in the kitchen is very local, there is no need to notify police and/or fire brigades, but rather the owner of the house that the door/window was forgotten to be closed.

The same is applicable to the NB-IOT devices which are used by the health industry e.g. to report the current data of the human heart (pulse, beating of the heart). Also in this example it is obvious that such devices might report that they are just working (e.g. every 24 hours). They might provide reports if the pulse is above a threshold, but no emergency situation is there, or that there is a critical dangerous to the human and the emergency ambulance need to be called. 

In addition: The access class barring is primarily intended to protect the RACH resources, and the resources needed to “respond to (e.g. reject) a RACH request”. (If the “RACH reject” message cannot be sent, then the mobile will resend the RACH multiple times – leading to extra RACH congestion and RACH response channel congestion). It is also useful as a means to protect the Core Network without the RAN needed to inspect NAS signalling (and the RAN making NAS decisions on which signalling to discard/reject).

In many cases, the important criterion is NOT the rate at which traffic can be decreased, BUT, the ability to RESTORE service after a (prolonged) outage.

e.g:after having applied “barring of daily reports” for 24 hours, virtually all of the devices will be ready to immediately send a daily report as soon as the barring is removed. Hence removal of (ACB) barring from one access class can “immediately” lead to RACH attempts from 10% of the devices in the cell. Assuming a factor 20 of the NB-IOT devices it is clear that there should be sufficient means to prevent the RACH overload especially taking into account disaster like situations. 

 

	NEC
	So far, there seems to be no need for 3rd one.

	FUJITSU LIMITED
	Use cases of the third class are required and based on the RAN2 agreements, the application could be MO data with higher priority than normal data but lower priority than exceptional data. 

	GTO
	Normal data and exceptional data and respective use are somewhat clear and defined. Introduction of a third class and its exact use case scenario needs to be clear and requires definition and distinction from the other classes. For simplicity of the system, introduction of a 3rd class needs to be well justified.

	CATT
	We don’t see a need for a third class of priority in access control.

	Sony
	There’s no requirement for this. 

	Nokia Networks
	To keep the system simple we think that 2 levels of discrimination i.e. normal and exceptional data is enough. However we are ok to consider 3rd level if a clear use case for it is clarified.  

	Samsung
	Just two classes of priority are sufficient for NB-IoT use cases. Additional classes of priority may cause complexity in system.

	LG Electronics
	Considering the comments from Vodafone, the use case of the 3rd one seems event-triggered access with lower priority than MO exception data. If complexity caused by the 3rd one is not so high, we are fine to support the 3rd one.


Issue 2: Barring parameter for third priority discrimination class

This issue depends on issue 1. If we agree to introduce the third priority class, the next question is how to provide barring parameter for the third class. Considering RAN2 agreements, it seems likely to introduce either an additional separate flag or an additional barring bitmap for the third class.
· Option 2.1: an additional separate flag

· Option 2.2: an additional barring bitmap
· Option 2.3: UE individual priority (to allow this based on subscription for example)

Question 2: Companies are requested to provide their view on barring parameter for the third class i.e. whether to introduce an additional separate flag or an additional barring bitmap.

	Company
	Preferred option
	Any comment

	Deutsche Telekom
	Option 2.3
	We think – if a 3rd prio is introduced – this should be done on a per UE basis which can overwrite the other classes in case of barring.

	Huawei/Neul
	
	It depends on Issue 1. If the MO data with the third priority class is rare, one separate flag is fine. Conversely one separate flag may not be enough.

	Ericsson
	None of the listed.
	Neither since we do not see the need for a third class (see previous reply).

	Intel
	
	It depends on issue 1; if it is agreed, the usage of option 2.1 might be simpler as it is similar to previous RAN2 agreement on the handling for the exceptional reporting access of MO data (2nd priority). On other hand, if barring time/factor concept are required (which might depend on companies preference on other issues brought up in this email discussion), ACB barring time/factor approach might be preferred for NB-IoT data access control over EAB like bitmap.

	ZTE
	N/A
	

	DCOMO
	
	No barring parameter is needed based on answer to issue 1.

If it is agreed to have the 3rd priority class, the barring parameter (barring map or flag) should be decided based on the usage (i.e., typical use case) of that 3rd priority class, which is not clear yet. So, we need to understand what and how this 3rd priority class should work and then decide what kind of barring parameter that would satisfy the usage.

	Vodafone
	
	One separate flag is fine and one additional cause value in RRC. There is no complexity in addition which would justify not to introduce it to make system future proof.

	NEC
	
	Option 2.1 would be simpler. However, if 3rd one is really needed, option should be decided based on the reason why it is needed.

	FUJITSU LIMITED
	
	If the third class is justified, from signalling overhead and applicability point of view, we prefer Option 2.1.

	GTO
	
	If 3rd calls is introduced it should be kept simple, i.e. an additional separate flag as in option 2.1.

	CATT
	
	If a third class of priority is introduced, we think simple mechanism as in option 2.1 is sufficient.

	Sony
	
	Not needed.

	Nokia Networks
	N/A
	

	Samsung
	
	For the simplicity, it would be better not to consider the third priority class of priority.

	LG Electronics
	Option 2.1 
	If the 3rd priority needs to be supported, Option 2.1 is preferred.


Issue 3: Barring parameter for mo-signalling 

LTE provides separate barring parameter for mo-signaling. Since RAN2 foresees support of MO signaling for NB-IOT, it should be discussed whether a separate barring parameters are broadcast for MO data and MO signaling or the barring bitmap is common to both MO-data and MO-signaling. 

· Option 3.1: an additional barring bitmap for MO signaling
· Option 3.2: common barring bitmap for MO signaling and MO data
Question 3: Companies are requested to provide their view on the barring parameter for MO signaling.

	Company
	Preferred option
	Any comment

	Deutsche Telekom
	3.2
	There is no need for differentiation between MO signaling and MO Data.
This hold independent of the solution of data transmission (Sol2 vs Sol18).

	Huawei/Neul
	Option 3.2
	A common barring bitmap for MO signaling and MO data can save signaling and as a result saving power consumption. And distinction between signaling and data has been introduced in Release 8 as part of “Paging Permission with Access Control” feature to allow location registration when barring is ongoing. This is not needed since there is no emergency call in NB-IoT.

	Ericsson
	3.2
	Also EAB applies to both data and signalling, i.e. one common barring bitmap should be sufficient also for NB-IoT.

	Intel
	3.2
	We do not see any immediate need to enable separate access control for MO 
ignaling
. In IoT/MTC use cases, majority of UEs would connect for data reporting before having to trigger TAU e.g. main use case targets stationary UEs that might use PSM, which allows the UE to suggest an optimum periodic TAU timer according with its expected reported data periodicity.

	ZTE
	Option 3.1
	Normally MO signaling, such as TAU, has higher priority than MO data; we prefer separate barring parameters (i.e. separate barring bitmap) for MO signaling from MO data.

	DOCOMO
	Option 3.2
	We are fine to adopt similar behavior as EAB i.e., MO-Signaling is treated the same as MO-Data.

But, since we have assumed that there will be MO-Data (normal) and MO-Data (exceptional) for NB-IoT, then if we do not want to separate MO-Data and MO-Signaling, at least common understanding should be made that MO-Signaling will be treated in the same way as MO-Data-normal (NOT MO-Data-exceptional)

	Vodafone
	Option 3.1
	No very strong opinion, but I think it is always better to have separation to be able to have better optimization possibilities. I also do not see why it is much more complex.

	NEC
	Option 3.2
	Considering the expected use case and 
ignalin of NB-IoT device, common barring bitmap will be sufficient with assumption/proposal by DOCOMO, i.e. not MO-Exception-Data which should be treated as special.

	FUJITSU

LIMITED
	3.2
	We agree that there is no such need of separate barring bitmap for MO 
ignaling though FUJITSU has some concerns about the procedure where ATTACH without data transmission is initiated.

	GTO
	3.2
	For simplicity MO-data and MO-signaling should be treated in the same way, no strong need seen for separate barring of MO-signaling. 

	CATT
	3.2
	We think a common barring bit map for MO data and signaling is sufficient for NB-IoT

	Sony
	3.2
	

	Nokia Networks
	Option 3.2
	We see no need to have separate handling for data and signaling. With SA2 solution 2 data can be piggypacked in the NAS signaling. 

	Samsung
	3.2
	Due to the newly introduced SA2 solution (i.e. Solution 2), we think that common barring bitmap for both MO signaling and MO data is more reasonable.

	LG Electronics
	3.2
	We are fine to specify common bitmap for both MO data and MO signaling. However, it seems beneficial to have a separate flag for MO signaling in order to allow operators to differentiate MO data and MO signaling. Note that it should be clarified whether data over NAS will use MO signaling or MO data in case of CP solution.


Issue 4: Barring time

ACB uses barring time which is broadcast in system information. So, when the access attempt is barred, UE starts a timer which is expired according to the baring time. While the timer is running, new trial of access attempt does not come to the access barring check. Thus, the next access attempt will be possible only after timer expiry. 

On the other hand, EAB uses no barring time. So, when the access attempt is barred, no timer starts. New trial of access attempt will come to the access barring check. Thus, the next access attempt will be possible whenever upper layer triggers a connection request.

Whether to support barring time for NB-IOT was discussed in RAN2#92. But, it is FFS if the barring time is introduced for NB-IOT access control. 
Accordingly, the following options can be discussed for NB-IOT:
· Option 4A.1: The barring time is used.
In this option, when access to the cell is barred, RRC informs NAS that barring is applicable and RRC starts a barring timer. While the timer is running, access to the cell is barred. (It is assumed that NAS does not request a connection establishment to RRC.) UE is not required to monitor barring parameter while the timer is running, which will save UE power.
· Option 4A.2: The barring time is not used
In this option, when access to the cell is barred, RRC informs NAS about the failure to establish the RRC connection but RRC does not starts a barring timer. Whenever NAS triggers a connection request, RRC performs barring check i.e. bitmap check.
Question 4A: Companies are requested to provide their view on whether to use barring time.

	Company
	Preferred option
	Any comment

	Deutsche Telekom
	4A.2
	As per our contribution R2-154720 we prefer a FIXED barring time in case a barring time is deemed necessary. There is absolutely no motivation for a configurable/flexible barring time ..

	Huawei/Neul
	Option 4A.1
	This option can avoid unnecessary re-check of the barring parameters by the UE. The UE can sleep during the period of barring time to save power consumption.

	Ericsson
	4A.2
	We prefer the EAB-like option 4A.2. Since a barring bitmap has been agreed, the UE must check barring bitmap prior to access so barring time is irrelevant.

	Intel
	4A.2
	It looks odd to us that we agreed on the barring bitmap approach but now consider using a barring time. We see no stringent need in using a barring time in AS. Instead we can rely on NAS not to trigger a connection request too often. If we want to use barring time, then we would think that ACB barring time/factor approach is more appropriate for NBIOT access control

	ZTE
	Option 4A.1
	We tend to agree the benefits for a barring time as rapporteur said above, and additionally it can be used to spread the load relevant to Issue 6.

	DOCOMO
	Option 4A.2
	If we are adopting the modeling for EAB (barring bit map, check the relevant SIB before establishing RRC Connection), then we also agree that barring time is not needed.

We think that barring time is not necessary even for the use of barring time in the NAS/Application layer. 
But maybe Intel can clarify, what would be the benefit for to use the barring time at NAS (upper layer) (or the impact on not having it?)

	Vodafone
	Option 4A.1
	Probably there is some value in adding it as Huawei stated. 

	NEC
	Option 4A.2
	For simplicity and consistency with agreement on the bitmap, EAB-like approach is preferred.

	FUJITSU LIMITED
	
	In our understanding, barring bitmap mechanism does not mean barring time is excluded. The motivation why we use barring time is the concept, i.e. there is no barring check is needed at least for a duration time from AS point of view.

Whether the barring time is used or not and the AS 
ehavior depend on the update/ acquisition mechanism for barring bitmap:

1) If SI modification period concept is used for barring bitmap, both option 4A.1 and 4A.2 are feasible

2) If the immediate update/ acquisition mechanism is used, only option 4A.2 is feasible and it is preferred

	GTO
	Option 4A.1
	This option can help in power saving by avoiding unnecessary re-checks during said time.

	CATT
	Option 4A.1
	We see some benefits of having a barring time

	Sony
	4A.2
	Barring time is not needed, this is more appropriate when using probability threshold, but for barring bitmap access class remains barred until when barring is updated and then AS can inform that to NAS, or UE checks before access. We just need to discuss how barring is updated.

	Nokia Networks
	Option 4A.1
	Barring time seems useful i.e. no need for the UE to monitor barring parameters while the timer is running.

	Samsung
	4A.1
	The barring time needs to be supported for UE power saving by avoiding repetition of unnecessary barring check. To effectively control accesses of UEs and their congestion, it would be better for eNB to provide a proper barring time.

	LG Electronics
	4A.1
	It will be beneficial to introduce the barring time in order to save UE power. While the timer is running, NAS will not trigger connection request to AS and AS will not monitor change of the SIB carrying bitmap.


In addition, if the barring time is used, it should be discussed whether the barring time is fixed or configured by the network.
· Option 4B.1: A value of the barring time is fixed.
· Option 4B.2: A value of the barring time is configured by the network.
Question 4B: Companies are requested to provide their view on whether the barring time is fixed or configured by the network.

	Company
	Preferred option
	Any comment

	Deutsche Telekom
	4B.1
	Motivation see our contribution R2-154720

	Huawei/Neul
	Option 4B.1
	This question depends on Question 4A.
Access control rarely happens and is normally enabled for a short period. In order to simplify the implementation and save signaling, we think a fixed barring time is sufficient. The detail value of the fixed barring time can be discussed further.

	Ericsson
	None.
	No need in case of 4A.2.

	Intel
	None
	

	ZTE
	Option 4B.2
	It is flexible to be configured by the network.

	DOCOMO
	None
	

	Vodafone
	
	If we introduce it then it should be configurable. The use of barring might change to the NB-IOT compared to the normal UEs, therefore if we do it, we should allow flexibility

	NEC
	None
	

	FUJITSU LIMITED
	Option 4B.3
	Based on the answer to Q4A, we would like to provide the Option 4B.3:

    A value of the barring time is indicated implicitly by the minimum time during which the barring bitmap has no change 

	GTO
	Option 4B.1
	Fixed baring time exact value FFS.

	CATT
	Option 4B.1
	Fixed barring time is sufficient.

	Sony
	none
	Not needed.

	Nokia Networks
	4B.2
	Configurable barring timer proved flexibility and helps spreading the load after barring alleviation.

	Samsung
	4B.2
	According to the degree of congestion, values of the barring time can be configured flexibly by the network. It could randomly distribute the timings when unbarred devices attempt to access.

	LG Electronics
	Option 4B.2
	The barring timer can be configurable depending on load situation.


Issue 5: Update of barring parameters in NB-IOT
RAN2 agreed that the barring bitmap is transmitted separately from other system information and only when access control is enabled. It is not decided when the system information carrying the barring bitmap can be updated. SIB2 carrying ACB barring parameters is updated according to the modification period, while EAB SIB can be updated immediately even in the middle of the BCCH modification period. 
Accordingly, the following options can be discussed for NB-IOT:
· Option 5A.1: SIB carrying the barring parameters can be updated only at the beginning of a modification period in which other SIBs can be also updated.
· Option 5A.2: SIB carrying the barring parameters can be updated only at the beginning of a modification period. The other SIBs can be updated only at the beginning of a longer modification period [2].
· Option 5A.3: SIB carrying the barring parameters can be updated immediately e.g. like EAB SIB.
Question 5A: Companies are requested to provide their view on how to update SIB carrying the barring parameters.
	Company
	Preferred option
	Any comment

	Deutsche Telekom
	5A.1
	For simplicity reasons we do not see a need for a more dynamic possibility to update the barring information. Most of the NB-IoT is anyway not critical and overload situation is not normal operation condition.

	Huawei/Neul
	Option 5A.3
	If the SIB carrying the barring parameters can only be updated at the beginning of a modification period, all UEs will check the update at the same time and cause a rush of RACH attempts. Then some additional optimization may have to be considered to solve this issue. In order to simplify the implementation and avoid this problem, it should be possible to update the barring parameters at any time.

	Ericsson
	5A.3
	We prefer the EAB approach of Option 5A.3. The minimum UE requirement is that the UE shall check the bitmap before access. It can be discussed further if additional UE requirements are needed, or if when to re-attempt can be left to UE implementation (i.e. trade-off between latency and power consumption). 

	Intel
	
	In general, it would be helpful that the SIB carrying the AC barring parameters could only change on known boundaries (so that EC UE knows when could start combining its repetitions across multiple SI windows). On other hand, RAN2 needs to discuss the applicability and/or required changes to the BCCH modification design and SI modification indications sent through paging message for NB-IoT design. In addition, it should also be discussed whether SI value tag, included in MIB, also indicates changes of SIB1. The AC barring information will be sent in a separate SIB when used (“A barring bitmap is used. The barring bitmap is transmitted separately from other system information and only when access control is enabled”), therefore, the UE needs to know somehow when this SIB is actually enabled/used (understanding that if there is no congestion condition, this SIB would not be broadcasted).

	ZTE
	Option 5A.3
	Considering that there might have bigger modification period for system information like in eMTC (e.g. n=64), , it seems fine to keep the similar mechanism with LTE EAB SIB in order to allow more efficient barring control.

	DOCOMO
	Option 5.A.3
	We think EAB approach would work sufficiently.
However, we would be fine to address and discuss Intel’s concern.

	Vodafone
	
	I think we need to be careful here. The Access class barring might be used differently and for longer time if the amount of the devices is much higher than normal UEs today. 

	NEC
	Option 5A.3
	No strong opinion but just to reuse EAB approach as much as possible.

	FUJITSU LIMITED
	5A.1
	Most of the traffic for NB-IOT system is not critical and the immediate update is not required. On the other hand, if option 5A.2 is used, power consumption can be observed. Therefore, we prefer option 5A.1

	GTO
	
	Concerns raised by Intel should be discussed first. UEs requiring combining may face drawbacks when changes may occur at any time., i.e. during CE level combining.

Even when going for alt 5A.3 UE behavior should be defined carefully to avoid additional UE requirements such as re-attempts.

	CATT
	Option A.3
	

	Sony
	5A.1
	Normal SIB update procedure should be used, we don’t see the need to have a special procedure for barring.

	Nokia Networks
	Option 5A.1
	This seems the simplest option

	Samsung
	5A.3
	To avoid multiple simultaneous access attempts at the beginning of a modification period, it would be more beneficial to update the new barring parameters immediately.

	LG Electronics
	Option 5A.1
	We prefer normal SI update mechanism for simplicity.


In addition, it is FFS whether change of bitmap will trigger SI change indication e.g. value tag in SIB1 and systemInfoModification in paging. According to ACB and ACDC, the value tag in SIB1 and systemInfoModification in paging can be updated when the barring parameters are updated. According to EAB, the eab-ParamModification can be updated when EAB barring parameters are updated. 
In the meantime, there is a new proposal from [2] in which change of the barring parameter does not trigger update of value tag in SIB1 and systemInfoModification in paging. Instead, UE with pending uplink data checks the barring bitmap before the RACH attempt to determine if access is allowed.
Accordingly, the following options can be discussed for NB-IOT:
· Option 5B.1: Update of SIB carrying the barring parameters affects/triggers SI change indication e.g. the value tag and systemInfoModification in paging.
· Option 5B.2: Update of SIB carrying the barring parameters triggers access control specific indication in paging (e.g. like EAB).
· Option 5B.3: Update of SIB carrying the barring parameters does not affect/trigger SI change indication e.g. the value tag and systemInfoModification in paging.
Question 5B: Companies are requested to provide their view on whether change of bitmap will trigger SI change indication.
	Company
	Preferred option
	Any comment

	Deutsche Telekom
	5B.3
	Simplicity, please. The proposal in [2] seems to be the most simple and straight forward variant … I think GSM 20+ years ago did the same and is still working greatly … ,-)

	Huawei/Neul
	Option 5B.3
	In NB-IoT, it has been agreed that value tag is included in MIB, and there is no agreement about value tag in SIB1. Therefore the options description seems need to be updated.
For Option 1, if the update of the SIB carrying the barring parameters triggers a value tag change, the UE needs to read MIB and SIB1 in addition to the SIB carrying the barring parameters. Also this option will have impact on the value tag range or the system information validity time as the value tag might change quite a few times while access barring is ongoing.
For Option 2, the SI change indication in paging will have impact on the paging capacity and how often the barring parameters can be updated.
For Option 3, the UE can read the SIB carrying the barring parameters directly according to the barring time. We think it is the best way to save power consumption comparing with other two options.

	Ericsson
	Option 5B.3
	Triggering a page for SI change indication (either common or access control) for every rotation of the bitmap is potentially high paging load. However, activation/deactivation (inclusion/removal of the barring bitmap SIB) should trigger page for SI change notification and valueTag update, or indicated by other means e.g. flag in MIB.

	Intel
	
	Aspects pointed in issue 5A need to be clarified first.

	ZTE
	Option 5B.2
	Similar mechanism like EAB is preferred.

	DOCOMO
	Option 5B.3
	This option would sufficiently work, and quite simple.

	Vodafone
	Option 5.B.3
	

	NEC
	Option 5B.3
	Option 5B.2 is in line with our preferences (i.e. EAB like) to other questions, but we do not see the necessity to indicate an update each time considering possible a number of L1 repetitions to receive e.g. the paging which will cause additional battery consumption. So, option 5B.3 will be better.

	FUJITSU LIMITED
	
	Q5A is required to be clarified first.

	GTO
	
	5A to be clarified first

	CATT
	Option 5B.2
	We prefer EAB like mechanisum

	Sony
	5B.1
	Same procedure as normal SIB update should be sufficient, using a single SIB update mechanism rather than having a second procedure just for updating barring. If e.g. 5B.3 is selected then we should consider this also for normal SIB update – i.e. so that a single procedure is used.

	Nokia Networks
	Option 5B.2
	With this option the UE needs only monitor paging, which seems power consumption friendly for the UE.

	Samsung
	5B.3
	We prefer not to update systemInfoModification in paging and value tag. Frequent value tag update following SIB update would cause power consumption on devices. It would also trigger wraparound of value tag number when it is updated more frequently compared to UE’s long DRX cycle, which would confuse the system and require developed solutions.

	LG Electronics
	5B.1
	Updating value tag in MIB and systemInfoModification in paging will be beneficial if UE is monitoring bitmap once it was barred.
We could allow smart UE implementation with Option 5B.1 or 5B.2, so that unless NAS triggers connection request, this UE may not read SIB carrying bitmap even if SI change indication indicates bitmap update.


Issue 6: how to spread the load after un-barring / barring change
It is in [1] claimed that there is a risk of large number of RACH attempts at the start of an modification period when the barring bitmap has just been updated. (The risk would happen particularly if update of SIB is not based on SI change indication in paging.) In order to avoid many UEs trying to access at the same time, it is proposed in [1] to spread the accesses over a period of time. For instance, the UE can apply a random waiting time between 0 and the slot length. Alternatively, the UE can instead select the waiting time pseudo-randomly based on e.g. the UE identity. 
Meanwhile, some companies mentioned that this risk can be avoided if UE receives the barring parameters according to SI change indication in its paging occasion. For instance, if SI change indication in paging is used to indicate change of the barring parameters, UEs would receive the update of barring parameters at different paging occasions according to their UE identities. When the barring status changes from barring to un-barring, access attempts from different UEs will be distributed according to UE identities. Thus, additional mechanism like the solution in [1] would be unnecessary.
Question 6A: Companies are requested to provide their view on whether to introduce additional mechanism to spread the load.
	Company
	Preferred option (Yes/No)
	Any comment

	Deutsche Telekom
	No
	Why should a NB-IoT UE (which wants to run on the same batteries for 10+ years be interested to try to immediately after barring restriction is removed try to sent pending data ? If barring is active when the terminal first wanted to sent data it will typically feel back to sleep until the next occasion for wake up and then send pending data and new data … 

	Huawei/Neul
	No
	It depends on Issue 4 and Issue 5.
Assuming the barring parameters can be updated immediately and a fixed barring time is used., the barring time spreads the time when the UE checks the SIB carrying the barring parameters, as a result it will also spread the load after un-barring/barring change. Therefore, we don’t think it is needed to introduce any additional mechanism for spreading the load after un-barring/barring change.

	Ericsson
	No
	With the EAB approach, back-off time is up to the UE and there will be no need for complicated mechanisms to spread the load.

	Intel
	
	If this issue needs to be solved based on NB-IoT requirements, we would suggest using ACB barring factor/time concept instead of bitmap approach.

	ZTE
	
	If barring time is approved, it can be used to spread the load implicitly, no additional mechanism is required.

	DCM
	No
	Agree with Ericsson that with EAB approach, with independent behavior of UE (request of the subsequent connection) and NW decision of toggling bit map, load spread problem is addressed.

	Vodafone
	
	I disagree here with T-Mobile. The applications will try to send the data immediately after the barring is disabled. This is also what happens today and we should not think that application developer will provide smart mechanism for us. This is also one of the motivations to have 3rd class,

	NEC
	No
	No additional mechanism will be required for EAB like approach, which will include a kind of mechanism of spreading the load as explained by Ericsson.

	FUJITSU LIMITED
	No 
	We don’t see the need to introduce additional mechanism to spread the load at this moment. 

	GTO
	
	Device behavior depends on the overlaying application. If a transmission can not be made by the device as it experiences baring, the device may try to send the data when baring expired or when next regular transmission occasion would occur. Both methods are feasible and used. However, this also may occur from MO access without any barring, fleet of devices may behave synchronous due to application.

	CATT
	No
	Spreading of Ues is resulted based on the most of the mechanisms discussed in other sections eg: EAB like notification, barring time, or UE implementation specific method

	Sony
	no
	In case many access classes are barred, NW has the option to gradually remove barring.

	Nokia Networks
	No
	Barring timer will spread the load. Also there seems no need for the UE to send the data immediately when barring ends, because the data is delay tolerant anyway.

	Samsung
	No
	Due to the light traffic loads and short connection time of unbarred UEs, probability of overload by simultaneous attempts is normally expected to be low.

	LG Electronics
	No
	If the barring time is used, additional mechanism is not needed.


In addition, if we think that it is beneficial to introduce additional mechanism for spreading the load (e.g. if update of SIB is not based on SI change indication in paging), we should further discuss how to spread the load after un-barring/barring change. The following solutions could be discussed considering [2]:
· Solution 6.1: UEs apply a waiting time before performing random access.
For support of this solution, how to determine the waiting time should be further discussed. For instance, waiting time may be randomly determined by their own decision in [2] or signaled by eNB e.g. via random access response like legacy operation.
· Solution 6.2: UEs in different access classes are only allowed to access in the slot assigned to their access classes.
This option could be realized e.g. by selecting RACH preambles according to access classes.
· Solution 6.3: Any idea about additional mechanism, if necessary.
Question 6B: Companies are requested to provide their solution on how to spread the load, at least including the solutions above, if additional mechanism to spread the load is necessary.
	Company
	Preferred solution
	Any comment

	Deutsche Telekom
	6.3
	See above .. we think this is solved on the application layer. 
Also frameworks developed e.g. by oneM2M can help to solve such issues ….

	Huawei/Neul
	None
	See the comments in Question 6A.

	Ericsson
	Not needed.
	No risk of access peaks if barring bitmap can be updated at any point.

	Intel
	 
	See the comments to Question 6A.

	ZTE
	N/A
	We don’t think that BI mechanism in RAR is relevant to the specific issue for un-barring/barring change; we think BI is a common mechanism to spread access load.
At least for un-barring/barring change issue, we think no additional mechanism is required except for barring time.

	DCM
	Not needed
	We think no additional mechanism is needed.

	Vodafone
	
	3rd class and possibly waiting timer

	NEC
	Not needed
	

	FUJITSU LIMITED
	None 
	See our comments to Q6A.

	GTO
	
	See comments above.

	CATT
	No needed
	

	Sony
	Not needed
	

	Nokia Networks
	Not needed
	See our comments above.

	LG Electronics
	Not needed
	


Issue 7: Enable/disable access control
RAN2 agreed that the barring bitmap is transmitted separately from other system information and only when access control is enabled. It has not been decided how the UE is informed that access control is enabled or disabled.
The following options can be discussed in NB-IoT:
· Option 7.1: 1 bit in MIB to indicate enable/disable access control.
· Option 7.2: 1 bit in SIB1 to indicate enable/disable access control.
· Option 7.3: Scheduling information (e.g. periodicity and SI mapping etc.) of the SIB carrying barring parameters in SIB1.
· Option 7.4: Any other idea.
Question 7: Companies are requested to provide their view on how to indicate enable/disable access control.
	Company
	Preferred solution
	Any comment

	Huawei/Neul
	Option 7.1
	For Option 7.2 and Option 7.3, in order to trigger the UE to read SIB1, the value tag in the MIB needs to be updated when the access control is enabled or disabled. Then the UE needs to read MIB plus SIB1. If UE needs to read SIB1, Option 7.3 seems enough to notify UE that access control is enabled or disabled. We can’t see any additional benefit from Option 7.2.

Comparing with the other two options, Option 7.1 can save more power consumption. When UE is barred it may try to re-access only when there is new uplink report to save power. In that case, when UE wakes up again the access control may be disabled. For long DRX cycle, UE anyway needs to read the MIB; Option 7.1 allows the UE to know whether it needs to read the SIB carrying the barring parameters at the same time.

	Intel
	
	See the comments to Question 5A.

	DOCOMO
	
	We understood the agreement that there would be SIBx that carries the access control information for NB-IoT, and how that SIBx can be updated is addressed in Qustion 5A.

	NEC
	
	Refer to question 5A.

	Ericsson
	Option 7.1
	We prefer an indication in MIB to optimize for UE power consumption since this avoids that UEs will have to frequently acquire SIB1 (even if access control is rarely activated the UE must still ensure it is not barred). The second best alternative is to have a flag in SIB1, update of this flag would indicate if the barring bitmap is currently broadcasted and, although SIB1scheduling is unchanged, a change of the flag would mandate SI change notification in paging and valueTag update (since valueTag is in MIB). This second best option is therefore a combination of Options 7.2 and 7.3.

	CATT
	Option 7.1
	We prefer a simple mechanism of indicating in MIB. However it depends on the MIB/SIB design for NB-IoT.

	Sony
	7.3
	Scheduling information indicates the presence of barring SIB. Barring should be used only in rare case so we don’t see a need to optimize SIB update using a special handling for this reason.

	Samsung
	7.3
	Access control can be enabled or disabled by the scheduling information in SIB1. UE would be notified that access control is enabled if valid scheduling information for SIB carrying barring parameters (e.g. SIB14) is set in SIB1.

	LG Electronics
	7.3
	We prefer to the existing LTE mechanism. We wonder if UE will frequently read MIB to check SI change. We assume that UE will normally read paging to check SI change so it will not frequently read MIB.


Summary of email discussion
15 Companies in total participated in this email discussion.

· Issue 1: How many priority discrimination classes should be identified for MO data
Most companies think that the access control mechanism in NB-IOT does not need to support the third class of priority. One operator clarified the use case of the third class of priority which seems event-triggered access with lower priority than MO exception data.
· Issue 2: Barring parameter for third priority discrimination class
Many companies think that if the third class of priority needs to be supported, it would be sufficiently controlled by an additional separate flag as described in Option 2.1. However, this issue really depends on issue 1.

Proposal 1: RAN2 discuss whether or not the third class of priority is essential for the initial release of NB-IOT considering that a majority of companies do not support the third class of priority. If the third class of priority needs to be supported, it is proposed to introduce an additional separate flag. 

· Issue 3: Barring parameter for mo-signalling
13 companies support Option 3.2 (common barring bitmap for MO signaling and MO data) while 2 companies supports Option 3.1 (i.e. an additional barring bitmap for MO signaling). Thus, it is proposed to agree that one barring bitmap is used for both MO signaling and MO data. 

In addition, if RAN2 agrees that one barring bitmap is used for both MO signaling and MO data, it is suggested that RAN2 also discuss whether or not to introduce an additional separate flag for MO signaling.

Proposal 2: One barring bitmap is used for both MO signaling and MO data. RAN2 further discuss whether or not to introduce an additional separate flag for MO signaling.
· Issue 4: Barring time
8 companies support the barring time while 6 companies do not support the barring time. Note that one company among 6 companies not supporting the barring time only supports fixed barring time which is not configurable.

Most companies supporting the barring time think that the barring time would be helpful for UE power saving. It seems true if the barring time is longer than UE monitoring cycle for SI change, e.g. paging DRX cycle, or if UE re-checks the bitmap whenever connection request is triggered by NAS. But, if the barring time is shorter than UE monitoring cycle for SI change, using the barring time seems not so beneficial because the bitmap won’t be updated until the next SI change opportunity.

It is proposed to consider introduction of the barring time as working assumption due to the majority view and to confirm use of the barring time when RAN2 agrees how to change SI carrying bitmap.

Proposal 3: RAN2 consider introduction of the barring time as working assumption due to the majority view and confirm use of the barring time when RAN2 agrees how to change SI carrying bitmap.

4 companies support a fixed value of the barring time while 4 companies support a configurable value of the barring time. One other company thinks that a value of the barring time is indicated implicitly by the minimum time during which the barring bitmap has no change. 

There is no clear majority. It is proposed to further discuss whether the barring time needs to be fixed or configurable when RAN2 finally agrees use of the barring time.

Proposal 4: RAN2 further discuss whether the barring time needs to be fixed or configurable when RAN2 finally agrees use of the barring time.

· Issue 5: Update of barring parameters in NB-IOT
5 companies support normal SI update mechanism (i.e. updated only at the beginning of a modification period in which other SIBs can be also updated) while 6 companies support immediate SI update e.g. like EAB SIB. Thus, there is no clear majority.
Two other companies said that UE in EC should know when to start combining its repetitions. It seems not desirable to allow the network to change SI at any time for CE UEs because NB-IOT devices may consume their power unnecessarily. So, even if we go for immediate SI update, SI update should be possible only at the beginning of a certain period e.g. at the start of the repetitions, which could look similar to Option 5A.2. But, no companies prefer Option 5A.2.
Proposal 5: RAN2 further discuss which SI update mechanism is used for access control, considering that it is not desirable to allow the network to change SI at any time for CE UEs.
7 companies support Option 5B.3, 3 companies support Option 5B.2, and 2 companies support Option 5B.1. Thus, a majority of companies support Option 5B.3.

Proposal 6: Update of SIB carrying the barring parameters does not affect/trigger SI change indication e.g. the value tag and systemInfoModification in paging.
· Issue 6: how to spread the load after un-barring / barring change
11 companies do not want to introduce additional mechanism to spread the load after un-barring / barring change.
Proposal 7: An additional mechanism to spread the load after un-barring / barring change is not introduced.
· Issue 7: Enable/disable access control
3 companies support Option 7.1 (i.e. 1 bit in MIB) while 3 companies support Option 7.3 (i.e. legacy mechanism in LTE). It is proposed that RAN2 further discuss which option is preferred.

Proposal 8: RAN2 further discuss how to indicate enable/disable access control.
Conclusion
In conclusion, we propose that RAN2 agree the followings for access control mechanism in NB-IOT:
· Proposal 1: RAN2 discuss whether or not the third class of priority is essential for the initial release of NB-IOT considering that a majority of companies do not support the third class of priority. If the third class of priority needs to be supported, it is proposed to introduce an additional separate flag.
· Proposal 2: One barring bitmap is used for both MO signaling and MO data. RAN2 further discuss whether or not to introduce an additional separate flag for MO signaling.
· Proposal 3: RAN2 consider introduction of the barring time as working assumption due to the majority view and confirm use of the barring time when RAN2 agrees how to change SI carrying bitmap.

· Proposal 4: RAN2 further discuss whether the barring time needs to be fixed or configurable when RAN2 finally agrees use of the barring time.

· Proposal 5: RAN2 further discuss which SI update mechanism is used for access control, considering that it is not desirable to allow the network to change SI at any time for CE UEs.
· Proposal 6: Update of SIB carrying the barring parameters does not affect/trigger SI change indication e.g. the value tag and systemInfoModification in paging.
· Proposal 7: An additional mechanism to spread the load after un-barring / barring change is not introduced.
· Proposal 8: RAN2 further discuss how to indicate enable/disable access control.
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