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1. Introduction
In this paper we discuss the potential to re-use the existing RRC connection re-establishment procedure [4] for the purposes of RRC Resume signalling, in support of the agreements relating to solution 18 [1].

SA2 has agreed, for normative work, to progress Solution 2 from TR 23.720 v1.1.0 as a mandatory feature for the UE and the Network and Solution 18 as an optional feature.

2. Discussion

In [2], call flows for solution 18 are illustrated (reproduced for convenience below in Annex A), and signalling for the respective suspend and resume procedures are captured. It is identified that RAN2 are responsible for determining whether a new or existing procedure can be reused for this signalling, in particular the following is stated for RRC Resume.

NOTE:
Whether new messages and a new procedure are needed to conduct the resumption of previously suspended RRC Connection will be investigated and decided by RAN WG2.

In order to facilitate the resumption of a suspended RRC context the target eNB shall be able to both clearly identify the RRC context to resume and verify that the requesting UE is authorised to establish that resumed RRC context. Within the identification of the UE context if the target eNB is not the same as the eNB that originated the suspension then there needs to be a clear indication of where and how to retrieve such a stored suspended RRC context from. As such the existing RRC connection Reestablishment Request message achieves exactly these requirements, particularly when a UE attempts reestablishment in a cell pertaining to a new eNB following RLF.
To support the necessary RRC Resume requirements, the following mappings towards the existing RRC Connection Reestablishment Request message seem appropriate:
· Resume Id = PhysCellId + C-RNTI(originating cell)

Use of the combination of PhysCellId and C-RNTI provides for a large addressing space and enables a clear identification of the originating cell for situations in which the UE attempts to resume the connection in a new cell.

· Authentication Token = ShortMAC-I

This also meets with SA2’s expectations [2] and should be consolidated in coordination with SA3  
-
Editor's note: The Authentication Token can be based on the existing means to authenticate a UE at RRC re-establishment as specified in 3GPP TS 36.331. It is assumed that the final means for UE authentication at RRC Resume will be decided by RAN WG2 with assistance of SA3 if needed.

· Reestablishment cause = new value “resume”

It seems reasonable that the RRC Resume procedure can be triggered simply by the addition of a single new cause value “resume”. 

For the existing RRC connection re-establishment procedure, when successful, the reestablishment of the RRC connection is completed in the target cell. The procedure can handle the case in which the target cell is not the same as the originating cell, as long as the target cell is prepared (as in forward preparation) or is able to retrieve the UE context using the context fetch mechanism. The context fetch mechanism is already specified in [3] and utilises the RLF INDICATION message between new and old eNBs. 
The use of the Resume Id and Authentication token as outlined above is a straightforward method to enable the forwarding of the stored suspended RRC context to the new eNB in order to enable the UE to successfully Resume its RRC connection. It is therefore proposed that RAN3 consider using this mechanism and the RLF INDICATION message to support functionality for introduction of the RRC Resume procedure. 

Proposal:
Send a liaison to RAN3 to propose the reuse of existing X2 related procedures such as the Radio Link Failure Indication procedure to enable context fetch of a stored suspended RRC Context in order to facilitate successful RRC Resume procedure

The figure below shows a modification to the existing procedure that facilitates context fetch by the use of the RLF INDICATION message to signal to the originating eNB when a UE is trying to re-establish an RRC connection in a new eNB, in order to retrieve the UE RRC context from the originating eNB. This can be extended in the context of RRC Resume to indicate the retrieval of a stored suspended RRC context.
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In the case where the RRC connection re-establishment fails due to the inability to retrieve a valid context for the UE attempting an RRC resumption, then an RRC Connection Reestablishment Reject can be transmitted to the UE. In this case the RRC connection establishment procedure for a regular service request could be initiated. 
In general we see the re-use of the RRC connection re-establishment procedure and its ability to utilise the existing context fetch mechanism as outlined above as a reliable means for providing UEs with the ability to resume suspended RRC contexts over local and extended coverage.  
In addition it may be necessary to consider whether the reject message should be extended to support the signalling of an (extended) wait time in case of overload, however such an addition would be fairly straight forward.
Proposal: 
The existing RRC connection re-establishment procedure may be re-used to introduce solution 18 of [2] (suspend / resume).  It is proposed to add the associated support for resume signaling within the RRCConnectionReestablishmentRequest message.

3. Conclusions and recommendations

In this paper we present the advantages of re-using the RRC connection re-establishment procedure to facilitate the RRC Resume behaviour for the implementation of solution 18 as captured in [2]. In particular we highlight that the use of the context fetch mechanism enables a target eNB to retrieve a suspended RRC context from an originating eNB to facilitate an RRC Resume, and so extends the ability of devices supporting this solution to benefit from the enhanced performance afforded by the adoption of this suspend /resume solution. In particular this would benefit, but is not limited to, UEs which move outside of the coverage of the eNB invoking the RRC suspend in the UE. 

Proposals:
· The existing RRC connection re-establishment procedure may be re-used to introduce solution 18 of [2] (suspend / resume).  It is proposed to add the associated support for resume signaling within the RRCConnectionReestablishmentRequest message and to coordinate with RAN3 regarding relevance to X2 procedures.
· Send a liaison to RAN3 to propose the reuse of existing X2 related procedures such as the Radio Link Failure Indication procedure to enable context fetch of a stored suspended RRC Context in order to facilitate successful RRC Resume procedure
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ANNEX A
RRC Resume from TR 23.720

6.18.1.4
RRC Resume procedure

At the transition from RRC- IDLE to RRC-CONNECTED, previously stored information in the UE as well as in the eNodeB is utilized to resume the RRC connection.

UE provides the previously received 'Resume ID' to be used by the eNB to access the stored information required to resume the RRC Connection. Furthermore it provides an Authentication Token used to securely identify the UE.

Relevant network nodes re-store/re-use S1-MME UE S1AP association and S1-U bearer context related information.

NOTE:
Whether new messages and a new procedure are needed to conduct the resumption of previously suspended RRC Connection will be investigated and decided by RAN WG2.

Given that NAS layer is aware that initial connection was setup, see sub-clause 6.18.1.2 no NAS Service Request will be issued and thus there is no need for RRC Connection Setup Complete message that is used to carry that message, see clause 6.5.1.4.

The reduction of signalling overhead is from 9 messages on the radio interface for legacy connection setup as shown in figure 6.18.1.1-1 down to 4 messages when using RRC Resume procedure as shown in the figure 6.18.1.4-1 below. The removed messages are:

-
RRC Connection Setup Complete

-
RRC Security Mode Command

-
RRC Security Mode Complete

-
RRC Connection Reconfiguration

-
RRC Connection Reconfiguration Complete

The procedure is illustrated in figure 6.18.1.4-1 below.
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Figure 6.18.1.4-1: Resumption of a previously suspended RRC connection

Steps 1 and 2 are following the legacy procedure when UE accesses the network from RRC Idle state.

4.
In msg3, a new RRC Connection Resume Request message, the UE includes its Resume Id, Authentication Token, Bearer Ind, Establishment Cause) is included. eNB uses Resume Id to associate the UE with the previously stored UE Context. Additionally, msg3 can also contain User Plane multiplexed by MAC as per existing specifications where resumed stored security context is used to encrypt the User Plane.

NOTE:
The Authentication Token can be based on the existing means to authenticate a UE at RRC re-establishment as specified in 3GPP TS 36.331. It is assumed that the final means for UE authentication at RRC Resume will be decided by RAN WG2 with assistance of SA3 if needed.

5.
In message 4, designated here as RRC Connection Resume Complete the network indicates which DRBs are resumed, furthermore it includes the Resume Id and if applicable updated L2/1 parameters.

6.
UE and eNB resume the stored security context.

7.
eNB notifies the MME about UE state change in a new S1AP message designated here as S1-AP UE Context Active. ECM in the MME enters the ECM-CONNECTED state. MME identifies that the UE returns at the eNodeB for which MME has stored information about allocated DL TEIDs for the UE.

8.
The MME sends a Modify Bearer Request message (eNodeB address, S1 TEID(s) (DL) for the accepted EPS bearers, Delay Downlink Packet Notification Request, RAT Type) per PDN connection to the Serving GW. If the Serving GW supports Modify Access Bearers Request procedure and if there is no need for the Serving GW to send the signalling to the PGW, the MME may send Modify Access Bearers Request (eNodeB address(es) and TEIDs for downlink user plane for the accepted EPS bearers, Delay Downlink Packet Notification Request) per UE to the Serving GW to optimize the signalling. The Serving GW is now able to transmit downlink data towards the UE.SGW considers UE being in Connected state.

9.
SGW provides as response to step 7.

10.
MME acks step 7.

11.
Alternatively to transmission of message 4, if message 3 included User Plane and indication that all User Plane is transmitted, the eNB can suspend the RRC connection and implicitly indicate that the User Plane was successfully received. 

_1514120049.vsd
UE


New eNB


MME


(2) Need to resume detected


(3) RRC Reestablishment Request, resume cause


(1) RRC_SUSPENDED


(5) RLF INDICATION (Cause:Resume - Retrieve the UE context)


Old eNB


(9) RRC Connection
Reestablishment


(4) New eNB either has prepared UE context or retrieves UE context over X2


(7) Retrieved
UE context


(10) RRC Reestablishment complete


(11) S1 path switch/resume/create


(6) Old eNB has the stored the UE context and sends to New eNB in RRC Container


(8) security context validation



