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1. Introduction
In RAN2#92, there were following agreements for the solution 18 (i.e. UP solution) [1].
	AS context caching - solution 18
· Agree that the UE may retain the AS context in RRC_IDLE mode for UP solution. RAN2 assumes that this enhanced RRC_IDLE state is referred to as RRC_IDLE but this may be revisited. 

· Introduce a RRC Connection Suspend procedure which is used at transition from RRC_CONNECTED to RRC_IDLE state and where the UE stores the AS context;
· We assume that at suspend – resume, security is continued. It is FFS how this is done. 
· Introduce a RRC connection resume procedure which is used at transition from RRC_IDLE to RRC_CONNECTED and where previously stored information in the UE as well as in the eNodeB is utilized to resume the RRC connection.

· The RRC suspend procedure and the RRC resume procedure may be new procedures with new messages, or may be implemented as new IEs in existing LTE procedures. This is FFS. 

· In the message to resume, the UE provides an Identifier to be used by the eNB to access the stored information required to resume the RRC Connection. Identifier FFS 


In this contribution, we discuss some key issues to conclude if the RRC suspend and resume procedures are new procedures with new messages or implemented with new IE in existing procedures. Then, we provide a way forward to conclude this issue.
2. Discussion
In RAN2#92 meeting, there were discussions on RRC connection suspend and resume procedures based on contributions [2-4], but it has been remained as FFS whether these procedures are new procedures with new messages or they are implemented with new IE in existing procedures. We consider the key issues below for each procedure should be taken into consideration in order to conclude whether the procedures are new or reuse of existing one. In the following, we discuss those issues based on SA2 agreements for the solution 18 (i.e. UP solution) [5]. 
- Key issues in RRC connection suspend procedure:
a. UE state after RRC Connection Suspend

b. Message size of RRC Connection Suspend

- Key issues in RRC connection resume procedure:

c. Message size of RRC Connection Resume Request
d. Resume ID
e. Authentication Token
· RRC connection suspend procedure:

We first discuss the RRC connection suspend procedure. The existing message which may be reused is RRCConnectionRelease message.
a. UE state after RRC Connection Suspend
It has been agreed to assume that the enhanced RRC_IDLE state in the solution 18 is referred to as RRC_IDLE for now. Given that this could be a final agreement, the RRC connection release procedure can be reused for the RRC connection suspend procedure by adding the required information, e.g. resume ID or just indication for context storing [2]. Otherwise (i.e. new RRC state introduced), the meaning or definition of such new state should be clarified.
b. Message size of RRC Connection Suspend
Given that the RRC connection release procedure could be reused, the message size may or may not increase depending on decision for the contents (e.g. resume ID). However, as the RRC connection release message is the UE specific message via DCCH and thus there should be no problem for increase of the message size.
Proposal 1: RAN2 to agree that the RRC connection suspend procedure is reuse of existing RRC connection release procedure, unless RAN2 revisits the previous assumption on the UE RRC state.
· RRC connection resume procedure:

Next we discuss the RRC connection resume procedure. In RAN2#92, there was the proposal to reuse the RRCConnectionRequest message. On the other hand, another alternative may be to reuse the RRCConnectionReestablishmentRequest message. Although this message is used in RRC_Connected for failure recovery, the contents (e.g., ReestabUE-Identity, ShortMAC-I) might be similar to those required in the RRC connection resume.
c. Message size of RRC Connection Resume Request

With respect to the message size, both RRCConnectionRequest message and RRCConnectionReestablishmentRequest message have the same size and we simply assume the RRC connection request in this issue.
It is assumed that the RRC connection resume request is also sent after RACH preamble and RA response as for RRC connection request. The eNB cannot know whether the UE requests the RRC connection setup or RRC connection resume when the eNB sends the RA response including the UL grant. If the message size of RRC connection resume request is different from that of RRC connection request, the eNB always has to assume the bigger size and this will cause waste of radio resources. Otherwise, there will be no such problem.
On the other hand, in the former case (i.e. different message size), there may be no strong motivation to reuse the RRCConnectionRequest message any more. So, if the message size has to be different from the existing RRCConnectionRequest message, it may be simpler to introduce new procedure with new message rather than reusing the existing procedure.
d. Resume ID

This is the important information for the eNB to resume the RRC connection by coordinating with the CN (MME). There are 3 (or more) options; 1) S-TMSI existing in RRCConnectionRequest, 2) existing ID not existing in RRCConnectionRequest, but in RRCConnectionReestablishmentRequest (e.g., ReestabUE-Identity including C-RNTI, PhysCellId, ShortMAC-I), or 3) New ID [1]. 
If the S-TMSI can be reused as the resume ID, the RRCConnectionRequest message could be reused at least from the aspect of the resume ID with indication such that the message is intended for the RRC connection resume request. This indication may be introduced by using a spare value as proposed in [2]. 
Similarly, if the ReestabUE-Identity can be reused as the resume ID, the RRCConnectionReestablishmentRequest message could be reused from the aspect of the resume ID with indication like in RRC connection request. In this case, it should be discussed whether the re-establishment procedure could be suitable for RRC connection resume, i.e. at transition from RRC_Idle to RRC_Connected
If new ID is introduced, there may be no need for separate indication as for the S-TMSI case above. Instead, the message size will be different from the RRCConnectionRequest message. If this is allowed and the existing ID (or combination of existing IDs) is not sufficient, new ID approach may be justified.
e. Authentication Token
This may be also important information for RRC connection resume. Similarly to the resume ID, if this is required in the RRC connection resume request, the message size will be different from the RRCConnectionRequest message. However, it is not clear if the RRC connection resume request shall include the authentication token. For instance, the authentication token may be sufficient in the RRC connection setup complete or something like the complete message (e.g. RRC connection resume complete). This is because the authentication should be done before actually resuming the RRC connection including bearer configuration. On the other hand, if the resume ID could be ReestabUE-Identity, ShortMAC-I may be sufficient for authentication. We consider RAN2 need more discussions on the authentication token potentially with SA3 guidance.
Proposal 2: RAN2 to discuss the key issues b-d based on discussions above for concluding if the RRC connection resume procedure is new procedure or reuse of existing procedure (e.g. RRC connection setup procedure).
3. Conclusion

In this contribution we discussed some key issues to conclude if the RRC suspend and resume procedures are new procedures with new messages or implemented with new IE in existing procedures and made following proposals.

For RRC connection suspend procedure;
Proposal 1: RAN2 to agree that the RRC connection suspend procedure is reuse of existing RRC connection release procedure, unless RAN2 revisits the previous assumption on the UE state.

For RRC connection resume procedure;
Proposal 2: RAN2 to discuss the key issues b-d based on discussions in this contribution for concluding if the RRC connection resume procedure is new procedure or reuse of existing procedure (e.g. RRC connection setup procedure).
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RRCConnectionRequest message
-- ASN1START

RRCConnectionRequest ::=


SEQUENCE {


criticalExtensions




CHOICE {



rrcConnectionRequest-r8



RRCConnectionRequest-r8-IEs,



criticalExtensionsFuture


SEQUENCE {}


}

}

RRCConnectionRequest-r8-IEs ::=

SEQUENCE {


ue-Identity






InitialUE-Identity,


establishmentCause




EstablishmentCause,


spare







BIT STRING (SIZE (1))

}

InitialUE-Identity ::=



CHOICE {


s-TMSI







S-TMSI,


randomValue






BIT STRING (SIZE (40))

}

EstablishmentCause ::=



ENUMERATED {











emergency, highPriorityAccess, mt-Access, mo-Signalling,











mo-Data, delayTolerantAccess-v1020, mo-VoiceCall-v1280, spare1}

-- ASN1STOP

/* skip */
RRCConnectionReestablishmentRequest message
-- ASN1START

RRCConnectionReestablishmentRequest ::= SEQUENCE {


criticalExtensions




CHOICE {



rrcConnectionReestablishmentRequest-r8












RRCConnectionReestablishmentRequest-r8-IEs,



criticalExtensionsFuture


SEQUENCE {}


}

}

RRCConnectionReestablishmentRequest-r8-IEs ::= SEQUENCE {


ue-Identity






ReestabUE-Identity,


reestablishmentCause



ReestablishmentCause,


spare







BIT STRING (SIZE (2))

}

ReestabUE-Identity ::=



SEQUENCE {


c-RNTI







C-RNTI,


physCellId






PhysCellId,


shortMAC-I






ShortMAC-I

}

ReestablishmentCause ::=


ENUMERATED {











reconfigurationFailure, handoverFailure,











otherFailure, spare1}

-- ASN1STOP

