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1 Introduction
In RAN#92, the following items related to the CP solution were agreed [1].
· As a baseline agreement, At most one NAS signalling message or NAS message carrying small data can be piggybacked in RRCConnectionSetupComplete in the RRC connection establishment procedure for solution 2. 

· We assume that RRC connection reconfiguration is not required for short RRC connections for the solution 2 when the connection is used for small data transfer. 

· It is FFS if RRC connection reconfiguration is needed for solution 2.  
This contribution aims to discuss the necessity of the RRC connection reconfiguration for the CP solution.
2 Discussion
In the CP solution, a NAS message carrying small data can be piggybacked in RRC connection setup complete message in the RRC connection establishment procedure. Unfortunately, in RAN#92, we have discussed how to transmit large-sized data; however we did not conclude the discussion [1]. 
Since there may be a device which does not have a capability to support the UP solution in NB-IoT [2], we should discuss how to transmit large-sized data in the CP solution. A RRC connection setup complete message may be segmented when large-sized data is piggybacked in the message. Here, we can think the following scenarios.
1. It is allowed that large-sized data is piggybacked in the RRC connection setup complete message. 
2. It is not allowed that large-sized data is piggybacked in the RRC connection setup complete message. This means that the piggyback scheme is limited to small-sized data. 
Proposal 1: RAN2 needs to discuss whether to allow that large-sized data is piggybacked in the RRC connection setup complete message or not. 
In the case of the scenario 1, since it is possible to transmit large-sized data in the CP solution, it may not be needed to consider additional schemes to transmit large-sized data. However, we think that it may be needed to discuss which problems can occur when the RRC message is segmented. 
In the case of the scenario 2, there may not be the segmentation of the RRC message. However, we have to consider the following issues additionally.
Issue 1) How to determine whether to transmit a data packet by using the piggyback scheme or not?
For the issue 1, a threshold of the data size which can be piggybacked on the RRC connection setup complete message has to be defined. However, we think that the decision of the threshold needs to be postponed after RAN1 designs the PUSCH. According to the threshold, a device can separate between small-sized data and large-sized data when receiving a data packet from the higher layer. An eNB can broadcast the threshold to all devices by using SIB or the threshold can be fixed. 
Proposal 2: A device can determine whether to transmit a data packet through piggyback on the RRC connection setup complete message or not, if it is not allowed that large-sized data is piggybacked in the RRC connection setup complete message. 
Proposal 3: An eNB can broadcast the threshold of the data size which can be piggybacked on the RRC connection setup complete message by using SIB or the threshold can be fixed, if it is not allowed that large-sized data is piggybacked in the RRC connection setup complete message. 
Issue 2) How to transmit large-sized data from a device to an eNB?

If it is not allowed that large-sized data is piggybacked in the RRC connection setup complete message, the RRC connection reconfiguration procedure is required for transmitting large-sized data through DRB. When a device separates between small-sized data and large-sized data, the device needs to inform an eNB of the separated result. This is because an eNB has to determine whether the RRC connection reconfiguration procedure is performed or not according to data transmission schemes, e.g. the small-sized data transmission scheme during the RRC connection establishment procedure and the large-sized data transmission scheme after the RRC connection reconfiguration procedure. 
In order to inform an eNB of the information of the data transmission scheme, it can be considered to use the EstablishmentCause IE of the RRC connection request message. In other words, it can be defined the values of the EstablishmentCause IE in the RRC connection request message as the mt-Access, mo-Signalling, mo-Data, mo-Small-Data, and mo-Exception-Data. When a device determines to transmit a data packet through SRB by using the piggyback scheme, it can configure the value of the EstablishmentCause IE of the RRC connection request message as mo-Small-Data or mo-Exception-Data. If the device determines to transmit a data packet through DRB, it can configure the value of the EstablishmentCause IE of the RRC connection request message as mo-Data. When an eNB receives the RRC connection request message with mo-Data, the eNB performs the RRC connection reconfiguration procedure with the device after completing the RRC connection establishment procedure. 
Proposal 4: A device may be required to inform an eNB whether to transmit a data packet through piggyback on the RRC connection setup complete message or not, if it is not allowed that large-sized data is piggybacked in the RRC connection setup complete message. 
Proposal 5: The values of the EstablishmentCause IE in the RRC connection request message may be applied as mt-Access, mo-Signaling, mo-Data, mo-Small-Data, and mo-Exception-Data, if it is not allowed that large-sized data is piggybacked in the RRC connection setup complete message.
Proposal 6: The RRC connection reconfiguration procedure may be needed in order to transmit large-sized data through DRB, if it is not allowed that large-sized data is piggybacked in the RRC connection setup complete message. 
3 Summary
Proposal 1: RAN2 needs to discuss whether to allow that large-sized data is piggybacked in the RRC connection setup complete message or not. 
Proposal 2: A device can determine whether to transmit a data packet through piggyback on the RRC connection setup complete message or not, if it is not allowed that large-sized data is piggybacked in the RRC connection setup complete message. 

Proposal 3: An eNB can broadcast the threshold of the data size which can be piggybacked on the RRC connection setup complete message by using SIB or the threshold can be fixed, if it is not allowed that large-sized data is piggybacked in the RRC connection setup complete message. 
Proposal 4: A device may be required to inform an eNB whether to transmit a data packet through piggyback on the RRC connection setup complete message or not, if it is not allowed that large-sized data is piggybacked in the RRC connection setup complete message. 
Proposal 5: The values of the EstablishmentCause IE in the RRC connection request message may be applied as mt-Access, mo-Signaling, mo-Data, mo-Small-Data, and mo-Exception-Data, if it is not allowed that large-sized data is piggybacked in the RRC connection setup complete message.

Proposal 6: The RRC connection reconfiguration procedure may be needed in order to transmit large-sized data through DRB, if it is not allowed that large-sized data is piggybacked in the RRC connection setup complete message. 
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