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1 Introduction
During RAN2#91bis, RAN2 thought that whether RRC connection re-establishment is needed is FFS. During RAN2#92, there was no further discussion for this. In this paper, we will further analyze the need for RRC connection re-establishment in NB-IoT.
2 Discussion
In existing LTE, the purpose of RRC connection re-establishment is to re-establish the RRC connection, involving the resumption of SRB1 operation, the re-activation of security and the configuration of only the PCell. Using the procedure, E-UTRAN can reconfigure SRB1 and resume data transfer only for this RB and re-activate AS security without changing algorithms. The RRC connection re-establishment procedure can be initiated upon 1) detecting radio link failure, 2) handover failure, 3) mobility from E-UTRA failure, 4) integrity check failure and 5) RRC connection reconfiguration failure.
2.1 Issue #1: Scenarios for RRC connection re-establishment in NB-IoT
In NB-IoT, RAN2 has assumed no support for inter-RAT mobility in connected/ handover and support for at least one RLF criterion in connected mode mobility [1], which means that at least the scenario for initiating RRC connection re-establishment upon detecting radio link failure should exist.
Observation 1: At least the scenario for initiating RRC connection re-establishment upon detecting radio link failure exists and the scenario upon handover failure and mobility from E-UTRA failure don’t exist in NB-IoT.

In NB-IoT, CP solution and UP solution can be supported for data transmission. 
For CP solution, it is assumed that there is no AS security, therefore the scenario for initiating RRC connection re-establishment upon integrity check failure should not exist. For RRC connection reconfiguration, RAN2 assumed this is not required for short RRC connection when the connection is used for small data transfer; but if the connection is not for small data transfer, it is FFS if RRC connection reconfiguration is needed; therefore, whether the scenario for initiating RRC connection re-establishment upon reconfiguration failure exists for CP solution is FFS.
Observation 1A: For CP solution, the scenario for initiating RRC connection re-establishment upon integrity check failure shouldn’t exist and the scenario upon reconfiguration failure is FFS.

For UP solution, AS security is required and RRC connection reconfiguration could be kept for flexibility to configure DRB and other parameters; therefore the scenarios for initiating RRC connection re-establishment upon integrity check failure and reconfiguration failure should exist.
Observation 1B: For UP solution, the scenarios for initiating RRC connection re-establishment upon integrity check failure and reconfiguration failure should exist.
Based on the above analysis, the scenarios for initiating RRC connection re-establishment exist in NB-IoT, and it is desirable to support RRC connection re-establishment in NB-IoT to get the benefits of re-establishment procedure as in legacy LTE system, i.e. the quick resumption of SRB1 triggered by AS, otherwise, UE will be released to idle mode and initiate another RRC connection by NAS, which may cause additional delay especially for exceptional report.
Proposal 1: To support for RRC connection re-establishment for CP solution and UP solution in NB-IoT.
2.2 Issue #2: Quick data transmission recovery for CP solution
Once RRC connection re-establishment procedure is supported, we assume that the UE can follow the call flow illustrated in Figure 1 to recover its SRB1 and data transmission for CP solution.
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Figure 1
For CP solution, RAN2 has agreed that NAS message carrying small data can be piggybacked in RRCConnectionSetupComplete in the RRC connection establishment procedure; but there is no discussion about whether small data can also be piggybacked in RRC connection re-establishment procedure. 

Achieving a long battery lifetime is very important for NB IoT UEs. From the table in [2], copied in Table 1 below, it can be seen that the power consumption for Tx is obviously bigger (i.e. 5 times) than Rx for the UE; therefore, the reduction for UL messages can decrease UE’s power consumption and increase UE’s battery lifetime. 

Table 1：Power consumption assumptions for NB-LTE energy consumption analysis

	Operation
	Specification
	Power (mW)

	Transmission (Tx)
	Transmitter active at +23 dBm, assuming 44% PA efficiency and 90 mW for other analog and baseband circuitry.
	545

	Reception (Rx)
	Rx with Baseband processing
	90

	Idle
	Frame and frequency synchronization maintained
	3

	Standby
	Common assumption
	0.015


If NAS message carrying small data can also be piggybacked in RRCConnectionReestablishementComplete, it is possible to reduce one ULInformationTransfer message, which could save some power for the UE.
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Figure 2

Proposal 2: NAS message carrying small data can be piggybacked in RRCConnectionReestablishmentComplete message in the RRC connection re-establishment procedure.
2.3 Issue #3: Causes for Re-establishment

In existing LTE, the following reestablishment causes were defined, which might not give enough information to the eNB in NB-IoT.
ReestablishmentCause ::=


ENUMERATED {











reconfigurationFailure, handoverFailure,











otherFailure, spare1}

Based on the analysis in Issue#1, the scenario for initiating re-establishment upon handover failure doesn’t exist for NB-IoT, the scenario for initiating re-establishment upon RLF exists for both CP solution and UP solution, and the scenario for initiating re-establishment upon integrity check failure and reconfiguration failure may exist for UP solution; therefore it is reasonable to redefine the suitable re-establishment causes for NB-IoT, such as RLF, integrity check failure and reconfiguration failure. Furthermore, it is also possible for UE to indicate the detailed reason for RLF, such as maximum RLC AM retransmission, etc.
Proposal 3: To redefine re-establishment causes in NB-IoT.
3 Conclusion

Based on the analysis, we have the following observations and proposals:
Observation 1: At least the scenario for initiating RRC connection re-establishment upon detecting radio link failure exists and the scenario upon handover failure and mobility from E-UTRA failure don’t exist in NB-IoT.

Observation 1A: For CP solution, the scenario for initiating RRC connection re-establishment upon integrity check failure doesn’t exist and the scenario upon reconfiguration failure is FFS.

Observation 1B: For UP solution, the scenarios for initiating RRC connection re-establishment upon integrity check failure and reconfiguration failure exist.

Proposal 1: To support for RRC connection re-establishment for CP solution and UP solution in NB-IoT.
Proposal2: NAS message carrying small data can be piggybacked in RRCConnectionReestablishmentComplete message in the RRC connection re-establishment procedure.
Proposal 3: To redefine re-establishment causes in NB-IoT.
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