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1. Introduction
In RAN2#92, there were many agreements [1] below made for the solution 2 (i.e. Control Plane solution for Data over NAS) according to the LS from SA2 [2].
	Signalling Enhancements TR 23.720
· For solution 2, a data radio bearer (DRB) is not used in NB-IOT. 

· As a baseline agreement, At most one NAS signallig message or NAS message carrying small data can be piggybacked in RRCConnectionSetupComplete in the RRC connection establishment procedure for solution 2.
· A UL NAS signalling message or UL NAS message carrying small data can be transmitted by a UL RRC container message for solution 2. A DL NAS signaling or DL NAS small data can be transmitted by a DL RRC container message for solution 2.

· We assume that AS security is not needed for NB-IoT solution 2. This can be revisited if need for AS security is found. 
· We assume that for solution 2, there is no need to differentiate between the different data types (i.e. IP, non-IP or SMS) in the AS level. For UP solution, PDCP header compression may be used for IP type traffic. 

//
· The RRC Connection is established for small data transfer for solution 2.
· There will be a “wait time” in the RRC connection reject.

· We assume that RRC connection reconfiguration is not required for short RRC connections for the solution 2 when the connection is used for small data transfer. 
· It is FFS if RRC connection reconfiguration is needed for solution 2.  

· It is FFS how RRC connection is released. 


In this contribution, we discuss the need of RRC connection reconfiguration and how to release the RRC connection in the solution 2. We also provide our views.
2. Discussion
2.1
RRC Connection Reconfiguration
Regarding the need of RRC connection reconfiguration, there are two aspects to be confirmed and clarified. Firstly, it should be confirmed whether the solution 2 can work without the RRC connection reconfigurations. As RAN2 has already made the agreement (strictly speaking, agreed assumption), RRC connection reconfiguration is not required for short RRC connections for the solution 2 when the connection is used for small data transfer. Therefore, we propose to confirm the current assumption.
Proposal 1: RAN2 to confirm that the solution 2 can work without RRC connection reconfigurations.
Secondly, it should be clarified whether the RRC connection reconfiguration could bring any potential gain for the solution 2. If any gain, it should be also clarified in which situation the gain could be expected. 
For the RRC connection reconfiguration, there is a description below in the RRC specification (5.3.5.1):
	The purpose of this procedure is to modify an RRC connection, e.g. to establish/ modify/ release RBs, to perform handover, to setup/ modify/ release measurements, to add/ modify/ release SCells. As part of the procedure, NAS dedicated information may be transferred from E-UTRAN to the UE.


At first, for the handover, measurements and SCells, it was already agreed that these functions are not supported and thus the RRC connection reconfiguration is not needed for the purpose of these functions.
For the RB management (establish, modify and release), only SRB is considered in the solution 2. It is natural that there is no need to establish and release SRBs via RRC connection reconfiguration, except SRB2 which is currently assumed not to be used. The issue is whether there is need to modify SRB via RRC connection reconfiguration in the solution 2. During the RRC connection setup procedure, the eNB can configure the radio resource configuration to the UE via RRCConnectionSetup message including RadioResourceConfigDedicated IE. However, the eNB does not know the UE capability or UE characteristic (e.g. traffic type) at this stage, so it will be difficult to optimize the radio resource configuration, even if the eNB wants to do. As discussed in [4], only if the eNB can obtain some information on e.g. the UE capability at a later stage, the eNB can optimize the radio resource configuration (i.e. apply the UE specific configuration) via RRCConnectionReconfiguration message. One example we could expect is an eDRX function in RRC_Connected and RRC_Idle.
For (e)DRX in RRC_Connected, the DRX configuration in the MAC-MainConfig IE may need to be modified after the eNB obtains the UE capability or UE characteristics. Therefore, the RRC connection reconfiguration is necessary to optimize the DRX configurations, unless the eDRX is mandatory for the NB-IoT UEs. However, it is not sure how much optimization would be necessary, given that most NB-IoT UE would infrequently transmit data which could be delay insensitive. So, there may not be strong reason to optimize DRX configurations for (e)DRX in RRC_Connected.
For eDRX in RRC_Idle (i.e. paging DRX), the necessary configuration could be sent via NAS message and related AS information is sent via SIB. RRC connection reconfiguration procedure may be used to transfer NAS dedicated information from E-UTRAN to the UE in RRC_Connected, while DLInformationTransfer message can also be used to transfer NAS dedicated information and this message was already agreed to be supported in the solution 2. So, it is not sure if RRC connection reconfiguration procedure is necessary.
The table 1 summarizes the necessity of each function listed as the purpose of the RRC connection reconfiguration procedure based on the discussions above. Since we are not yet convinced of the sufficient gain due to introduction of RRC connection reconfiguration in the solution 2, we would like to hear other companies’ views.

Proposal 2: RAN2 to discuss the need of UE specific configuration (e.g., eDRX) in the solution 2.
Table 1: Need of RRC connection reconfiguration
	Purpose of RRC connection reconfiguration procedure
	Necessity
	Note

	establish/ modify/ release RBs
	Y/N
	Only to modify SRBs may give some gains (e.g. optimization by UE specific configuration). Need further discussion in RAN2.

	perform handover
	N
	Connected mode mobility is not supported.

	setup/ modify/ release measurements
	N
	Measurement is not supported.

	add/ modify/ release SCells
	N
	CA is not supported.

	NAS dedicated information from E-UTRAN to UE
	N
	No need based on current information from SA2.


2.2
RRC Connection Release
In RAN2#92, it was remained as FFS how RRC connection is released. The proposal in [4] was to introduce the UE autonomous (timer-based) connection release as well as RRC connection release procedure. The motivation to introduce the UE autonomous release seems the description in the SA2 TR [3, Figure 6.2.1.3-1] below. However, this sentence would mean the CIoT-BS triggers the RRC connection release based on internal timer like the user inactivity timer in LTE/UMTS. So, there is no strong motivation to support the autonomous release based on the SA2 TR at this moment.
	6. CIoT-BS sends the Downlink Information Transfer including the NAS message to UE and also releases the RRC connection after the timer monitoring the connection expires.


On the other hand, there seems to be discussions in SA2 such that the explicit indication from the MME to the eNB to release the S1 connection for NB-IoT. However, regardless of this explicit indication, the RRC connection release procedure could be sufficient.
Proposal 3: RRC connection release is done via RRCConnectionRelease message as in LTE.
3. Conclusion

In this contribution we discussed the need of RRC connection reconfiguration and how to release the RRC connection in the solution 2. Based on discussion, we made the following proposals.
Proposal 1: RAN2 to confirm that the solution 2 can work without RRC connection reconfigurations.
Proposal 2: RAN2 to discuss the need of UE specific configuration (e.g., eDRX) in the solution 2.

Proposal 3: RRC connection release is done via RRCConnectionRelease message as in LTE.
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6.2.1.2
CIoT Attach Procedure
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Figure 6.2.1.2-1: CIoT Attach Procedure 
/* skip some parts */
6.2.1.3
Procedure for MO Small Data Transfer (and response):
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Figure 6.2.1.3-1: CIoT Mobile originated (MO) Small data transmission 
0.
The UE performs Attach Procedure as shown in clause 6.2.1.2.

1.
The UE requests the UE's AS to establish an RRC connection. A new NAS message format is used to carry the small data packet (i.e. IP, non-IP, SMS) in an encrypted IE. The UE can also indicate whether acknowledgment/response to the IP packet is expected or not. There is no need to set up DRB and AS security.

NOTE 1:
It is RAN decision how to transfer the small data NAS PDU over the radio interface for CIoT RAT.

NOTE 2: 

For congestion control, the establishment of a NAS signalling connection for small data transmission needs to be differentiated from NAS signalling connection for control signalling. The differentiation can be applied between the UE and CIoT RAN, and between CIoT RAN and C-SGN.

The unencrypted part of this new NAS PDU carries the "eKSI and Sequence Number" IEs as usual for encrypted NAS messages. The C-SGN uses this, and the S-TMSI, to identify the security context to decrypt the small data packet.

2.
The CIoT RAN forwards NAS PDU and the indication on whether ack/response is expected to the C-SGN in the initial UE message.

NOTE 3: In case of multiple small data packet transmission, subsequent small data packets are contained in UL NAS transport without requiring establishment of RRC connection.

3.
The C-SGN decrypts the NAS message, obtaining the small data packet. C-SGN forwards the small data using appropriate mechanism depending on Data Type. For IP small data C-SGN sends it over SGi. For SMS C-SGN sent it to SMS-SC. For non-IP small data C-SGN, based on configuration, sends it to SCEF (as defined in solution 4a) or to AS using point-to-point IP forwarding tunnel (as defined in solution 10). In roaming case the data traverse through P-GW.


4.
If no acknowledgment/response to the small data packet is expected (based on the subscriber information and the Ack/Rsp indication from the UE), the C-SGN immediately releases the connection. Otherwise, when a (response) small data packet arrives in the P-GW, sends it to the C-SGN.

5.
The C-SGN encrypts the NAS message with the downlink small data packet and sends the downlink NAS transport message to the CIoT-RAN. C-SGN releases the signalling connection after the timer monitoring the connection expires.
6.
CIoT-BS sends the Downlink Information Transfer including the NAS message to UE and also releases the RRC connection after the timer monitoring the connection expires.
/* skip some parts */
6.2.1.4
Procedure for MT Small Data Transfer 

This uses similar concepts to the MO case described above.
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Figure 6.2.1.4-1: CIoT Mobile terminated Small data transmission 
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