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1
Introduction
The WI on NB-IOT [1] has objective to “specify a radio access for cellular internet of things, based to a great extent on a non-backward-compatible variant of E-UTRA, that addresses improved indoor coverage, support for massive number of low throughput devices, low delay sensitivity, ultra low device cost, low device power consumption and (optimised) network architecture.”
The proposals resulting from the email discussion [2] are as follows:

· Proposal 1: RAN2 discuss whether or not the third class of priority is essential for the initial release of NB-IOT considering that a majority of companies do not support the third class of priority. If the third class of priority needs to be supported, it is proposed to introduce an additional separate flag.

· Proposal 2: One barring bitmap is used for both MO signaling and MO data. RAN2 further discuss whether or not to introduce an additional separate flag for MO signaling.

· Proposal 3: RAN2 consider introduction of the barring time as working assumption due to the majority view and confirm use of the barring time when RAN2 agrees how to change SI carrying bitmap.

· Proposal 4: RAN2 further discuss whether the barring time needs to be fixed or configurable when RAN2 finally agrees use of the barring time.

· Proposal 5: RAN2 further discuss which SI update mechanism is used for access control, considering that it is not desirable to allow the network to change SI at any time for CE UEs.
· Proposal 6: Update of SIB carrying the barring parameters does not affect/trigger SI change indication e.g. the value tag and systemInfoModification in paging.
· Proposal 7: An additional mechanism to spread the load after un-barring / barring change is not introduced.
· Proposal 8: RAN2 further discuss how to indicate enable/disable access control.
In this paper we discuss the need of barring time and any special SIB update procedure.   
2
Discussion
It has so far been agreed to use the barring bitmap approach for NB-IOT access class barring. This is in order that the barring mechanism is kept simple, similar to what is used in GERAN and UMTS. Since barring bitmap is used, then the network can specify access classes to be barred or not barred at any specific point in time, as with UMTS and GERAN. 

LTE barring in Rel-8 uses access barring factor along with barring time. Barring time is needed because of the random number mechanism used by the UE to determine if it is barred, in order that the UE can perform access barring check again after the barring time expires.

When barring bitmap is used, the barring time has no purpose – when an access class is allowed once more, then this will be informed by update of system information. 

Proposal 1: No barring time is used.

For ETWS and EAB, a special SIB update mechanism is used due to the time critical nature of these features. For NB-IOT we do not think that barring parameter update is time-critical, at least no more so than the regular ACB. Further, access barring is a mechanism used at times of overload – which is an abnormal case in the network, and so barring should not need to be applied and updated regularly. Therefore, any overhead associated with updating the SIB will occur relatively infrequently. As such it is sufficient and simplest to use exactly the same SIB update mechanism that is agreed for updating regular SIBs.
Proposal 2: No special SIB update mechanism for ACB – the same procedure as regular SIB update is used for enabling/disabling/updating barring parameters.
Use of barring factor and barring time automatically allows “fairness” since all UEs of access classes 0-9 apply the same probability of access. The issue with barring bitmap is that specific access classes are barred. In order to ensure all UEs have equal chance of gaining access, the network needs to update the barring bitmap periodically, in order to bar different UEs at different times. The problem with this is that this requires SIBs to be updated each time barring bitmap is updated. 

To alleviate this problem, we can think of ways to automatically update the barring bitmap. One example is shown below in table 1. 
	H-SFN
	Barring bitmap

	0
	1100000000

	1
	0011000000

	2
	0000110000

	3
	0000001100

	4
	0000000011


Table 1: Barring bitmap updated according to H-SFN
In the example above, it’s assumed that the network broadcasts a barring bitmap corresponding to 2 barred access classes (e.g. AC 0, 1 barred). The UE then updates the actual access classes barred depending on H-SFN. Of course there are various other ways which could be discussed if the general procedure is seen as acceptable.

This allows all UEs an equal chance of access, without needing to periodically update SIB, without any special SIB update procedure, and without any complicated probability function. 

Proposal 3: To avoid periodically updating broadcast barring bitmap, UE updates bitmap when access barring is enabled according to the broadcast bitmap and a function of time (detail FFS)

4
Conclusion

In this paper we propose a simple approach to access class barring that requires no special SIB update procedure. Regularly updating SIBs to ensure fairness is avoided by changing access barring bitmap automatically in the UE, in a deterministic way.
Proposal 1: No barring time is used.
Proposal 2: No special SIB update mechanism for ACB – the same procedure as regular SIB update is used for enabling/disabling/updating barring parameters.
Proposal 3: To avoid periodically updating broadcast barring bitmap, UE updates bitmap when access barring is enabled according to the broadcast bitmap and a function of time (detail FFS)
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