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1 Introduction
At RAN2 #92 it was proposed that PDCP functionality is not necessary for Data via MME (also referred to as CP mode or CIoT Optimisation Solution 2) in order to minimise access stratum protocol overhead for small data transfer [2]. This has been captured in the running agreements [1]. This paper proposes a PDCP transparent mode and identifies requirements on other layers of the UE protocol. 
2 PDCP functional view
A PDCP entity is used for SRB1, SRB2 and DRBs. Once ciphering, integrity protection, header compression, duplicate detection and re-ordering are removed from PDCP then the remaining PDCP entity reduces to adding PDCP header at the transmitter and removing PDCP header at the receiver as depicted in Figure 1. For this case PDCP header provides no useful purpose.
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Figure 1 PDCP function in Data via MME mode
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Figure 2 PDCP function with transparent mode

Adding a PDCP transparent mode has the following advantages:
1. Reduces PDCP overhead to 0 bytes for upper layer data packets

2. Maintains protocol layer integrity

Currently all SRB1 messages go via PDCP hence a PDCP header is appended by transmitting PDCP and it is removed by receiving PDCP. In order for eNB to know if transparent mode is to be used for SRB1 UE will need to signal (such as in RRC CONNECTION REQUEST) this before SRB1 is established. 

3 Summary
This document considers the functionality performed in PDCP for CP mode and concludes there is no useful functionality left. For this reason it is proposed to define a PDCP transparent mode for SRB1. The decision to use transparent mode for SRB1 needs to be made during RRC connection request. It is proposed RAN2 to discuss and conclude on the transparent PDCP mode for NB-IoT.
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