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1 Introduction

This contribution proposes the design for the NB-IoT access control mechanism taking into consideration previous RAN2 agreements [1], and the outcome of the related email discussion "[92#48][NB-IOT] Access Control" [2].
2 Discussion

The following aspects are taken as baseline for this contribution based on majority view provided during the email discussion [2]: only 2 levels of discrimination is needed i.e. normal and exceptional data (based on issue 1 and 2), a common barring bitmap is defined for MO signaling and MO data (based on issue 3) and a new mechanism to spread the load is not defined (based on issue 6).
Proposal 1. The access control mechanism for NB-IoT is defined considering:
Proposal 1.1. Only 2 levels of discrimination is needed i.e. normal and exceptional data.

Proposal 1.2. A common barring bitmap is defined for MO signaling and data.
Proposal 1.3. A new mechanism to spread the load is not defined.

The following sub-sections aim to address the points discussed in the issues 4, 5 and 7 of the email discussion [2], as well as, additional points that needed further clarification. For simplicity, the SIB used to broadcast the access control (AC) barring parameters is referred to as SIB-AC.
2.1 When NB-IoT SIB-AC information changes
The change of SIB-AC are discussed considering separate preference from the UE and network side:

In legacy LTE, the network can always change the AC parameters as soon as congestion occurs to prioritize the access of those UEs that might be less delay tolerant. However, NB-IoT requirements assumes that all UEs should be able to tolerate longer delays and therefore it might not be needed to change the AC parameters immediately, i.e. the network only might change the values of SIB-AC so that those UEs requiring to combine large number of repetitions of the messages carrying SIB-AC should know in which instants the respective messages might be different and could avoid aiming to combine messages that are different. For example, a UE only requiring to receive a single copy of the message that carries SIB-AC or a low number of repetitions (i.e. due to its location in shallow enhanced coverage level) might start decoding at any time but a UE that requires a large number of repetitions (i.e. due to its location in deep enhanced coverage level) might wait to the next boundary when SIB-AC could change. 
Proposal 2. To agree that the new SIB-AC is only expected to change at known boundaries, to guarantee that a NB-IoT UE, that requires large number of repetitions of the message that carries SIB-AC (i.e. due to its location in deep enhanced coverage level), could start combining in the next of those boundaries; and, a NB-IoT UE, that only requires to receive a single copy of the message that carries SIB-AC or a low number of repetitions (i.e. due to its location in shallow enhanced coverage level) might start decoding at any time.
Proposal 2.1. If proposal 2 is agreed, to discuss whether this known boundary is same as the NB-IoT BCCH modification boundary (option 2.a) or a new one (option 2.b), such as, the boundary when SIB1 is expected to change.

2.2 How the UE identifies NB-IoT SIB-AC changes
Two options could be considered on how the UE needs to know that SIB-AC has changed in general (i.e. independently of whether system information or paging are used or not to indicate changes of SIB-AC):
Option 1. When the UE needs to access the network.

Option 2. At any time when a change is done.
As previously explained, NB-IoT UEs can tolerate delays and power consumption is one of the main driving factors to be reduced, therefore getting the information of whether SIB-AC has changed when the UE tries to access the network should be sufficient (option 1).
Proposal 3. To agree that NB-IoT UEs only require to get the updated SIB-AC information when it needs to access the network i.e. just before trying to establish the connection. 

Considering previous proposals, further details are discussed to clarify how the UE gets the information that SIB-AC is broadcasted or has changed. Some minimal indication would always be required, such as, the scheduling information of SIB-AC that is to be sent, e.g. as part of SIB1 (i.e. in non-congested situations, the network might not send this new SIB-AC). However the first question is whether additional indication is needed as part of MIB or paging; this point is discussed separately below.

Firstly, should the network indicate the UE about the changes of SIB carrying the AC barring parameters through specific system information indication i.e. systemInfoValueTag in SIB1?

Option 1. No, this would require that the UE always checks SIB1 in order to know if SIB-AC is scheduled or not (independently of whether there was any change or not); and if it is scheduled, it would always have to check its value. 
Option 2. Yes, but this could be done similarly through SI value tag or through new specific indication in MIB considering the following points. 
a) If SI value tag included in MIB is also used to indicate the changes of SIB-AC, any change on the SI value tag would require that the UE checks SIB1 in order to know whether the SIB-AC scheduling information has changed or not before actually checking whether SIB-AC information has been updated, unless the SI system value tag per SI message that is defined in eMTC is also defined for NB-IoT. This option would also require that the update of SI modification indication is sent through paging.
b) If a new indication in MIB, e.g. ac-enabled, is defined for the network to indicate when the new SIB-AC is broadcasted, this could avoid the UE having to read SIB1 when SIB-AC is not sent. On the other hand, if this new indication is enabled, this means that SIB-AC is broadcasted and the UE would need to receive SIB1 in order to get the related SI scheduling information, but, the UE would not know whether the information is the same or different compared to the information it has stored. 
c) Another alternative is to combine option 1) and option 2a): only when the new indication in MIB, e.g. ac-enabled, is enabled, the systemInfoValueTag also indicates changes of SIB-AC messages if SIB-AC is only changed in the same time boundaries than other SIBs e.g. BCCH modification period. On other hand, this could be even further optimized if there is a value tag defined in SIB1 to indicate the changes of the SI message that carries SIB-AC (when broadcasted). This system information value tag for the SI message that carries SIB-AC could be the same as the shorter value tag defined in eMTC WI.
Proposal 4. A new indication is added in MasterInformationBlock, e.g. ac-enabled, to indicate when SIB-AC is broadcasted.

Proposal 4.1. If the ac-enabled is enabled and the SIB-AC is only changed at BCCH modification boundaries (as per option 2 in proposal 2.1), and the systemInfoValueTag, that is included in MasterInformationBlock, could also indicate changes of SIB-AC.
Proposal 5. To define a specific system information value tag for the SI message that carries SIB-AC as part of SystemInformationBlockType1 similar to the shorter system information value tag defined for eMTC.
Secondly, should the network indicate the UE about the changes of SIB carrying the AC barring parameters through specific indication in paging message?

Option 1. Yes, similarly to legacy EAB.
Option 2. No, this could help reducing signaling over paging understanding that the UE would always check SIB-AC before accessing the network and those access would not be very frequently.
Proposal 6. There is no specific flag in paging defined to indicate changes of SIB-AC.

2.3 Whether AC barring time is needed in AS layer
To this question three options were identified during the email discussion [2]:
Option 1. No, AC barring time is not needed, similarly to legacy EAB, it is up to upper layer (NAS) to trigger future requests to access the network.
Option 2. Yes, but the AC barring time is defined in the specification in order to reduce signaling.

Option 3. Yes, but the AC barring time is configurable by the network, similar to legacy ACB.

When the EAB bitmap approach was agreed as access control mechanism for NB-IoT, our understanding was that EAB bitmap approach was preferred as it is deterministic and allows to bar/unbar different UEs separately per AC bitmap setting; therefore, if we go with the EAB bitmap approach, we do not see the need to define any additional AC barring time (option 1). In addition, in legacy EAB, if the result of the EAB is that access to the cell is barred, then NAS is informed about the failure to establish the RRC connection and that EAB is applicable; with this knowledge, the AS layer relies on NAS not to initiate RRC connection establishments frequently e.g. this could be left up to UE implementation, or if there are any concerns, CT1 could be asked to specify means, e.g. timer in NAS layer to avoid frequent requests of RRC connection establishments.

Proposal 7. Additional AC barring time does not need to be defined in AS layer if the EAB bitmap approach is used as access barring mechanism for NB-IoT.

Another aspect that NAS layer would need to consider is whether the RRC connection should be established for “exceptional reporting” (high-priority/alarm reports) instead of “normal reporting”. For this case, two approaches could be considered:

Option a. The AS indicates to NAS when exceptional reporting is barred or not. 
Option b. The NAS sends an indication to AS whether a connection request is subject to exceptional reporting and it is up to AS to check whether the access for exceptional reporting is barred or not. 
On other hand, if companies prefer to define AC barring time (instead of proposal 7), it is important to highlight that this would add UE complexity e.g. for handling of the MO exceptional reporting while the UE was previously barred e.g. for MO normal reporting or for handling another barring time defined for MO exceptional reporting. Therefore, even though both options a and b could be considered, as well as, the definition of a barring time, we prefer not to define AC barring time and to leave it up to UE implementation. 
Proposal 8. AS layer informs NAS layer about the failure to establish the RRC connection due to access barring for the NB-IoT UE and it is left up to UE NAS when a new request is initiated (i.e. same indication as it is used for EAB).

2.4 Draft CR to TS 36.331
A draft CR [2] 
has been submitted to show the potential changes to the TS 36.331 capturing the proposals made in this contribution.
Proposal 9. To use as a baseline for further discussion the draft CR to TS 36.331 capturing the proposals made in this contribution (contribution R2-160500).

3 Conclusion

This contribution proposes the following:
Proposal 1.
The access control mechanism for NB-IoT is defined considering:
Proposal 1.1.
Only 2 levels of discrimination is needed i.e. normal and exceptional data.
Proposal 1.2.
A common barring bitmap is defined for MO signaling and data.
Proposal 1.3.
A new mechanism to spread the load is not defined.
Proposal 2.
To agree that the new SIB-AC is only expected to change at known boundaries, to guarantee that a NB-IoT UE, that requires large number of repetitions of the message that carries SIB-AC (i.e. due to its location in deep enhanced coverage level), could start combining in the next of those boundaries; and, a NB-IoT UE, that only requires to receive a single copy of the message that carries SIB-AC or a low number of repetitions (i.e. due to its location in shallow enhanced coverage level) might start decoding at any time.
Proposal 2.1.
If proposal 2 is agreed, to discuss whether this known boundary is same as the NB-IoT BCCH modification boundary (option 2.a) or a new one (option 2.b), such as, the boundary when SIB1 is expected to change.
Proposal 3.
To agree that NB-IoT UEs only require to get the updated SIB-AC information when it needs to access the network i.e. just before trying to establish the connection.
Proposal 4.
A new indication is added in MasterInformationBlock, e.g. ac-enabled, to indicate when SIB-AC is broadcasted.
Proposal 4.1.
If the ac-enabled is enabled and the SIB-AC is only changed at BCCH modification boundaries (as per option 2 in proposal 2.1), and the systemInfoValueTag, that is included in MasterInformationBlock, could also indicate changes of SIB-AC.
Proposal 5.
To define a specific system information value tag for the SI message that carries SIB-AC as part of SystemInformationBlockType1 similar to the shorter system information value tag defined for eMTC.
Proposal 6.
There is no specific flag in paging defined to indicate changes of SIB-AC.
Proposal 7.
Additional AC barring time does not need to be defined in AS layer if the EAB bitmap approach is used as access barring mechanism for NB-IoT.
Proposal 8.
AS layer informs NAS layer about the failure to establish the RRC connection due to access barring for the NB-IoT UE and it is left up to UE NAS when a new request is initiated (i.e. same indication as it is used for EAB).
Proposal 9.
To use as a baseline for further discussion the draft CR to TS 36.331 capturing the proposals made in this contribution (contribution R2-160500).
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