Page 4
Draft prETS 300 ???: Month YYYY


3GPP TSG-RAN WG2 NB-IOT Ad-hoc
R2- 160432
Budapest, Hungary, 19 - 21 January, 2016
Agenda Item:
5.2
Source:

Huawei, HiSilicon, Neul Ltd., CATT
Title:

Access Control Enabled Indication
Document for:
Discussion and decision
1 Introduction
At RAN2#92 for access control, it has been agreed that a barring bitmap is used and the barring bitmap is transmitted only when access control is enabled and separately from other system information [1]. It has not been decided how the UE is informed that access control is enabled or disabled. This paper discusses this issue and compares the potential options.
2 Discussion

The barring bitmap is agreed to be transmitted in a separate SIB, and this SIB will be broadcast only when access control is enabled. This means the SIB carrying barring bitmap will not be broadcast when there is no congestion. UE needs to know when this SIB is broadcast i.e. when the access control is enabled timely to help resolve the network congestion, which is different from how to get the notification of the barring bitmap change.
A straightforward way is to use scheduling information in SIB1. SIB1 carries scheduling information such as sib-MappingInfo. If the type of SIB carrying barring bitmap is included in sib-MappingInfo, the UE can know this SIB is broadcast and the access control is enabled. Otherwise the UE can know this SIB is not broadcast and the access control is disabled. If the status of enabled/disabled is changed, the scheduling information in SIB1 will be changed accordingly. Consequently when the UE wakes up from long DRX it needs to read MIB plus SIB1 to get exact indication of whether the barring bitmap is disabled or enabled.
Since the UE anyway needs to read MIB plus SIB1, from sourcing companies’ view there is no benefit of introducing one additional bit in SIB1 to indicate the access control is enabled or disabled.
In the above mechanisms, UE has to acquire SIB1 additionally to get the knowledge of whether the access control is enabled or disabled. Although access control is rarely activated, the UE needs to ensure the barring bitmap is decoded correctly and whether itself has been barred and this will still cause additional SIB1 reading and power consumption. In order to save power consumption used by reading SIB1, an alternative is to add one bit indication in MIB. Since the eNB can decide whether update the ValueTag in MIB when the scheduling information in SIB1 changes. From sourcing companies’ view, the scheduling information change in SIB1 only caused by the SIB carrying barring bitmap is broadcast or not may not trigger the ValueTag update in MIB. When UE wakes up from long DRX, if the one bit indication in MIB shows access control is disabled, it doesn’t need to read SIB1; if the one bit shows access control is enabled and the ValueTag in MIB is not changed, it can use the previous scheduling information to get the SIB carrying barring bitmap directly. Compared with the way of reading both MIB and SIB1, this alternative avoids SIB1 reading without increasing the MIB reading frequency.

To be more specific, when UE is barred it may try to either wait till it is allowed to initiate access or goes to sleep and only re-accesses when there is a new uplink report to save power. Especially for long DRX cycle the UE anyway needs to read the MIB for synchronization, and the indication in MIB allows the UE at the same time to get clear indication whether it needs to read the SIB carrying the barring bitmap. This mechanism not only reduces the power consumption on reading SIB scheduling information additionally, but also leads to quick implementation of disabling UEs who are not allowed to initiate access and is beneficial for the network to have quick recovery from the congestion. 

Furthermore, as this bit has clearly indicated the status of access control and would not have impact on other information, the change of one bit indication in MIB is not necessary to trigger ValueTag update in MIB for the purpose of simplification. This one bit indication change may trigger SI change notification in paging, which depends on the whole SI update mechanism.
Proposal 1: 1 bit in MIB is added to indicate whether the access control is enabled or disabled.
Proposal 2: The access control enabled indication in MIB does not trigger ValueTag update in MIB.
3 Summary
This paper discusses how to indicate the access control is enabled or disabled, and raises the following proposals:
Proposal 1: 1 bit in MIB is added to indicate whether the access control is enabled or disabled.
Proposal 2: The access control enabled indication in MIB does not trigger ValueTag update in MIB.
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