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Introduction:
During the last meeting it was agreed that we will introduce access control and will be able to differentiate between roaming& non roaming subscribers. 
The access control mechanism for NB-IOT shall be able to discriminate between different roaming UEs, i.e. the same roaming differentiation as for EAB.  
It was also discussed how and how many access classes will need to be differentiated. 
We need some priority discrimination
We assume that the priority discrimination classes can be hard-coded in the specification, normal reporting, high-priority/alarm/exception report. This need to be provided by NAS. The final classes are FFS.
It is FFS if we introduce a third class of priority in Access Control, but the use case need to be better clarified. 


Examples for the need of the third class:
This paper aims to provide Vodafone view on the need for the third class to differentiate.
NB-IOT devices are supposed to be used by many industrial partners for different applications. These applications normally provide status reports on the regular basis (e.g. every 24 Hours) to notify corresponding servers that they are still working.  At the same time they might also cause an exception reports to notify about “critical situations”. 
One example of such critical situation might be door/window alarms, where the exceptional report will be raised if the door/window is broken. The same is applicable to the fire alarm. In all these cases the police and/or fire brigades will be notified. 
It should be pointed out that if the door/window remains open longer then pre-defined time or the fire in the kitchen is very local, there is no need to notify police and/or fire brigades, but rather the owner of the house that the door/window was forgotten to be closed.
The same is applicable to the NB-IOT devices which are used by the health industry e.g. to report the current data of the human heart (pulse, beating of the heart). Also in this example it is obvious that such devices might report that they are just working (e.g. every 24 hours). They might provide reports if the pulse is above a threshold, but no emergency situation is there, or that there is a critical dangerous to the human and the emergency ambulance need to be called.
RACH Capacity concerns:
The access class barring is primarily intended to protect the RACH resources, and the resources needed to “respond to (e.g. reject) a RACH request”. (If the “RACH reject” message cannot be sent, then the mobile will resend the RACH multiple times – leading to extra RACH congestion and RACH response channel congestion). It is also useful as a means to protect the Core Network without the RAN needed to inspect NAS signalling (and the RAN making NAS decisions on which signalling to discard/reject).
In many cases, the important criterion is NOT the rate at which traffic can be decreased, BUT, the ability to RESTORE service after a (prolonged) outage.
After having applied “barring of daily reports” for 24 hours, virtually all of the devices will be ready to immediately send a daily report as soon as the barring is removed. Hence removal of (ACB) barring from one access class can “immediately” lead to RACH attempts from 10% of the devices is the cell. Assuming a factor 20 of the NB-IOT devices it is clear that there should be sufficient means to prevent the RACH overload. 
Observation 1: 
It is Vodafone view that three levels of differentiation is needed to satisfy the needs of different industrial partners and provide the ability to run the network in the most efficient way especially in case of overloaded networks. It would also be desirable to specify one additional establishment cause value within RRC connection request.
Barring applicability: 
During the last meeting it was agreed that:
The barring bitmap check is applicable to normal reports. 
A separate flag is broadcasted which indicates if exception reports are subject to barring bitmap check or not.

It is assumed that normal data e.g. status reports is the majority of the whole traffic generated by NB-IOT devices. The exception reports are provided only in emergency situations and are no frequent compared to the normal MO-data. The priority traffic is also only provided if certain conditions are fulfilled and even it might be assumed that such a traffic  would appear more often than exceptional report traffic, it would still be much rather then MO-Data traffic.
Observation 2: One bit barring applicability is sufficient for the priority traffic.
Conclusion: 
It has to be considered that the live time of the NB-IOT devices is much longer than the normal smartphones and the changes made in the next release (e.g. Release 14) would apply to the NB-IOT devices much later compared to the smartphone related features of R 14. Based on the above it is proposed to make the following agreements:
1. Three levels of traffic differentiation (MO-Data, MO-Priority Data and MO- exception report) will be introduced.
2. One bit barring applicability is sufficient for the MO-Priority Data.

