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1.
Introduction
In this contribution, we try to give miscellaneous corrections on connection control in 36.331 CR3. 
2.
Corrections
2.1  Corrections with Discussion
	5.3.1.1
RRC connection control

RRC connection establishment involves the establishment of SRB1. E-UTRAN completes RRC connection establishment prior to completing the establishment of the S1 connection, i.e. prior to receiving the UE context information from the EPC. Consequently, AS security is not activated during the initial phase of the RRC connection. During this initial phase of the RRC connection, the E-UTRAN may configure the UE to perform measurement reporting. However, the UE only accepts a handover command when security is activated.

Upon receiving the UE context from the EPC, E-UTRAN activates security (both ciphering and integrity protection) using the initial security activation procedure. The RRC messages to activate security (command and response) are integrity protected, while ciphering is started only after completion of the procedure. That is, the response to the message used to activate security is not ciphered, while the subsequent messages (e.g. used to establish radio bearers) are both integrity protected and ciphered.

After having initiated the initial security activation procedure, E-UTRAN initiates the establishment of SRB2 and of radio bearers carrying user data (DRBs), i.e. E-UTRAN may do this prior to receiving the confirmation of the initial security activation from the UE. In any case, E-UTRAN will apply both ciphering and integrity protection for the RRC connection reconfiguration messages used to establish SRB2 and DRBs. E-UTRAN should release the RRC connection if the initial security activation and/ or the radio bearer establishment fails (i.e. security activation and DRB establishment are triggered by a joint S1-procedure, which does not support partial success).

For SRB 2 and for DRBs, security is always activated from the start, i.e. the E-UTRAN does not establish these bearers prior to activating security.


Discussion: Even though the intention is not that UE could not accept any other message than handover command when security is activated, current description might lead to confusion. 
Proposal 1: Change it to “the UE shall discard the handover command when security is not activated”
Proposal 2: Change “SRB 2” to “SRB2” 
	5.3.1.3
Connected mode mobility

In RRC_CONNECTED, the network controls UE mobility, i.e. the network decides when the UE shall move to which cell (which may be on another frequency or RAT). The network triggers the handover procedure e.g. based on radio conditions, load. To facilitate this, the network may configure the UE to perform measurement reporting (possibly including the configuration of measurement gaps). The network may also initiate handover blindly, i.e. without having received measurement information from the UE.

For mobility within E-UTRA, handover is the only procedure that is defined. Before sending the handover command to the UE, the source eNB prepares one or more target cells. The target eNB generates the message used to perform the handover, i.e. the message including the AS-configuration to be used in the target cell. The source eNB transparently (i.e. does not alter values/ content) forwards the handover message/ information received from the target to the UE. When appropriate, the source eNB may initiate data forwarding for (a subset of) the radio bearers.

After receiving the handover command, the UE attempts to access the target cell at the first available RACH occasion, i.e. the handover is asynchronous. Consequently, when allocating dedicated preambles for the random access in the target cell, E-UTRA shall ensure they are available from the first RACH occasion the UE may use. Upon successful completion of the handover, the UE sends a handover confirmation.

After the successful completion of handover, PDCP SDUs may be re-transmitted in the target cell. This only applies for radio bearers carrying user data and using RLC-AM mode. The further details are specified in [8].

After the successful completion of handover, the SN and the HFN are reset except for the radio bearers carrying user data and using RLC-AM mode (for which both SN and HFN continue). The further details are specified in [8].

Editor's note:
W.r.t. handover there is one UE behaviour regardless of the handover procedures used within the network (e.g. whether the handover includes X2 or S1 signalling procedures).

The source eNB should, for some time, maintain a context to enable the UE to return in case of handover failure. After having detected handover failure, the UE attempts to resume the RRC connection either in the source or in another cell using the RRC re-establishment procedure (see RL failure). This connection resumption succeeds only if the accessed cell is prepared, i.e. concerns a cell of the source eNB or of another eNB towards which handover preparation has been performed.


Discussion: It is our understanding that a single dedicated preamble is allocated to the handover UE. 
Proposal 3: Change highlighted words to “preamble” and “it is” respectively
	5.3.2
Paging

5.3.2.1
General
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Figure 5.3.2.1-1: Paging

The purpose of this procedure is to transmit paging information to a UE in RRC_IDLE and/ or to inform UEs in RRC_IDLE and UEs in RRC_CONNECTED about a system information change. The paging information is provided to upper layers, which in response may initiate RRC connection establishment, e.g. to receive an incoming call. 

5.3.2.2
Initiation

E-UTRAN initiates the paging procedure by transmitting the PAGING message at the UE’s paging occasion as specified in TS 36.304 [4]. E-UTRAN may identify multiple UEs within a Paging message.

5.3.2.3
Reception of the Paging message by the UE

Upon receiving the Paging message, the UE shall:

1>
For each of the Paging records included in the Paging message:

2>
If the ue-identity included in the pagingRecordList matches one of the UE identities allocated by upper layers:

3>
forward the ue-Identity and the pagingCause to the upper layers.

1>
If the systemInfoModification is included:

2> re-acquire the system information using the system information acquisition procedure as specified in 5.2.2.




Discussion: In the last meeting, we agreed that UE in RRC_CONNECTED as well as in RRC_IDLE is required to monitor paging message in order to detect change of system information. As a result, UE in RRC_CONNECTED can detect change of system information by reading a Paging message or by checking the value tag included in SystemInformationBlockType1 message. 
Currently, TS36.331 says that upon receiving a Paging message, UE checks the UE identity included in the Paging message and then may forward it to the higher layer. However, the UE in RRC_CONNECTED does not need to do so because eNB will page only UEs in RRC_IDLE. 
Proposal 4: When RRC_CONNECTED UE reads paging message, the UE does not check the pagingRecordList.
Proposal 5: When SI modification is indicated by the Paging message, the UE re-acquires the ‘required’ system information as specified in 5.2.2.
	5.3.3.5
T302 timeout

The UE shall:

1> if timer T302 expires:

2> Start timer T300;

2>
transmit a new RRCConnectionRequest message in accordance with 5.3.3.3.


Discussion: ‘Expiry’ is used in other section rather than ‘timeout’. For a commonality we propose to use a ‘Expiry’
Proposal 6: Change timeout into Expiry
	5.3.6.3
T304 expiry (handover failure)

The UE shall:

1> If T304 expires (handover failure): 

2>
start timer T311;

2>
reset MAC and re-establish RLC for all RBs that are established;
NOTE
Following T304 expiry dedicated preambles, if provided within the DedicatedRandomAccessParams, are not available for use by the UE anymore. 

2>
select a suitable cell in accordance with the cell selection process as specified in [4];

Editor's note:
It has been agreed that the UE shall prioritise E-UTRA frequencies, but is allowed to select another RAT prior to T311 expiry. It is FFS if constraints will be specified regarding how long the UE shall refrain from considering other RATs.

2>
revert back to the configuration used in the source cell (details are FFS);

Editor's note:
The UE ignores the configuration received in the message triggering the handover and applies the source cell configuration e.g. C-RNTI. Further details are FFS, i.e. which part of the configuration is restored (e.g. upper parts of L2) and what part of the configuration is cleared (e.g. parts of/ complete L1-configuration)

2>
Upon selecting an E-UTRA cell while T311 is running:

3>
initiate the connection re-establishment procedure as specified in 5.3.7, upon which initiation the procedure ends.

2>
Upon selecting an inter-RAT cell while T311 is running:

3>
perform the actions upon moving from RRC_CONNECTED to RRC_IDLE as specified in 5.3.11.

Editor's note:
The actions the UE shall perform upon T311 expiry are assumed to be covered by 5.3.10.5 i.e. it is assumed that there is no need to specify these requirements in this section also.


Discussion: After T304 is expired, UE could perform 1) UE selects E-UTRA cell before T311 expiry and performs connection re-establishment where UE reset MAC and re-establish RLC for all RBs that are established; or 2) UE selects other-UTRA cell before T311 expiry and goes to RRC_IDLE; or 3) UE experiences T311 expiry and goes to RRC_IDLE. When UE goes from RRC_CONNECTED to RRC_IDLE, it resets MAC and re-establishes RLC for all RBs that are established. Thus, possible UE behaviour paths upon T304 expiry have the functionality of MAC reset and RLC re-establishment. So the highlighted sentence is not needed here. 
Proposal 7: Remove the highlighted sentence.
2.2  Corrections of Typos
	5.3.7.3
Actions related to transmission of RRCConnectionReestablishmentRequest message

The UE shall set the contents of RRCConnectionReestablishmentRequest message as follows:

1> set the IE ue-Identity as follows:
2>
set the c-RNTI to the C-RNTI used in the source cell (handover failure case) or used in the cell in which the trigger for the re-establishment occured (other cases);
2>
set the cellIdentity to the Physical layer identity of the source cell (handover failure case) or of the cell in which the trigger for the re-establishment occured (other cases);
2>
set the authenticationCode to a MAC-I calculated over:

3>
the C-RNTI used in the source cell (handover failure case) or used in the cell in which the trigger for the re-establishment occured (other cases);

3>
the Physical layer identity of the source cell (handover failure case) or of the cell in which the trigger for the re-establishment occured (other cases)
3>
the identity of the target cell (details FFS)
Editor's note:
SA3 indicated that a size of around 16 may be used for the MAC-I i.e. using truncation (see R2-081917).
The UE shall submit the RRCConnectionReestablishmentRequest message to lower layers for transmission.


Proposal 8: change into “occurred”
	5.3.7.7
RRC re-establishment reject
Upon receiving the RRCConnectionReestablishmentReject message, the UE shall:

1>
perform the actions upon moving from RRC_CONNECTED to RRC_IDLE as specified in 5.3.11.

Editor's note:
It is up to upper layers to take further action. To facilitate this, the cause of the release may need to be indicated to upper layers.


Discussion: Reception of ‘RRCMessageName’ is commonly used in other sections. 
Proposal 9: Change it to “Reception of RRCReestablishmentReject”
	6.3.6
Other information elements

–
EstablishmentCause
..
EstablishmentCause field descriptions
EstablishmentCause

W.r.t. the cause valu names: highPriorityAcces concerns AC11..AC15, ‘mt’ stands for ‘Mobile Terminated’ and ‘mo’ for ‘Mobile Originated’




Proposal 10: Change into “value”
3.
Text Proposal for 36.331
<< Start of the affected section>>
5.3.1.1
RRC connection control

RRC connection establishment involves the establishment of SRB1. E-UTRAN completes RRC connection establishment prior to completing the establishment of the S1 connection, i.e. prior to receiving the UE context information from the EPC. Consequently, AS security is not activated during the initial phase of the RRC connection. During this initial phase of the RRC connection, the E-UTRAN may configure the UE to perform measurement reporting. However, the UE shall discard a handover command when security is not activated.

Upon receiving the UE context from the EPC, E-UTRAN activates security (both ciphering and integrity protection) using the initial security activation procedure. The RRC messages to activate security (command and response) are integrity protected, while ciphering is started only after completion of the procedure. That is, the response to the message used to activate security is not ciphered, while the subsequent messages (e.g. used to establish radio bearers) are both integrity protected and ciphered.

After having initiated the initial security activation procedure, E-UTRAN initiates the establishment of SRB2 and of radio bearers carrying user data (DRBs), i.e. E-UTRAN may do this prior to receiving the confirmation of the initial security activation from the UE. In any case, E-UTRAN will apply both ciphering and integrity protection for the RRC connection reconfiguration messages used to establish SRB2 and DRBs. E-UTRAN should release the RRC connection if the initial security activation and/ or the radio bearer establishment fails (i.e. security activation and DRB establishment are triggered by a joint S1-procedure, which does not support partial success).

For SRB2 and for DRBs, security is always activated from the start, i.e. the E-UTRAN does not establish these bearers prior to activating security.
<< End of the modified section>>
<< Start of the affected section>>
5.3.1.3
Connected mode mobility

In RRC_CONNECTED, the network controls UE mobility, i.e. the network decides when the UE shall move to which cell (which may be on another frequency or RAT). The network triggers the handover procedure e.g. based on radio conditions, load. To facilitate this, the network may configure the UE to perform measurement reporting (possibly including the configuration of measurement gaps). The network may also initiate handover blindly, i.e. without having received measurement information from the UE.

For mobility within E-UTRA, handover is the only procedure that is defined. Before sending the handover command to the UE, the source eNB prepares one or more target cells. The target eNB generates the message used to perform the handover, i.e. the message including the AS-configuration to be used in the target cell. The source eNB transparently (i.e. does not alter values/ content) forwards the handover message/ information received from the target to the UE. When appropriate, the source eNB may initiate data forwarding for (a subset of) the radio bearers.

After receiving the handover command, the UE attempts to access the target cell at the first available RACH occasion, i.e. the handover is asynchronous. Consequently, when allocating dedicated preamble for the random access in the target cell, E-UTRA shall ensure it is available from the first RACH occasion the UE may use. Upon successful completion of the handover, the UE sends a handover confirmation.
After the successful completion of handover, PDCP SDUs may be re-transmitted in the target cell. This only applies for radio bearers carrying user data and using RLC-AM mode. The further details are specified in [8].

After the successful completion of handover, the SN and the HFN are reset except for the radio bearers carrying user data and using RLC-AM mode (for which both SN and HFN continue). The further details are specified in [8].

Editor's note:
W.r.t. handover there is one UE behaviour regardless of the handover procedures used within the network (e.g. whether the handover includes X2 or S1 signalling procedures).

The source eNB should, for some time, maintain a context to enable the UE to return in case of handover failure. After having detected handover failure, the UE attempts to resume the RRC connection either in the source or in another cell using the RRC re-establishment procedure (see RL failure). This connection resumption succeeds only if the accessed cell is prepared, i.e. concerns a cell of the source eNB or of another eNB towards which handover preparation has been performed.
<< End of the modified section>>
<< Start of the affected section>>
5.3.2
Paging

5.3.2.1
General
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Figure 5.3.2.1-1: Paging

The purpose of this procedure is to transmit paging information to a UE in RRC_IDLE and/ or to inform UEs in RRC_IDLE and UEs in RRC_CONNECTED about a system information change. The paging information is provided to upper layers, which in response may initiate RRC connection establishment, e.g. to receive an incoming call. 

5.3.2.2
Initiation

E-UTRAN initiates the paging procedure by transmitting the PAGING message at the UE’s paging occasion as specified in TS 36.304 [4]. E-UTRAN may identify multiple UEs within a Paging message.

5.3.2.3
Reception of the Paging message by the UE

Upon receiving the Paging message, the UE shall:

1>
If in RRC_IDLE, for each of the Paging records included in the Paging message:

2>
If the ue-identity included in the pagingRecordList matches one of the UE identities allocated by upper layers:

3>
forward the ue-Identity and the pagingCause to the upper layers.

1>
If the systemInfoModification is included:

2> re-acquire the required system information using the system information acquisition procedure as specified in 5.2.2.
<< End of the modified section>>
<< Start of the affected section>>
5.3.3.5
T302 Expiry
The UE shall:

1> if timer T302 expires:

2> Start timer T300;

2>
transmit a new RRCConnectionRequest message in accordance with 5.3.3.3.
<< End of the modified section>>
<< Start of the affected section>>
5.3.6.3
T304 expiry (handover failure)

The UE shall:

1> If T304 expires (handover failure): 

2>
start timer T311;


NOTE
Following T304 expiry dedicated preambles, if provided within the DedicatedRandomAccessParams, are not available for use by the UE anymore. 

2>
select a suitable cell in accordance with the cell selection process as specified in [4];

Editor's note:
It has been agreed that the UE shall prioritise E-UTRA frequencies, but is allowed to select another RAT prior to T311 expiry. It is FFS if constraints will be specified regarding how long the UE shall refrain from considering other RATs.

2>
revert back to the configuration used in the source cell (details are FFS);

Editor's note:
The UE ignores the configuration received in the message triggering the handover and applies the source cell configuration e.g. C-RNTI. Further details are FFS, i.e. which part of the configuration is restored (e.g. upper parts of L2) and what part of the configuration is cleared (e.g. parts of/ complete L1-configuration)

2>
Upon selecting an E-UTRA cell while T311 is running:

3>
initiate the connection re-establishment procedure as specified in 5.3.7, upon which initiation the procedure ends.

2>
Upon selecting an inter-RAT cell while T311 is running:

3>
perform the actions upon moving from RRC_CONNECTED to RRC_IDLE as specified in 5.3.11.

Editor's note:
The actions the UE shall perform upon T311 expiry are assumed to be covered by 5.3.10.5 i.e. it is assumed that there is no need to specify these requirements in this section also.
<< End of the modified section>>
<< Start of the affected section>>
5.3.7.3
Actions related to transmission of RRCConnectionReestablishmentRequest message

The UE shall set the contents of RRCConnectionReestablishmentRequest message as follows:

1> set the IE ue-Identity as follows:
2>
set the c-RNTI to the C-RNTI used in the source cell (handover failure case) or used in the cell in which the trigger for the re-establishment occurred (other cases);
2>
set the cellIdentity to the Physical layer identity of the source cell (handover failure case) or of the cell in which the trigger for the re-establishment occurred (other cases);
2>
set the authenticationCode to a MAC-I calculated over:

3>
the C-RNTI used in the source cell (handover failure case) or used in the cell in which the trigger for the re-establishment occurred (other cases);

3>
the Physical layer identity of the source cell (handover failure case) or of the cell in which the trigger for the re-establishment occurred (other cases)
3>
the identity of the target cell (details FFS)
Editor's note:
SA3 indicated that a size of around 16 may be used for the MAC-I i.e. using truncation (see R2-081917).
The UE shall submit the RRCConnectionReestablishmentRequest message to lower layers for transmission.

<< End of the modified section>>
<< Start of the affected section>>
5.3.7.7
Reception of RRCConnectionReject by the UE
Upon receiving the RRCConnectionReestablishmentReject message, the UE shall:

1>
perform the actions upon moving from RRC_CONNECTED to RRC_IDLE as specified in 5.3.11.

Editor's note:
It is up to upper layers to take further action. To facilitate this, the cause of the release may need to be indicated to upper layers.
<< End of the modified section>>
<< Start of the affected section>>
6.3.6
Other information elements

–
EstablishmentCause
..
	EstablishmentCause field descriptions

	EstablishmentCause

W.r.t. the cause value names: highPriorityAcces concerns AC11..AC15, ‘mt’ stands for ‘Mobile Terminated’ and ‘mo’ for ‘Mobile Originated’


<< End of the modified section>>
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