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1 Introduction

In this contribution, we discuss the header decompression failure issue based on the current running PDCP specification [1]. In our understanding, the PDCP receive operation and the PDCP re-establishment procedure specified in [1] can cause the header decompression failure. In the next section, we will address the details and provide the solution with text proposal to solve it.
2 Discussion
The PDCP receive operation and the PDCP re-establishment procedure for AM DRB are specified in 5.2.2 and 5.1.2 of [1], respectively. In 5.2.2, if the out-of-order delivery is not configured and the receiving PDCP entity receives the out-of-order PDCP PDUs, it would store them and wait until making them order-sorted (or the expiry of t-reordering timer) without header decompression procedure. When they are sorted in the ascending order(or t-reordering timer is expired), the receiving PDCP entity would perform header decompression and deliver them to the upper layer in the ascending order. The PDCP re-establishment procedure in 5.2.2 does not consider the above PDCP receive operation and thus it can cause the header decompression failure, i.e. the out-of-order PDCP PDUs in the reception buffer should be considered upon PDCP re-establishment. The specific example is as follows:
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Figure 1. Header decompression failure problem
As shown in Figure 1, the receiving PDCP entity of AM DRB first receives PDCP PDUs with SN=0, 1, 3, 4, and 6. They are deciphered and integrity-verified after removing PDCP header and the out-of-order PDCP PDUs thereof are buffered without header decompression procedure, e.g. PDCP PDUs with SN=3, 4 and 6 while the in-sequence PDCP SDUs thereof are delivered to the upper layer in the ascending order after header decompression, e.g. PDCP PDUs with SN=0 and 1. The PDCP re-establishment may happen, e.g. due to handover. Upon PDCP re-establishment, the receiving entity resets the header compression protocol(ROHC) and then re-configures it with new context when a PDCP PDU including IR packet arrives, e.g. PDCP PDU with SN=2 piggybacking IR packet. As described in the above, if the buffered PDCP SDUs are sorted in the ascending order, e.g. 2, 3, and 4, they would be header-decompressed and delivered to the upper layer. Note that PDCP PDUs with SN = 3, 4, and 6 are header-compressed with old ROHC context and the current header compression protocol(ROHC) was re-configured with new context. Therefore, the header decompression failure would happen for PDCP SDUs with SN=3, 4, and 6.
The problem in Figure 1 results from the procedure that the header decompression protocol is reset without any consideration for the buffered PDCP SDUs. The simplest solution is to perform header decompression for the stored PDCP PDUs before resetting header compression protocol when PDCP re-establishment is requested. Note that the PDCP re-establishment with drb-ContinueROHC configured would not cause the problem mentioned in the above. Rather, the proposed solution can cause another header decompression failure problem if drb-ContinueROHC is configured because the Not-received PDCP PDUs may include a IR packet. Therefore, the proposed solution should be performed if drb-ContinueROHC is not configured as implemented in Annex A.
Proposal 1. Upon PDCP re-establishment, if drb-ContinueROHC is not configured, the receiving PDCP entity performs header decompression for stored PDCP PDUs before header decompression reset. 
3 Conclusion

In this contribution, we provide our view on NR PDCP re-establishment procedure for AM DRB and ask RAN2 to discuss the following proposal:
Proposal 1. Upon PDCP re-establishment, if drb-ContinueROHC is not configured, the receiving PDCP entity performs header decompression for stored PDCP PDUs before header decompression reset. 

Annex A: Text proposal
5.1.2
 PDCP entity re-establishment [1]
When upper layers request a PDCP entity re-establishment, the UE shall additionally perform once the procedures described in this section. After performing the procedures in this section, the UE shall follow the procedures in subclause 5.2.
When upper layers request a PDCP entity re-establishment, the transmitting PDCP entity shall:
-
for UM DRBs and AM DRBs, reset the header compression protocol for uplink and start with an IR state in U-mode [8] [9] if drb-ContinueROHC is not configured [3];
-
for UM DRBs and SRBs, set TX_NEXT to the initial value;

-
for SRBs, discard all stored PDCP SDUs and PDCP PDUs;
-
apply the ciphering algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-
apply the integrity protection algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-
for UM DRBs, for each PDCP SDU already associated with a PDCP SN but for which a corresponding PDU has not previously been submitted to lower layers:
-
consider the PDCP SDUs as received from upper layer;
-
perform transmission of the PDCP SDUs in ascending order of the COUNT value associated to the PDCP SDU prior to the PDCP re-establishment without restarting the discardTimer.
-
for AM DRBs, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, perform retransmission or transmission of all the PDCP SDUs already associated with PDCP SNs in ascending order of the COUNT values associated to the PDCP SDU prior to the PDCP entity re-establishment as specified below: 
-
perform header compression of the PDCP SDU as specified in the subclause 5.7.4;

-
perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the subclause 5.9 and 5.8;

-
submit the resulting PDCP Data PDU to lower layer.
When upper layers request a PDCP entity re-establishment, the receiving PDCP entity shall:

-
for SRBs, discard all stored PDCP SDUs and PDCP PDUs
-
for UM DRBs, if t-Reordering is running:

- 
stop and reset t-Reordering;

-
deliver all stored PDCP SDUs to the upper layers in ascending order of associated COUNT values after performing header decompression;
-    for AM DRBs, perform header decompression for all stored PDCP PDUs and store them in the reception buffer if drb-ContinueROHC is not configured; 
-
for UM DRBs and AM DRBs, reset the header compression protocol for downlink and start with NC state in U-mode [8] [9] if drb-ContinueROHC is not configured [3];

-
for UM DRBs and SRBs, set RX_NEXT and RX_DELIV to the initial value;
-
apply the ciphering algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;

-
apply the integrity protection algorithm and key provided by upper layers during the PDCP entity re-establishment procedure.

Annex B: Document references
[1]: R2-1709753, Draft TS for 3GPP TS 38.323, LG (Rapporteur).
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