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1   Introduction
5GS will use new security mechanism and it will impact on both NR and LTE connected to 5GC. This paper discusses the RAN impact on E-UTRA connected to 5GC. 
2   Discussion
The 5GC security is under the study of SA3, currently it has been agreed that new security algorithms will be added on the basis of legacy LTE security algorithms. The corresponding impact on E-UTRAN connected to 5GC is that the PDCP layer needs to be enhanced to support new security algorithms. However, as we proposed in [1], if NR PDCP is supported by ng-eNB and NG-LTE UE, UE will use NR PDCP to access 5GC via ng-eNB. Since NR PDCP is assumed to support 5GC security, then there’s no extra impact on LTE PDCP.
Observation 1: If UE use NR PDCP to access 5GC via ng-eNB, no LTE PDCP enhancement is needed to support 5GC security algorithms.
In addition, SA3 is studying other enhancement on 5GS security, for example, per-PDU session security. Since the detailed solutions are still under SA3 discussion, which will significantly impact on RAN, we can wait for SA3’s agreements.  
Proposal 1: The details on how to support 5GS security for UE accessing 5GC via ng-eLTE can be discussed later once NR solution is achieved.
3   Conclusion
Observation 1: If UE use NR PDCP to access 5GC via ng-eNB, no LTE PDCP enhancement is needed to support 5GC security algorithms.
Proposal 1: The details on how to support 5GS security for UE accessing 5GC via ng-eLTE can be discussed later once NR solution is achieved.
References
[1] R2-1708399, Discussion on NR PDCP usage for ng-eNB, Huawei, HiSilicon, RAN2#99.
3GPP


