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1 Introduction 

Access control mechanism is an essential function in NR. The progress in RAN2 on this topic so far has been limited due to the dependency on the work in SA1 and CT1.  At SA1#79 meeting, SA1 achieved some progress on this topic, the summary of this progress can be found in the LS-in [1]. Based on the progress, this contribution provides our views on the RAN2 specific aspects of access control in NR. 

2 Discussions
2.1 Unified access control mechanism 

In general, SA1’s understanding coincides with the RAN2’s preliminary agreements with regards to access control mechanism for New Radio (NR). Specifically, both groups agree the access attempt can be categorized into an access category and access control can apply to all RRC states.

The preliminary understanding of unified access control can be classified into 3 Parts/Steps described below:

STEP1/PART1:  AS node broadcasts barring control information;
In this part, like in LTE the AS node (e.g gNB) broadcasts barring control information based on access category.

Several issues in this part need to be clarified.

Issue 1: It is not clear how the AS node provides the information. E.g AS node may provide information by the remaining minimum system information (RMSI) or by On demand system information. 

Issue 2: It is also not clear whether the gNB provided barring information corresponds to a specific RRC state. For example, whether the gNB should broadcast baring information of access category per RRC state or a common barring information applicable to all RRC states could be broadcast. 

Issue 3: If barring parameters need to be signaled per RRC state, how to reduce the SIB signaling overhead? 

Issue 4: what is the impact due to NW slicing? 

STEP 2/PART 2: UE categorizes access attempt into access category;
Since access categories are new in NR, UE’s behavior in this part is relatively new and different from LTE. For the RRC_IDLE state it has been assumed in RAN2 that NAS provides the access category information to the UE’s RRC layer

Issue 5: which layer (e.g. Application, NAS, AS layer) enforce the mapping (i.e. provides the access category) in case of Connected states (i.e. RRC_INACTIVE and RRC_CONNECTED).

Issue 6: where does UE to get the mapping rule from?

STEP 3/ PART 3: UE enforces access check.

In this step, based on the derived access category, the UE determines whether the current access attempt is allowed or not. 

Issue 7:  which layer enforces access check, Application, NAS or AS layer?

All these issues in unified access control category are analyzed in the following sections.

Issue 1: How does AS node provide the barring control information. 

As showed in the 6.x.2-1 table of [2], the unified access category can be split into two parts, one part (access categories up to category 31) is standard category and the other (i.e. access categories 32-63) is based on the operator’s classification.

For the standard category, it is proposed to reuse the LTE methodology of delivering the barring control information. i.e. gNB provides barring information for standard category in RMSI. 

With deployment of NR, it is possible that categories based on the operator’s classification can increase rapidly. In order to mitigate the potential signalling overhead or system information, it is possible for gNB to provide such information with On-demand method. 

Proposal 1: gNB provides barring information for standard categories (i.e. up to category 31) in RMSI.

Proposal 2: gNB may provide baring information for operator classified access categories (i.e. categories 32 – 63) with On-demand system information.

Issue 2: Whether the barring information provided by gNB is specific to a given RRC state.

There are two possible approaches: 

1: Upper layers are aware of the RRC state: in this case, the NAS layer or Application layer takes into account RRC state when deciding the category for access request. In this way, the same request can be mapped to different category in different RRC states by the upper layers. Then in this case, the gNB only provides barring parameter for unified categories which is agnostic to the RRC states.

2: Upper layers are not aware of the RRC state: Another approach is that the gNB provides separate barring parameter for unified categories for each RRC state. For example, gNB may provide three lists of barring parameters for RRC-IDLE, RRC-CONNECTED,  RRC-INACTIVE respectively. In this case, NAS or Application layer map access request to unified category without relate to RRC states. 

Both approaches are workable. Approach 2 is more attractive in terms of configuration flexibility. In order to achieve access barring, NAS in the UE should keep a relatively static mapping rule for access request with different RRC states. Further, this also keeps the NAS agnostic to the AS states which is desirable. The static or semi-static mapping rule in NAS will limit configuration flexibility. However, approach 2 does come at the expense of higher signaling overhead in RMSI and this aspect is discussed in Issue 3 below. 

Proposal 3: gNB provides barring parameter for unified categories with RRC state indication (i.e, the signaling allows a separate set of barring parameters per RRC State).

Issue 3: If barring parameters need to be signaled per RRC state, how to reduce the SIB signaling overhead? ?

In most of the cases, barring parameters are common for different RRC states, it is hence optimal from signaling perspective if we signal a common configuration applicable for all RRC states. In addition, gNB may additional configuration for a given RRC state if necessary.  The additional configuration per state, overrides corresponding configuration in the common part. 

Proposal 4:  gNB signals a common configuration applicable to all RRC states. In addition, the gNB also signals additional configuration per RRC state if the configuration for a given access category is different for that RRC state (compared to the common configuration). The additional configuration, if signaled, overrides the corresponding common part.   

Issue 5: Which layer ( e.g. Application, NAS, AS layer) enforces the category mapping .

In RRC-IDLE state, LTE NAS layer in UE maps access request and provides establishment cause and call type to  the LTE AS layer. The mapping rule is specified and can be found in [3]. 

In RRC-CONNECTED state, LTE IMS client in UE maps access request (e.g. SIP INVITE request) to such as MMETL-Voice type, and LTE IMS client send indication (e.g. MO-MMTEL-voice-started indication) to the NAS layer. 

Same mechanism can reused for category mapping in NR. NR NAS layer maps access request into unified category and sends category to AS layer. Application layer such as IMS client maps access request into unified access category and sends category to NR NAS layer.  The evolution is showed in the figure below.
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Proposal 5:  Consult CT1 to confirm RAN’2 understanding of category mapping layer which include:

1:NR NAS layer maps access requests into unified category and sends category to AS layer. 

2: Application layer such as IMS client maps access requests into unified access category and sends category to NR NAS layer (which is in turn passed on to the AS layer).

Issue 6: where does UE to get the mapping rule ?

In general this issue is in the scope of CT1. Typically, the mapping rules are provided to the upperlayers via NAS signaling and we assume this is the case in NR. 

Proposal 6:  Inform CT 1 that RAN2 assumes that NAS signaling will be used to configure the UE’s upper layers with the necessary mapping rules for converting the access requests to categories.
Issue 7:  which layer enforces access check? Application, NAS or AS layer ?

This issue relate to issue 2 and issue 5. If proposals relate to issue 2 and issue 5 are accepted , then access check should take place in AS layer.

Proposal 7: The barring check take place in the AS layer. 
Based on analysis above, the unified access control mechanism framework is as below.

	STEP1/PART1:  AS node broadcasts barring control information;

gNB provides barring information for standard category in RMSI. 

gNB may provide baring information for operator’s classification with On-demand system information. 

gNB provides barring parameter for unified categories with RRC states indication.

gNB provides common configuration for all RRC states. gNB provides extra configuration if special requirement is needed. The extra configuration override corresponding common part.
STEP 2/PART 2: UE categorizes access attempt into access category;

NR NAS layer maps access request into unified category and sends category to AS layer. 

Application layer such as IMS client maps access request into unified access category and sends category to NR NAS layer.

STEP 3/ PART 3: UE enforces access check.
Access check takes place in AS layer of UE. 


2.2 Unified access control mechanism for all the user cases in LTE 
It has been agreed in RAN2 to address all use cases in LTE with unified access control mechanism . The agreement is copied below for reference. 
	One unified access barring mechanism for NR should be introduced to address all the use cases and scenarios that LTE addressed with different specialized mechanisms. The unified access barring mechanism should be forward compatible in order to cope with future use cases/scenarios.


There are various access control mechanism in LTE including ACB, multi-PLMN Scenario requirement,  ACB skip ,  SSAC,  EAB,  ACDC.  In order to provide the same functionality as in LTE, following subsection goes through all user case in LTE to investigate whether unified access control mechanism in NR provides all the functionality in LTE.
2.2.1 ACB in NR

After comparing the NR category from SA1 and LTE ACB mechanism in current specification [4], two differences are identified and are shown in the table below. 

	LTE ACB
	NR category
	Difference 

	The access information type for Emergency is “boolean ”in  LTE. 
	NR has the possibility to configure barring factor and barring time for emergency call. 
	Whether to limit behavior of access control in NR for emergency as in LTE? 

	In SIB2, there is a bit string for AC11-15 (i.e.  ac-BarringForSpecialAC). Then Operator is able to configure different access control from AC11 to AC 15. 
	AC11-15 only has 1 category (i.e. Category 1). 
	Operator can’t configure different access control from AC11 to AC 15.


Proposal 8: RAN2 to consult SA1 :

Whether to limited behavior of access control in NR for emergency as in LTE? 

Whether to configure different access control from AC11 to AC 15?

2.2.2 Multi-PLMN Scenario requirement

In order to RAN sharing scenario with multiple PLMNs using the same gNB, gNB provides the barring parameters per access category in a PLMN specific information element in the RMSI. 

Proposal 9: The barring related parameters per access category are included in a PLMN specific information element within the RMSI. 
2.2.3 ACB skip

In LTE , UE uses three special access control information  fields (“ac-BarringSkipForMMTELVoice”, “ac-BarringSkipForMMTELVideo” and “ac-BarringSkipForSMS” ) to enforce the control.

However, there is no such category from SA1 can meet this requirement. 

Proposal 10: RAN2 will assume that the functionality provided by “ac-BarringSkipForMMTELVoice”, “ac-BarringSkipForMMTELVideo” and “ac-BarringSkipForSMS”  fields in LTE need not be replicated explicitly in NR.  RAN2 can inform SA1 about this assumption to confirm that this is okay.  
3 Conclusion 

Based on all the analysis above, we give our observation and proposals as:

Proposal 1: gNB provides barring information for standard categories (i.e. up to category 31) in RMSI.

Proposal 2: gNB may provide baring information for operator classified access categories (i.e. categories 32 – 63) with On-demand system information.

Proposal 3: gNB provides barring parameter for unified categories with RRC state indication (i.e, the signaling allows a separate set of barring parameters per RRC State).

Proposal 4:  gNB signals a common configuration applicable to all RRC states. In addition, the gNB also signals additional configuration per RRC state if the configuration for a given access category is different for that RRC state (compared to the common configuration). The additional configuration, if signaled, overrides the corresponding common part.  

Proposal 5:  Consult CT1 to confirm RAN’2 understanding of category mapping layer which include:

1:NR NAS layer maps access requests into unified category and sends category to AS layer. 

2: Application layer such as IMS client maps access requests into unified access category and sends category to NR NAS layer (which is in turn passed on to the AS layer).

Proposal 6:  Inform CT 1 that RAN2 assumes that NAS signaling will be used to configure the UE’s upper layers with the necessary mapping rules for converting the access requests to categories.
Proposal 7: The barring check take place in the AS layer.

Proposal 8: RAN2 to consult SA1 :

Whether to limited behavior of access control in NR for emergency as in LTE? 

Whether to configure different access control from AC11 to AC 15?

Proposal 9: The barring related parameters per access category are included in a PLMN specific information element within the RMSI.

Proposal 10: RAN2 will assume that the functionality provided by “ac-BarringSkipForMMTELVoice”, “ac-BarringSkipForMMTELVideo” and “ac-BarringSkipForSMS”  fields in LTE need not be replicated explicitly in NR.  RAN2 can inform SA1 about this assumption to confirm that this is okay.

Proposal 11: The unified access control mechanism framework is described as: 

STEP1/PART1:  AS node broadcasts barring control information;

gNB provides barring information for standard category in RMSI. 

gNB may provide baring information for operator’s classification with On-demand system information. 

gNB provides barring parameter for unified categories with RRC states indication.

gNB provides common configuration for all RRC states. gNB provides extra configuration if special requirement is needed. The extra configuration override corresponding common part.
STEP 2/PART 2: UE categorizes access attempt into access category;

NR NAS layer maps access request into unified category and sends category to AS layer. 

Application layer such as IMS client maps access request into unified access category and sends category to NR NAS layer.

STEP 3/ PART 3: UE enforces access check.
Access check takes place in AS layer of UE. 
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