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1. Introduction

This paper will discuss basic principles on NR access control mechanism based on the following agreements accepted in the previous RAN2 meeting.
1
RAN2 aims that the 5G AC mechanism for a UE in RRC_IDLE is applicable to a UE in RRC_INACTIVE. 

FFS if any aspects may not be applicable or may need to be changed for RRC_INACTIVE relative to RRC_IDLE (to be addressed by both CT1 and RAN2).

2
RAN2 aims to define the 5G AC mechanism for a UE in RRC_CONNECTED. Details FFS

3
UE NAS provides the access category information to UE RRC at least for RRC_IDLE 

FFS for RRC_INACTIVE

4
Connection Request will include some information to enable the gNB to decide whether to reject the connection request

FFS whether the information that is included is e.g. provided by NAS, derived from the AC, etc 

FFS for RRC_INACTIVE
2. Discussion
2.1 Potential Issues in NR Access Control
In RAN2#75, it was identified that RAN2 majority prefers to have a category-based barring even though RAN2 reached no agreement. It looks like ACDC, but there is a big difference. In ACDC, a category corresponds to an application. In order to cover all possible requirements in a unified barring mechanism, the NR access category would be derived from various factors as well as application type, e.g. Access Class, UE/device type, service type, call type, signalling type etc. In ACDC, the Management Object (MO) is the mapping information between application and category, built outside 3GPP. In NR, some MOs are specified inside 3GPP, for example, for the emergency call, high priority access and so on. We call it ‘standardized category’. SA1 already provided the standardized categories to CT1 and RAN2 [1]. On the other hand, there are still MOs built outside 3GPP. We can call it ‘non-standardized category’. The non-standardized access category in NR barring can be derived from various factors. The factor candidates are Access Class, UE/device type, service type, call type, signalling type, application type, slice information etc. 
The following potential issues for NR access control can be listed up:
[Issue 1] Who will map access attempt to corresponding category?
In ACDC, UE NAS performs the functionality. For now, we cannot find a critical reason for other layer to do that. In RRC_IDLE, UE NAS maps the access attempt to the category, and then sends it to UE AS together with the Service Request. UE AS performs a barring check with the category. On the other hand, In RRC_INACTIVE and RRC_CONNECTED, there would be the access not involved in NAS. In that case, it is impossible to keep the above principle. However, in [1], SA1 said that
“ … 

The unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request).

…” 

It can be interpreted that the barring check is only related to the access involved in UE NAS even in RRC_INACTIVE and RRC_CONNECTED. For simplicity, we could skip the access not associated with NAS. UE NAS maps new session request to the category, and then sends it to UE AS together with the Session Management message. UE AS performs a barring check with the category. We need to further study how to handle this case. 
Proposal 1: UE NAS maps the access attempt to the corresponding category for RRC_IDLE. And, RAN2 studies whether the mapping role with UE NAS can be applied even to RRC_INACTIVE and RRC_CONNECTED.

[Issue 2] Who will perform barring check?
In LTE, a barring progress, SSAC is performed in higher layer. This is because the functionalities in UE AS are application-agnostic, when SSAC was then introduced in Rel-9. However, with Rel-13 ACDC, it seems hard to say that UE AS is still application-agnostic, i.e. UE AS can perform the barring check while distinguishing between the applications actually by using the category. In NR, UE AS can perform the functionality for all RRC states. For now, we cannot find a critical reason for other layer to do that. Also, we refer to the LS from CT1 (R2-1704007) mentioned that 
“… CT1 considers that any such "unification" will still mean that the final checking if access is barred remains in access stratum.
…”
Proposal 2: UE AS performs barring check for RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED.
[Issue 3] Feasibility on NW slice-specific
First of all, we need to identify realistic use cases on NW slice-specific barring. If the slice-specific barring configuration is required, the two approaches can be on the table:

1)  Approach 1: To allow slice information as a factor considered to derive the category

Slices supported in that cell are visible to UEs only associated with the corresponding slice

2)  Approach 2: To specify per-slice barring configuration (similar to per-PLMN configuration in LTE)

Slices supported in that cell are visible to all UEs
We currently prefer to have the approach 1. 
[Issue 4] How to support the access control in the connected mode?
As we already mentioned above, RAN2 can consider the accesses only involved in UE NAS. It means that even the access control in RRC_CONNECTED and RRC_INACTIVE also follows that in RRC_IDLE, i.e. mapping in UE NAS and barring checking in UE AS. 
Otherwise, if the access not involved in UE NAS is also considered in RRC_CONNECTED and RRC_INACTIVE, there would be a few critical issues as in the LS from CT1 (R2-1704007):
(a) the duration for which the access remains allowed in connected mode for a certain access category is unclear
(b) NAS is not aware if one or more applications or services other than the original requestor (i.e. the application or service which triggered the transition from idle to connected mode) happen to make use of the connection
It implies that we may need to follow a separate principle for RRC_CONNECTED. On the other hand, the connected UE can be dynamically controlled by the network. For example, some connected UEs could be released quickly upon the congestion. The usefulness of the access control in RRC_CONNECTED is less than in other RRC states. Considering the timeline of NR WI, the support in RRC_CONNECTED can be deprioritized if a separate principle is required. 
Also, since the CN considers the inactive UE same as connected, we may need the separate principle even for RRC_INACTIVE.

Proposal 3: It can be deprioritized to support the new access control in RRC_INACTIVE and RRC_CONNECTED if the support would result in heavy complexity. 
3. Conclusion
It is proposed that
Proposal 1: UE NAS maps the access attempt to the corresponding category for RRC_IDLE. And, RAN2 studies whether the mapping role with UE NAS can be applied even to RRC_INACTIVE and RRC_CONNECTED.
Proposal 2: UE AS performs barring check for RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED.
Proposal 3: It can be deprioritized to support the new access control in RRC_INACTIVE and RRC_CONNECTED if the support would result in heavy complexity.
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