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Introduction
For EN-DC, when co-ordination is required between the MN and SN or when there is no SCG SRB configured, SCG reconfiguration (NR) messages are sent embedded within an LTE RRC message. In RAN2 #97bis, a joint failure/success handling of MN RRC messages containing embedded NR messages was agreed:
Agreements
1: When both MCG and SCG reconfiguration is required due to coordination, the SCG reconfiguration message must be encapsulated in an MCG RRC message that also carries the corresponding MCG reconfiguration that ensures that the combined configuration is valid.
2: 	UE uses a joint success failure for messages in an encapsulating MN RRC message.
3: 	A failure of the MN RRC messages, including one encapsulating  SN RRC message with or without any MN reconfiguration fields triggers a re-establishment procedure.  
4:	Each SN RRC message should have its own RRC response message even when the SCG request message is encapsulated in an MCG RRC message. SCG response message is forwarded over Xx to SN.
5:	For MCG reconfiguration containing a SCG reconfiguration, UE sends a MN RRC response message that encapsulates the SN RRC response message.


In this contribution, we discuss how SCG reconfiguration failures should be handled and provide text proposals to capture this in 36.331 and 38.331.
Discussion
RLC Connection re-establishment in LTE 
As captured in 36.331, the UE initiates the re-establishment procedure in LTE when:
a) upon detecting radio link failure; or
b) upon handover failure; or
c) upon mobility from E-UTRA failure; or
d) upon integrity check failure indication from lower layers; or
e) upon an RRC connection reconfiguration failure;
The ReestablishmentCause value that is included in the RRCConnectionReestablishmentRequest message is then set based on the above causes:
· ReestablishmetnCause = “handoverFailure” for cases b or c above
· ReestablishmentCause = “reconfigurationFailure” for case e
· ReestablishmentCause = “otherFailure” for case a or d

RLC Connection re-establishment in LTE 
As discussed in section 1, the UE’s failure to comply to an NR RRC reconfiguration embedded within an LTE RRC message should result in a failure, even if the UE could comply with the LTE reconfiguration part (or if the LTE part was empty and the LTE RRC message was just a container for the NR reconfiguration message). 
In the case of LTE DC, since there is only one RRC and all the reconfigurations are coming from the MN, there is no need to distinguish whether the configuration failure is due to the SN or the MN part of the configuration. However, in the case of EN-DC, it is important to distinguish the failures due to MCG or SCG configurations.  Thus, we propose:
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[bookmark: _Toc494271352][bookmark: _Toc494276982][bookmark: _Toc494277127][bookmark: _Toc494410164][bookmark: _Toc494410642]Introduce a new  ReestablishmentCause to distinguish SCG reconfiguration failures from MCG reconfiguration failures
If the NR RRC message was sent directly via SCG SRB (i.e. SCG SRB configured and no co-ordination required between the MN and SN for the NR reconfiguration being undertaken), adopting legacy LTE behaviour will result in the triggering of the reconfiguration procedure in the NR RRC (38.331), which will call then initiate the re-establishment procedure.  The re-establishment in this case may be unnecessary because the MCG (configuration) is working properly and thus the UE could have simply sent an SCG Failure report to the MN without resorting to re-establishment. 
[bookmark: _Toc494271348][bookmark: _Toc494277131][bookmark: _Toc494410644]Re-establishment may not be needed for cases where the reconfiguration failure was triggered due to an SCG reconfiguration that was sent to the UE via SCG SRB.
However, considering we have only two meetings left to complete the EN-DC work, it is sufficient to resort to re-establishment when reconfiguration failure is triggered due to an SCG reconfiguration that was communicated to the UE via SCG SRB. The new ReestablishmentCause proposed above could be used for that case as well.
[bookmark: _Toc494271353][bookmark: _Toc494276983][bookmark: _Toc494277128][bookmark: _Toc494410165][bookmark: _Toc494410643]For rel-15, treat reconfiguration failures triggered due to the reception of SCG reconfigurations via SCG SRB that the UE could not comply with the same way as those received embedded in an LTE RRC message. Enhancements for the SCG SRB case are FFS.
In section 3, we provide a text proposal to capture the above proposals.
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============================== Begin Text Proposal ============================
[bookmark: _Toc487673137]5.3.7.4	Actions related to transmission of RRCConnectionReestablishmentRequest message
Except for NB-IoT, if the procedure was initiated due to radio link failure or handover failure, the UE shall:
1>	set the reestablishmentCellId in the VarRLF-Report to the global cell identity of the selected cell;
The UE shall set the contents of RRCConnectionReestablishmentRequest message as follows:
1>	except for a NB-IoT UE for which AS security has not been activated, set the ue-Identity as follows:
2>	set the c-RNTI to the C-RNTI used in the source PCell (handover and mobility from E-UTRA failure) or used in the PCell in which the trigger for the re-establishment occurred (other cases);
2>	set the physCellId to the physical cell identity of the source PCell (handover and mobility from E-UTRA failure) or of the PCell in which the trigger for the re-establishment occurred (other cases);
2>	set the shortMAC-I to the 16 least significant bits of the MAC-I calculated:
3>	over the ASN.1 encoded as per section 8 (i.e., a multiple of 8 bits) VarShortMAC-Input (or VarShortMAC-Input-NB in NB-IoT);
3>	with the KRRCint key and integrity protection algorithm that was used in the source PCell (handover and mobility from E-UTRA failure) or of the PCell in which the trigger for the re-establishment occurred (other cases); and
3>	with all input bits for COUNT, BEARER and DIRECTION set to binary ones; 
1>	for a NB-IoT UE for which AS security has not been activated, set the ue-Identity as follows:
2>	request upper layers for calculated ul-NAS-MAC and ul-NAS-Count using the cellIdentity of the PCell in which the trigger for the re-establishment occurred;
2>	set the s-TMSI to the S-TMSI provided by upper layers;
2>	set the ul-NAS-MAC to the ul-NAS-MAC value provided by upper layers;
2>	set the ul-NAS-Count to the ul-NAS-Count value provided by upper layers;
1>	set the reestablishmentCause as follows:
2>	if the re-establishment procedure was initiated due to reconfiguration failure as specified in 5.3.5.5 (the UE is unable to comply with the reconfiguration):
3>	if the UE was unable to comply only with the SCG reconfiguration:
4>	set the reestablishmentCause to the value scgReconfigurationFailure;
3> else:	
43>	set the reestablishmentCause to the value reconfigurationFailure;
2>	else if the re-establishment procedure was initiated due to handover failure as specified in 5.3.5.6 (intra-LTE handover failure) or 5.4.3.5 (inter-RAT mobility from EUTRA failure):
3>	set the reestablishmentCause to the value handoverFailure;
2>	else:
3>	set the reestablishmentCause to the value otherFailure;
The UE shall submit the RRCConnectionReestablishmentRequest message to lower layers for transmission.

============================== End Text Proposal ============================

============================== Begin Text Proposal ============================

RRCConnectionReestablishmentRequest message
-- ASN1START

RRCConnectionReestablishmentRequest ::= SEQUENCE {
	criticalExtensions					CHOICE {
		rrcConnectionReestablishmentRequest-r8
											RRCConnectionReestablishmentRequest-r8-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCConnectionReestablishmentRequest-r8-IEs ::= SEQUENCE {
	ue-Identity							ReestabUE-Identity,
	reestablishmentCause				ReestablishmentCause,
	spare								BIT STRING (SIZE (2))
}

ReestabUE-Identity ::=				SEQUENCE {
	c-RNTI								C-RNTI,
	physCellId							PhysCellId,
	shortMAC-I							ShortMAC-I
}

ReestablishmentCause ::=			ENUMERATED {
										reconfigurationFailure, handoverFailure,
										otherFailure, scgReconfigurationFailure spare1}	Comment by Ericsson: Another option is to define an RRCConnectionReestablishmentRequest-r15, that includes the new re-establishment cause  

-- ASN1STOP

============================== End Text Proposal ============================
Text Proposal to 38.331

============================== Begin Text Proposal ============================

5.x.x.x3.5.5	Reconfiguration failure
The UE shall:
1>	if the UE is unable to comply with (part of) the configuration included in the RRCConnectionReconfiguration message:
2> if the UE is operating in EN-DC:
3>  perform the actions according to section 5.3.5.5 of 36.331;
2> else:
32>	continue using the configuration used prior to the reception of RRCConnectionReconfiguration message;
32>	if security has not been activated:
43>	perform the actions upon leaving RRC_CONNECTED as specified in 5.x.x.x3.12, with release cause other;
32>	else:
43>	initiate the connection re-establishment procedure as specified in 5.3x.x.x.7, upon which the connection reconfiguration procedure ends;
NOTE 1:	The UE may apply above failure handling also in case the RRCConnectionReconfiguration message causes a protocol error for which the generic error handling as defined in 5.7 specifies that the UE shall ignore the message.
NOTE 23:	If the UE is unable to comply with part of the configuration, it does not apply any part of the configuration, i.e. there is no partial success/ failure.
============================== End Text Proposal ============================

============================== Begin Text Proposal ============================
5.3.7.4x.x.x	Actions related to transmission of RRCConnectionReestablishmentRequest message	Comment by Ericsson: For the sake of just EN-DC, we don’t need to change this as the re-establishment will be performed by the LTE RRC. This is relevant for NR-NR DC and NE-DC
Except for NB-IoT, if the procedure was initiated due to radio link failure or handover failure, the UE shall:
1>	set the reestablishmentCellId in the VarRLF-Report to the global cell identity of the selected cell;
The UE shall set the contents of RRCConnectionReestablishmentRequest message as follows:
1>	except for a NB-IoT UE for which AS security has not been activated, set the ue-Identity as follows:
2>	set the c-RNTI to the C-RNTI used in the source PCell (handover and mobility from E-UTRANR failure) or used in the PCell in which the trigger for the re-establishment occurred (other cases);
2>	set the physCellId to the physical cell identity of the source PCell (handover and mobility from NRE-UTRA failure) or of the PCell in which the trigger for the re-establishment occurred (other cases);
2>	set the shortMAC-I to the 16 least significant bits of the MAC-I calculated:
3>	over the ASN.1 encoded as per section 8 (i.e., a multiple of 8 bits) VarShortMAC-Input (or VarShortMAC-Input-NB in NB-IoT);
3>	with the KRRCint key and integrity protection algorithm that was used in the source PCell (handover and mobility from E-UTRANR failure) or of the PCell in which the trigger for the re-establishment occurred (other cases); and
3>	with all input bits for COUNT, BEARER and DIRECTION set to binary ones; 
1>	for a NB-IoT UE for which AS security has not been activated, set the ue-Identity as follows:
2>	request upper layers for calculated ul-NAS-MAC and ul-NAS-Count using the cellIdentity of the PCell in which the trigger for the re-establishment occurred;
2>	set the s-TMSI to the S-TMSI provided by upper layers;
2>	set the ul-NAS-MAC to the ul-NAS-MAC value provided by upper layers;
2>	set the ul-NAS-Count to the ul-NAS-Count value provided by upper layers;
1>	set the reestablishmentCause as follows:
2>	if the re-establishment procedure was initiated due to reconfiguration failure as specified in 5.3.5.x.x.x5 (the UE is unable to comply with the reconfiguration):
3>	if the UE was unable to comply only with the SCG reconfiguration:
4>	set the reestablishmentCause to the value scgReconfigurationFailure;
3> else:	
43>	set the reestablishmentCause to the value reconfigurationFailure;
2>	else if the re-establishment procedure was initiated due to handover failure as specified in 5.3.5.65.x.x.x (intra-NRLTE handover failure) or 5.x.x.x4.3.5 (inter-RAT mobility from NREUTRA failure):
3>	set the reestablishmentCause to the value handoverFailure;
2>	else:
3>	set the reestablishmentCause to the value otherFailure;
The UE shall submit the RRCConnectionReestablishmentRequest message to lower layers for transmission.


============================== End Text Proposal ============================

============================== Begin Text Proposal ============================
RRCConnectionReestablishmentRequest message	Comment by Ericsson: This is not relevant for the case of EN-DC (i.e. applicable only when NR is the master). This are the minimal changes just for the sake of re-establishment that distinguishes SCG and MCG reconfiguration failures. The contents of the NR RRCConnectionReestablishmentRequest are likely to change when NR standalone discussions mature. 
-- ASN1START

RRCConnectionReestablishmentRequest ::= SEQUENCE {
	criticalExtensions					CHOICE {
		rrcConnectionReestablishmentRequest-r158
											RRCConnectionReestablishmentRequest-r158-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCConnectionReestablishmentRequest-r158-IEs ::= SEQUENCE {
	ue-Identity							ReestabUE-Identity,
	reestablishmentCause				ReestablishmentCause-r15,
	spare								BIT STRING (SIZE (2))
}

ReestabUE-Identity ::=				SEQUENCE {
	c-RNTI								C-RNTI,
	physCellId							PhysCellId,
	shortMAC-I							ShortMAC-I
}

ReestablishmentCause ::=			ENUMERATED {
										reconfigurationFailure, handoverFailure,
										otherFailure, spare1scgReconfigurationFailure}

-- ASN1STOP

============================== End Text Proposal ============================
Conclusion
In this contribution, we have discussed the issue of RRC connection reconfiguration failure in the context of EN-DC, and we have observed that:
Observation 1	Re-establishment may not be needed for cases where the reconfiguration failure was triggered due to an SCG reconfiguration that was sent to the UE via SCG SRB.

Based on the discussion in section 2, we propose the following:
Proposal 1	Introduce a new  ReestablishmentCause to distinguish SCG reconfiguration failures from MCG reconfiguration failures
Proposal 2	For rel-15, treat reconfiguration failures triggered due to the reception of SCG reconfigurations via SCG SRB that the UE could not comply with the same way as those received embedded in an LTE RRC message. Enhancements for the SCG SRB case are FFS.

A text proposal is provided that captures the proposals
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