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[bookmark: _Ref165266342]Introduction
According to the running TS 38.323 [1], upon PDCP entity re-establishment, the receiving PDCP entity does not perform header de-compression for the packets received from the source-gNB immediately, and the receiving PDCP entity will decompress the packet “in ascending order of the associated COUNT value” in both handover and non-handover cases. This will cause the decompression failure during handover. In this contribution, we discuss the issue related to the receiving operation of the PDCP entity according to [1]. Some RAN2 agreements [2] related to the NR-PDCP use case for EN-DC are listed as follows:
1:	Working assumption of the last meeting is confirmed as an agreement: For MCG bearer, either LTE or NR PDCP can be used, configurable by the network.
1a	EN-DC capable UE without EN-DC operation configured can be configured with NR PDCP version for SRBs and DRBs.
2: 	NR-PDCP is used for ‘MCG split or duplicate SRB’. 

Discussion 
RoHC support for EN-DC
According to the EN-DC split bearer architecture and RAN2 agreements, the NR PDCP can be used for both MCG bearer and split bearer, as shown below. 


Figure 1: Bearer Types
In the following cases, the NR PDCP during re-establishment could receive the PDCP PDU from the LTE RLC entity, due to the LTE RLC re-establishment. And these PDCP PDUs are compressed by using the old RoHC context.
· Case 1 (handover): for MCG/SCG split bearer with/without bearer type change
· Case 2 (bearer type change with/without handover): from MCG bearer to SCG/SCG split bearer; from MCG split bearer to SCG/SCG split bearer
Observation: The NR PDCP of EN-DC during re-establishment could receive the PDCP PDUs from the re-established LTE RLC entity, which are compressed by using the old RoHC context.


Figure 2: Packets in PDCP reception buffer
To avoid the decompression failure, the NR PDCP entity during re-establishment shall firstly de-compress the PDCP PDU received from the source node by using the old RoHC context, and then de-compress the PDCP PDU received from the target node by using the new RoHC context. As shown in Figure 2, due the re-establishment of LTE RLC entity, the reception buffer of the NR PDCP entity will have data received from the source node (as highlighted in orange). Then the NR PDCP entity shall firstly decompress all the PDCP data PDUs in ascending order of the associated COUNT value. If the out-of-order delivery is not configured, the decompressed packet received from the source node will still be stored in the reception buffer. After the reception of the PDCP data PDUs from the target node, the NR PDCP entity only decompresses the packets which has not been decompressed, and then deliver the packets in-sequence to the upper layer.
Proposal 1: The NR PDCP entity during re-establishment firstly de-compresses the PDCP PDU received from the source node by using the old RoHC context, and then de-compresses the PDCP PDU received from the target node by using the new RoHC context.
The text proposal to capture the intended UE behaviors of our Proposal 1 is provided in Annex A.
Proposal 2: To capture the Text Proposal of Annex in 38.323.
Conclusions
According to the analysis given above, we have the following proposals.
Proposal 1: The NR PDCP entity during re-establishment firstly de-compresses the PDCP PDU received from the source node by using the old RoHC context, and then de-compresses the PDCP PDU received from the target node by using the new RoHC context.
Proposal 2: To capture the Text Proposal of Annex in 38.323.
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Annex A
-----------------------Start of change-------------------------------
[bookmark: _Toc477873860][bookmark: _Toc478029696][bookmark: _Toc486851286]5.1.2	PDCP entity re-establishment
When upper layers request a PDCP entity re-establishment, the UE shall additionally perform once the procedures described in this section. After performing the procedures in this section, the UE shall follow the procedures in subclause 5.2.
When upper layers request a PDCP entity re-establishment, the transmitting PDCP entity shall:
-	for UM DRBs and AM DRBs, reset the header compression protocol for uplink and start with an IR state in U-mode [8] [9] if drb-ContinueROHC is not configured [3];
-	for UM DRBs and SRBs, set TX_NEXT to the initial value;
-	for SRBs, discard all stored PDCP SDUs and PDCP PDUs;
-	apply the ciphering algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	apply the integrity protection algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	for UM DRBs, for each PDCP SDU already associated with a PDCP SN but for which a corresponding PDU has not previously been submitted to lower layers:
-	consider the PDCP SDUs as received from upper layer;
-	perform transmission of the PDCP SDUs in ascending order of the COUNT value associated to the PDCP SDU prior to the PDCP re-establishment without restarting the discardTimer.
-	for AM DRBs, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, perform retransmission or transmission of all the PDCP SDUs already associated with PDCP SNs in ascending order of the COUNT values associated to the PDCP SDU prior to the PDCP entity re-establishment as specified below: 
-	perform header compression of the PDCP SDU as specified in the subclause 5.7.4;
-	perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the subclause 5.9 and 5.8;
-	submit the resulting PDCP Data PDU to lower layer.
When upper layers request a PDCP entity re-establishment, the receiving PDCP entity shall:
[bookmark: Signet15]-	process the PDCP Data PDUs that are received from lower layers due to the re-establishment of the lower layers, as specified in the subclause 5.2.2.1;
-	for SRBs, discard all stored PDCP SDUs and PDCP PDUs
-	for UM DRBs, if t-Reordering is running:
- 	stop and reset t-Reordering;
-	deliver all stored PDCP SDUs to the upper layers in ascending order of associated COUNT values after performing header decompression;
-	for UM DRBs and AM DRBs, reset the header compression protocol for downlink and start with NC state in U-mode [8] [9] if drb-ContinueROHC is not configured [3];
-	for UM DRBs and SRBs, set RX_NEXT and RX_DELIV to the initial value;
-	apply the ciphering algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	apply the integrity protection algorithm and key provided by upper layers during the PDCP entity re-establishment procedure.

-----------------------Next change-------------------------------
[bookmark: _Toc486851291]5.2.2.1	Actions when a PDCP Data PDU is received from lower layers
At reception of a PDCP Data PDU from lower layers, the receiving PDCP entity shall determine the COUNT value of the received PDCP Data PDU, i.e. RCVD_COUNT, as follows:
-	if RCVD_SN < SN(RX_DELIV) – Window_Size:
-	RCVD_HFN = HFN(RX_DELIV) + 1;
-	else if RCVD_SN >= SN(RX_DELIV) + Window_Size:
-	RCVD_HFN = HFN(RX_DELIV) – 1;
-	else:
-	RCVD_HFN = HFN(RX_DELIV);
-	RCVD_COUNT = [RCVD_HFN, RCVD_SN].
After determining the COUNT value of the received PDCP Data PDU = RCVD_COUNT, the receiving PDCP entity shall:
-	if RCVD_COUNT < RX_DELIV; or
-	if the PDCP Data PDU with COUNT = RCVD_COUNT has been received before:
-	perform deciphering and integrity verification of the PDCP Data PDU using COUNT = RCVD_COUNT;
-	if integrity verification fails:
-	indicate the integrity verification failure to upper layer;
-	discard the PDCP Data PDU;
-	else:
-	perform deciphering and integrity verification of the PDCP Data PDU using COUNT = RCVD_COUNT;
-	if integrity verification fails:
-	indicate the integrity verification failure to upper layer;
-	discard the PDCP Data PDU;
If the received PDCP Data PDU with COUNT value = RCVD_COUNT is not discarded above, the receiving PDCP entity shall:
-	store the resulting PDCP SDU in the reception buffer;
-	While receiving PDCP Data PDUs from lower layers due to the re-establishment of the lower layers, perform header decompression in ascending order of the associated COUNT value for PDCP PDU which is stored in the reception buffer;
-	if RCVD_COUNT >= RX_NEXT:
-	update RX_NEXT to RCVD_COUNT + 1;
-	if RCVD_COUNT = RX_DELIV:
-	deliver to upper layers in ascending order of the associated COUNT value after performing header decompression if the PDCP data PDU has not be decompressed;
-	all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from COUNT = RX_DELIV;
-	update RX_DELIV to the COUNT value of the last PDCP SDU delivered to upper layers + 1;
-	if outOfOrderDelivery is configured and the resulting PDCP SDU has not been delivered to upper layers:
-	deliver the resulting PDCP SDU to upper layers;
-	if t-Reordering is running, and if the PDCP SDU with COUNT = RX_REORD – 1 has been delivered to upper layers:
-	stop and reset t-Reordering;
-	if t-Reordering is not running (includes the case when t-Reordering is stopped due to actions above), and if there is at least one stored PDCP SDU:
-	update RX_REORD to RX_NEXT;
-	start t-Reordering.
Editor’s Note: The receive operation may be updated based on the outcome of the e-mail discussion on out-of-order delivery.
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