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1. Introduction
At the RAN 99 meeting, differentiating RACH parameters was discussed and made the following agreements:
	Agreements

=>
Differentiation of backoff parameter and/or power ramping will be supported.   FFS in what conditions/events the differentiation will be supported.   A TP should be submitted by next meeting




In this contribution, we further discuss how to group the different RACH events.
2. Discussion
2.1. How to group the different RACH events
RAN2 had agreed that the contention-based random access (CBRA) procedure in NR was supported at least for the following events:

(1)
Initial access from RRC_IDLE;

(2)
RRC Connection Re-establishment procedure;

(3)
Handover;

(4)
UL data arrival during RRC_CONNECTED requiring random access procedure, e.g. when UL synchronisation status is "non-synchronised" or there are no PUCCH resources for SR available.

(5)  Transition from RRC_INACTIVE to RRC_CONNECTED

(6)  SI request

There are the following set of rules when grouping a CBRA:

· Access class based, e.g. UEs in the access class 11 to 15 are assigned with high priority; all other access classes are assigned with low priority.

· RACH event based, e.g. handover using contention-based access and RRC connection re-establishment are assigned with high priority; the rest are assigned with low priority.

· QCI based, e.g. if the data has a configured QCI equal to 3, 65, 69, 75, or 79, then it is assigned with high priority. Because those QCI values are for real-time applications with stringent delay budget. All other cases (including data without QCI, regardless UE’s RRC state) are assigned with low priority. 

There are still details of RACH event which are needed to discuss about grouping the RACH event. In NR, SI request RACH is the new RACH event. The SI request RACH is for other SI, it means that this kind of RACH are not so urgent. Therefore, this kind of RACH should be grouped as the low priority group.

Proposal 1: The SI request RACH is grouped as the low priority group.
RAN1 also agreed that the beam recovery failure would trigger RACH, but whether the CBRA is supported or not has not been decided yet. The beam recovery failure means that the link between the network and UE will not work anymore, this is similar with RRC connection re-establishment case. If the beam recovery failure RACH is CBRA, it should be grouped as the high priority group.
Proposal 2: If the beam recovery failure is CBRA, the beam recovery failure RACH is grouped as the high priority group.
Below are the RRC connection setup causes including emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, delayTolerantAccess-v1020, mo-VoiceCall-v1280 in the RRC connection setup request message.
EstablishmentCause ::=



ENUMERATED {











emergency, highPriorityAccess, mt-Access, mo-Signalling,











mo-Data, delayTolerantAccess-v1020, mo-VoiceCall-v1280, spare1}

Some RRC connection causes are with high priority like emergency call and highPriorityAcess and some RRC connection causes are with low priority like delayTolerantAccess. Different causes in RRC connection should have different priority.

Proposal 3: Different causes in RRC connection should have different priorities.
3. Conclusion

In this contribution, we further discuss how to group the different RACH events and have the below proposals.
Proposal 1: The SI request RACH is grouped as the low priority group.
Proposal 2: If the beam recovery failure is CBRA, the beam recovery failure RACH is grouped as the high priority group.
Proposal 3: Different causes in RRC connection should have different priorities.
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