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1. Introduction & Background
In last RAN2 meeting, the following agreement was made for eLTE

Agreements

1:
For UEs that are connecting via E-UTRA to 5GC, only NR PDCP is used for the DRBs. Also applicable for option 7 and option 4.

And some progress in ENDC

Agreements for EN-DC 

1:
Working assumption of the last meeting is confirmed as an agreement: For MCG bearer, either LTE or NR PDCP can be used, configurable by the network.

1a
EN-DC capable UE without EN-DC operation configured can be configured with NR PDCP version for SRBs and DRBs.

2: 
NR-PDCP is used for ‘MCG split or duplicate SRB’. 

3:
Non split SRB1 and 2 can be transmitted over either LTE-PDCP or NR-PDCP, which is configurable by network (at least after initial connection establishment). 

FFS whether SRB1 and SRB2 need to be configured with the same PDCP type (to be concluded in stage 3).

4: 
LTE-PDCP is used for SRB1 at the initial connection establishment from idle state. (I.e. no additional optimization to support NR-PDCP for SRB1 for idle to connected state transition)
5:
The PDCP version change (release of old PDCP and establish of new PDCP) of SRBs can be supported via:


i/  handover procedure (reconfiguration with mobility); and 


ii/ reconfiguration without mobilityControlInfo (when network implementation is sure there is no UL data in buffer). No user plane actions beyond release and establish of PDCP are to be specified for this case.

6
EN-DC operation should support a single reconfiguration procedure for bearer type change between MCG to/from split bearer and MCG to/from SCG bearer, when MCG bearer is configured with NR PDCP (before and after the bearer type change).

7
EN-DC operation where MCG bearer is configured with LTE PDCP, then direct bearer type change of such MCG bearer to split bearer or SCG bearer is performed is FFS.

The highlighted part in the agreements indicates that LTE SRB1 is used at least for the initial connection establishment in EN-DC. In this contribution, we discuss the SRB configuration in eLTE.
2. Discussion
In eLTE, there is a possibility that the eNB connects to both EPC and 5GC. Thus, the eNB may serve both legacy LTE UE or new R15 UE which is capable of 5G NAS and NR PDCP. During the initial connection establishment, if no enhancement is applied to the MSG3, the network wouldn’t know what the UE capability is. So using the LTE PDCP for SRB1 in eLTE seems to be a natural choice.
Proposal 1: Similar as EN DC, without any other enhancement, LTE PDCP is used for SRB1 in eLTE initial connection establishment. 
In a general connection set up procedure as following Figure 1
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If proposal 1 is agreed, MSG5 uses LTE SRB1 configuration. According to the SecurityModeCommand message commented in TS 36.331 Annex A.6, the following explanation for SMC
Integrity protection applied, but no ciphering (integrity verification done after the message received by RRC)
It means that the IP check is done after the whole message is received. Considering in eLTE, the core network is 5GC, and the integrity key/algorithm and cipher key/algorithm are both related to 5GC, if SMC is still using LTE PDCP, the UE cannot pass the IP check for LTE PDCP may not support NR IP key/algorithm. Unless the LTE PDCP is enhanced to support the NR IP key/algorithm, or the SMC should use NR PDCP for IP check.
Observation 1: If network changes the SRB PDCP type after the SecurityModeCommand, LTE PDCP should have to support NR Integrity Check key and algorithm, otherwise it could not work for the integrity check on the SMC.
In order not to introduce too much change and burden for LTE PDCP, we think it is necessary to change the SRB1 PDCP type to NR PDCP prior to SMC.
Proposal 2: In eLTE, changing the SRB1 PDCP type to NR PDCP should be prior to SecurityModeCommand. 
After the security is activated, SRB2 can then be configured. Since the security mode is activated, every SRB2 message shoule be using the integrity and ciphering. Based on the previous discussion, LTE PDCP should be avoided to enchance to support NR integrity and ciphering key/algorithm. Thus, the SRB2 should be always configured with NR PDCP.
Proposal 3: In eLTE, SRB2 should always be configured with NR PDCP. 
3. Conclusion

In this contribution, we mainly discussed the issues for SRB configuration in eLTE. Base on the discussion, we have the following proposals:
1) Proposal 1: Similar as EN DC, without any other enhancement, LTE PDCP is used for SRB1 in eLTE initial connection establishment.
2) Observation 1: If network changes the SRB PDCP type after the SecurityModeCommand, LTE PDCP should have to support NR Integrity Check key and algorithm, otherwise it could not work for the integrity check on the SMC.

3) Proposal 2: In eLTE, changing the SRB1 PDCP type to NR PDCP should be prior to SecurityModeCommand. 
4) Proposal 3: In eLTE, SRB2 should always be configured with NR PDCP.[image: image2.png]
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