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1 Introduction

In current running TS38.323[1], there is an editor’s note on the length 32bits of COUNT that needs be confirmed by SA3. In this contribution, we would like to discuss this note and share our view on the NR PDCP COUNT length.
2 Discussion

From RAN2 point of view, the PDCP COUNT length is determined by the NR throughput requirement. In current PDCP COUNT length configuration, 32-bits can provide 4.2 billion (232-1) packets before a bearer needs to be re-keyed. It seems sufficient to support NR requirement, and we don’t see the strong need to increase the PDCP COUNT beyond 32-bits for NR. 
On the other hand, SA3 sent an LS [2] to RAN2 to clarify the input parameters of the ciphering and integrity algorithms for NR from SA3 point of view as following.
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RAN2 has replied SA3 in [3] and claimed that no changes are required for these inputs into the security algorithm for NR. So, the length of PDCP COUNT should keep 32-bits as LTE in NR.

Proposal 1: In NR, the length of PDCP COUNT is 32-bits.
We propose to remove the editor’s note at the end of 6.3.5 COUNT of running TS38.323[1].

Editor’s Note: The length 32bits of COUNT needs to be confirmed by SA3.
Proposal 2: The editor’s note at the end of 6.3.5 COUNT in running TS38.323 should be removed.
3 Summary

In this contribution, the following are proposed.

Proposal 1: In NR, the length of PDCP COUNT is 32-bits.

Proposal 2: The editor’s note at the end of 6.3.5 COUNT in running TS38.323 should be removed.
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5 Annex

Ciphering algorithms 


a 128-bit cipher key named KEY, 


a 32-bit COUNT, 


a 6-bit bearer identity BEARER, 


a 1-bit direction of the transmission i.e. DIRECTION, and 


and the length of the keystream required i.e. LENGTH. 


Integrity algorithms


a 128-bit integrity key named KEY, 


a 32-bit COUNT, 


a 6-bit bearer identity called BEARER, 


a 1-bit direction of the transmission i.e. DIRECTION, and


the message itself i.e. MESSAGE.








