Page 1



3GPP TSG-RAN2 Meeting #99bis 
R2-1710724
Prague, Czech Republic, October 9 – 13, 2017
	CR-Form-v11.2

	Draft CHANGE REQUEST

	

	
	TS 36.323
	CR
	CRNum
	rev
	-
	Current version:
	14.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	x
	Radio Access Network
	x
	Core Network
	


	

	Title:

	Introduction of DEFLATE based UDC Solution

	
	

	Source to WG:
	CATT

	Source to TSG:
	R2

	
	

	Work item code:
	LTE_UDC-Core
	
	Date:
	2017-09-25

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	UDC WI was approved in RAN #77 meeting and DEFLATE-based solution should be specified. 

	
	

	Summary of change:
	1)  Add UDC function in PDCP entities;
2)  Add UDC processing into UL Data Transfer Procedures;
3)  Introduce UDC procedure;
4)  Add UDC header;
5)  Add Parameters in UDC header.


	
	

	Consequences if not approved:
	UDC function would not be supported in Rel-15.

	
	

	Clauses affected:
	2, 3.2, 4.2.2, 4.3.1, 4.4, 5.1.1, 5.2.1.1, 5.x (new clause), 5.x.1(new clause), 5.x.2(new clause), 5.x.3(new clause), 5.x.4(new clause), 5.x.5(new clause), 5.x.6(new clause), 5.x.7(new clause), 6.2.x(new clause), 6.3.x(new clause), 6.3.y(new clause), 6.3.z(new clause).

	
	

	
	Y
	N
	
	

	Other specs
	x
	
	 Other core specifications

	TS36.300 CR ... 
TS36.331 CR

TS36.306 CR

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	Note the specification is not Rel-15, should be updated for the final version.


--------------------------------------start of change-------------------------------------

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

•
References are either specific (identified by date of publication, edition number, version number, etc.) or non specific.

•
For a specific reference, subsequent revisions do not apply.

•
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description".

[3]
3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA) Radio Resource Control (RRC); Protocol Specification".

[4]
3GPP TS 36.321: "Evolved Universal Terrestrial Radio Access (E-UTRA) Medium Access Control (MAC) protocol specification".

[5]
3GPP TS 36.322: "Evolved Universal Terrestrial Radio Access (E-UTRA) Radio Link Control (RLC) protocol specification".

[6]
3GPP TS 33.401: "3GPP System Architecture Evolution: Security Architecture".

[7]
IETF RFC 5795: "The RObust Header Compression (ROHC) Framework".

[8]
IETF RFC 6846: "RObust Header Compression (ROHC): A Profile for TCP/IP (ROHC-TCP)".

[9]
IETF RFC 3095: "RObust Header Compression (ROHC): Framework and four profiles: RTP, UDP, ESP and uncompressed".

[10]
IETF RFC 3843: "RObust Header Compression (ROHC): A Compression Profile for IP".

[11]
IETF RFC 4815: "RObust Header Compression (ROHC): Corrections and Clarifications to RFC 3095".

[12]
IETF RFC 5225: "RObust Header Compression (ROHC) Version 2: Profiles for RTP, UDP, IP, ESP and UDP Lite”. 

[13]
3GPP TS 33.303: “Proximity-based Services; Security Aspects”.

[14]
3GPP TS 23.303: “Proximity-based Services; Stage 2”.
[15]
3GPP TS 36.360: “Evolved Universal Terrestrial Radio Access (E-UTRA); LTE-WLAN Aggregation Adaptation Protocol (LWAAP) specification”.
[16]
IETF RFC 1951,"DEFLATE Compressed Data Format Specification version 1.3".

[17]
3GPP TR 36.754: “Study on UL data compression for E-UTRA”.
--------------------------------------the next change-------------------------------------

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

AM
Acknowledged Mode

ARP
Address Resolution Protocol

CID
Context Identifier

DRB
Data Radio Bearer carrying user plane data

EPS
Evolved Packet System

E-UTRA
Evolved UMTS Terrestrial Radio Access

E-UTRAN
Evolved UMTS Terrestrial Radio Access Network

eNB
E-UTRAN Node B

FMS
First missing PDCP SN

HFN
Hyper Frame Number

HRW
Highest Received PDCP SN on WLAN

IETF
Internet Engineering Task Force

IP
Internet Protocol

L2
Layer 2 (data link layer)

L3
Layer 3 (network layer)

LWA
LTE-WLAN Aggregation

MAC
Medium Access Control
MAC-I
Message Authentication Code for Integrity
MCG
Master Cell Group

NB-IoT
Narrow Band Internet of Things

NMP
Number of Missing PDCP SDUs

PDCP
Packet Data Convergence Protocol

PDU
Protocol Data Unit

PEK
ProSe Encryption Key

PGK
ProSe Group Key

ProSe
Proximity-based Services

PTK
ProSe Traffic Key

R
Reserved

RB
Radio Bearer

RFC
Request For Comments

RLC
Radio Link Control

RN
Relay Node

ROHC
RObust Header Compression

RRC
Radio Resource Control

RTP
Real Time Protocol

SAP
Service Access Point
SCG
Secondary Cell Group

SDU
Service Data Unit

SLRB
Sidelink Radio Bearer carrying Sidelink Communication or V2X sidelink communication data

SN
Sequence Number

SRB
Signalling Radio Bearer carrying control plane data

TCP
Transmission Control Protocol
UDC
Uplink Data Compression
UDP
User Datagram Protocol

UE
User Equipment

UM
Unacknowledged Mode

X-MAC
Computed MAC-I
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4.2.2
PDCP entities

The PDCP entities are located in the PDCP sublayer. Several PDCP entities may be defined for a UE. Each PDCP entity carrying user plane data may be configured to use header compression and may be configured to use uplink data compression.

Each PDCP entity is carrying the data of one radio bearer. In this version of the specification, the robust header compression protocol (ROHC) and uplink data compression (UDC), are supported. Every PDCP entity uses at most one ROHC or one UDC compressor instance and at most one ROHC or UDC decompressor instance.

A PDCP entity is associated either to the control plane or the user plane depending on which radio bearer it is carrying data for.

Figure 4.2.2.1 represents the functional view of the PDCP entity for the PDCP sublayer; it should not restrict implementation. The figure is based on the radio interface protocol architecture defined in [2].

For RNs, integrity protection and verification are also performed for the u-plane.
For split and LWA bearers, routing is performed in the transmitting PDCP entity, and reordering is performed in the receiving PDCP entity.

For split bearers, when requested by lower layers to submit PDCP PDUs, the transmitting PDCP entity shall:

-
if ul-DataSplitThreshold is configured and the data available for transmission is larger than or equal to ul-DataSplitThreshold:

-
submit the PDCP PDUs to either the associated AM RLC entity configured for SCG or the associated AM RLC entity configured for MCG, whichever the PDUs were requested by;

-
else:

-
if ul-DataSplitDRB-ViaSCG is set to TRUE by upper layers [3]:

-
if the PDUs were requested by the associated lower layers configured for SCG:

-
submit the PDCP PDUs to the associated AM RLC entity configured for SCG;

-
else:

-
if the PDUs were requested by the associated lower layers configured for MCG:

-
submit the PDCP PDUs to the associated AM RLC entity configured for MCG.

For LWA bearers, when submitting PDCP PDUs to lower layers, the transmitting PDCP entity shall:

-
if ul-LWA-DataSplitThreshold is configured and the data available for transmission is larger than or equal to ul-LWA-DataSplitThreshold:

-
submit the PDCP PDUs to either the associated AM RLC entity upon request from lower layers or the associated LWAAP entity;

-
else:

-
if ul-LWA-DRB-ViaWLAN is set to TRUE by upper layers [3]:

-
submit the PDCP PDUs to the associated LWAAP entity;

-
else:
-
submit the PDCP PDUs to the associated RLC entity upon request from lower layers.
NOTE:
The selection of PDCP PDUs submitted to the associated LWAAP entity are left up to the UE implementation.
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Figure 4.2.2.1 - PDCP layer, functional view
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4.3.1
Services provided to upper layers

PDCP provides its services to the RRC and user plane upper layers at the UE or to the relay at the evolved Node B (eNB). The following services are provided by PDCP to upper layers:

-
transfer of user plane data;

-
transfer of control plane data;

-
header compression or uplink data compression;

-
ciphering;

-
integrity protection.

The maximum supported size of a PDCP SDU is 8188 octets, except in NB-IoT for which the maximum supported size of a PDCP SDU is 1600 octets. The maximum supported size of a PDCP Control PDU is 8188 octets except in NB-IoT for which the maximum supported size of PDCP Control PDU is 1600 octets.
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4.4
Functions

The Packet Data Convergence Protocol supports the following functions:

-
header compression and decompression of IP data flows using the ROHC protocol;
-
data compression and decompression of uplink IP data flows;
-
transfer of data (user plane or control plane);

-
maintenance of PDCP SNs;

-
in-sequence delivery of upper layer PDUs at re-establishment of lower layers;

-
duplicate elimination of lower layer SDUs at re-establishment of lower layers for radio bearers mapped on RLC AM;

-
ciphering and deciphering of user plane data and control plane data;

-
integrity protection and integrity verification of control plane data;
-
integrity protection and integrity verification of sidelink one-to-one communication data;
-
for RNs, integrity protection and integrity verification of user plane data;

-
timer based discard;

-
duplicate discarding;

-
for split and LWA bearers, routing and reordering.
PDCP uses the services provided by the RLC sublayer and the LWAAP sublayer.

PDCP is used for SRBs, DRBs, and SLRBs mapped on DCCH, DTCH, and STCH type of logical channels. PDCP is not used for any other type of logical channels. PDCP is not used for SRB1bis.
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5.1.1
UL Data Transfer Procedures

At reception of a PDCP SDU from upper layers, the UE shall:

-
start the discardTimer associated with this PDCP SDU (if configured);

For a PDCP SDU received from upper layers, the UE shall:
-
associate the PDCP SN corresponding to Next_PDCP_TX_SN to this PDCP SDU;

NOTE:
Associating more than half of the PDCP SN space of contiguous PDCP SDUs with PDCP SNs, when e.g., the PDCP SDUs are discarded or transmitted without acknowledgement, may cause HFN desynchronization problem. How to prevent HFN desynchronization problem is left up to UE implementation.

-
perform header compression of the PDCP SDU (if configured) as specified in the subclause 5.5.4;
-
perform data compression of the uplink PDCP SDU (if configured) as specified in the subclause 5.x.x
;
-
perform integrity protection (if applicable), and ciphering (if applicable) using COUNT based on TX_HFN and the PDCP SN associated with this PDCP SDU as specified in the subclause 5.7 and 5.6, respectively;
-
increment Next_PDCP_TX_SN by one;

-
if Next_PDCP_TX_SN > Maximum_PDCP_SN:

-
set Next_PDCP_TX_SN to 0;

-
increment TX_HFN by one;

-
submit the resulting PDCP Data PDU to lower layer.
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5.2.1.1
Procedures for DRBs mapped on RLC AM

When upper layers request a PDCP re-establishment, the UE shall:

-
reset the header compression protocol for uplink and start with an IR state in U-mode (if configured) [9] [11], except if upper layers indicate stored UE AS context is used and drb-ContinueROHC is configured [3];
-
reset the UDC compression buffer (if configured);

-
if connected as an RN, apply the integrity protection algorithm and key provided by upper layers (if configured) during the re-establishment procedure;

-
if upper layers indicate stored UE AS context is used, set Next_PDCP_TX_SN, and TX_HFN to 0;

-
apply the ciphering algorithm and key provided by upper layers during the re-establishment procedure;

-
for LWA bearers, consider all PDCP SDUs submitted to the LWAAP entity as successfully delivered;

-
from the first PDCP SDU for which the successful delivery of the corresponding PDCP PDU has not been confirmed by lower layers, perform retransmission or transmission of all the PDCP SDUs already associated with PDCP SNs in ascending order of the COUNT values associated to the PDCP SDU prior to the PDCP re-establishment as specified below: 

-
perform header compression of the PDCP SDU (if configured) as specified in the subclause 5.5.4;
-
perform data compression of the uplink PDCP SDU (if configured) as specified in the subclause 5.x.x;

-
if connected as an RN, perform integrity protection (if configured) of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the subclause 5.7;

-
perform ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the subclause 5.6;

-
submit the resulting PDCP Data PDU to lower layer.
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5.X
Uplink Data compression and decompression
5.x.1
Deflate compression
IETF RFC 1951 (DEFLATE Compressed Data Format Specification) [16] is used in UDC. 

Deflate is a lossless data compression algorithm and associated file format (specified in [16]) that uses a combination of the LZ77 algorithm and Huffman coding.

LZ77 compression works by finding sequences of data that are repeated. A sliding window is used to find the match characters in previous data. An 8K/32K sliding window means that the compressor (and de-compressor) has a record of what the last 8192 or 32768 characters were. When the next sequence of characters to be compressed is identical to one that can be found within the sliding window, the sequence of characters is replaced by two numbers: a “distance”, representing how far back into the window the sequence starts, and a “length”, representing the number of characters for which the sequence is identical. And then, the string pair (length, distance) is used to replace the current matched characters. Lazy-match is considered in the simulation to finding the longest matching part in the buffer. The un-matched characters are noted as “literal”.
After being compressed by LZ77, Huffman coding is used to encode the “literal”, “length” and “distance” by replacing frequently used codes with shorter representations and infrequently used codes with longer representations. Adaptive selection of static Huffman coding and dynamic Huffman coding is enabled to achieve maximum compression efficiency in deflate method.

The Huffman codes used for each alphabet (e.g. literal/length alphabet and distance alphabet) in the “deflate” format have two additional rules: 1) All codes of a given bit-length have lexicographically consecutive values, in the same order as the symbols they represent; 2) Shorter codes lexicographically precede longer codes (details can be seen in RFC1951 [16]).

The Huffman codes for the two alphabets appear in the block immediately after the header bits and before the actual compressed data, first the literal/length code and then the distance code. Each code is defined by a sequence of Huffman code lengths. For even higher compression ratio, the code length sequences themselves are compressed using a Huffman code.
5.x.2
Configuration of uplink data compression

PDCP entities associated with DRBs can be configured by upper layers [3] to use UDC uplink-only (if configured). If UDC is configured, the UE shall process the received PDCP data PDU from higer layer corresponding to the configured DRB.

5.x.3
UDC header

UDC header (1byte) is added before adding the PDCP header, and followed by UDC data block (details see subclause 6.2).UDC header involves the information about whether the current PDCP SDU is processed by UDC or not, whether to reset the compression buffer or not, and the validation checksum of the compression buffer.

Note: UDC Data Block follows UDC header should be byte-alignment.
5.x.4
Buffer handling
A compression buffer and a decompression buffer associated with the current DRB are in UE side and eNodeB side, respectively.

If the current PDCP SDU needs to be compressed, the content in buffer will be used to do the string matching with the current packet. After compressing, the current PDCP SDU is copied and linked to the tail of compression buffer.

Max Buffer size is configured by upper layer [3]. If the size of current buffer plus size of current PDCP SDU is larger than max buffer size, then buffer is truncated to the max buffer size by keeping the tail part.

Compression buffer and decompression buffer can be reset if needed.

5.x.5
Configured parameters

Some algorithm parameters are configured by upper layer [3], including buffer_size, adaptive or static Huffman coding, etc.

5.x.6
Error handling
Checksum mechanism could be used to resolve synchronisation miss-match (if any) between compression buffer and de-compression buffer. This means, compressor calculate a checksum value by using the data in buffer, and the de-compressor can validate the buffer content by the checksum value.
If checksum failure is found, error handling mechanism is started.

5.x.7
Pre-defined dictionary
TBD
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6.2.x
UDC header

Figure 6.2.x.1 shows the format of the PDCP Data PDU when UDC is configured. This format is applicable for uplink PDCP Data PDUs carrying data from DRBs mapped on RLC AM.
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Figure 6.2.x.1: UDC header format for DRBs
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6.3.x
FU

Length: 1 bit
Indication of  whether this packet is processed by UDC entity or not, i.e. “1” means this packet is processed by UDC and the content following this 1byte header is a UDC data block.
6.3.y
FR

Length: 1 bit
Indication of  whether to reset the UDC compression buffer or not. Applicable when UE needs to reset the compression buffer, i.e. clearing the content in the compression buffer (all bits are 0) and set the FR bit to “1”.
6.3.z
Checksum

Length: 4 bits
Validation the compression buffer, is calculated by the content of current compression buffer before the current packet is put into buffer. The calculation algorithm could be similar as the popular method, such as CRC, and calculation result is truncated the into 4 bits checksum value.
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