3GPP TSG-RAN WG2 #99bis              







 R2-1710220
Prague, Czech Republic 9 - 13 October 2017
Agenda Item:
10.2.15
Source: 
Huawei, HiSilicon
Title: 
Slice-based Unified Access Control
Document for:
Discussion and Decision
1 Introduction

In RAN2 #99 meeting, the following agreements were made for slicing:

	Agreements:

1
RAN2 understand that a network slice has a RAN part and a CN part. There is no concept of a RAN slice separate from the network slice

2
RAN2 targets that RAN solutions for network slicing should be able to support a large number of slices (e.g. hundreds of slices).

2a: Number of slices supported by UE in parallel is 8.

3   From UE perspective, the UE can be configured to support the requirements of the supported slices (e.g by appropriate configuration of different DRBs of different PDU sessions).

4   For intra-freq cell reselection the UE try to always camp on the best cell.

5   We will not support additional functionality for RACH resource isolation/differentiated treatment for slicing for Rel-15

Working assumption: For needs of slicing, appropriate configuration of the dedicated priorities provided from the gNB can be used to control the frequency on which the UE camps. (i.e. reuse of same mechanism as in LTE). (To be checked whether the gNB has knowledge of all the slices to which the UE is registered)

FFS: Whether any additional mechanisms are to be introduced for control of the frequency on which the UE camps


In SA1 #79 meeting, the following agreements regarding access control in NR have been made [1] 
	· Unified access control will address Network slicing aspect.


In this contribution, we intend to discuss the solution on how to address the network slicing in unified access control.
2 Discussion 
2.1 Slice-based unified access control for idle/inactive UEs
Access control means different criterion will be used by UE to determine which access attempt should be allowed or blocked when congestion occurs in the 5G system. These different criteria for access control are associated with access categories with minimized inter-dependency among the different access control categories. The 5G system will provide a single unified access control where operators control accesses of each category. According to SA1 reply LS on unified Access Control for 5G NR and attached CR [1], the unified access controls supports flexibility to allow operators to defined operator-defined categories using their own criterion, e.g. network slicing aspects.
In order to support network slice based unified access control, the mapping rules for network slicing to access category should be provided by the core network, i.e. NAS signalling. Besides, access barring configuration parameters involving access categories addressing network slicing should be provided by RAN. 
An access procedure for idle UEs is illustrated in the following figure below:
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Figure 1 Access Control procedure for idle UEs

For UEs in RRC_IDLE, the access barring configuration parameters could be provided by RAN in system information, e.g. Minimum SI. 
Proposal 1: In case of network slicing support, the UE-specific configuration of network slice to access category shall be provided by the network.

Proposal 2: For idle/inactive UEs, RAN should broadcast the access barring parameters per access category taking network slicing into account.
2.2 Slice-based unified access control for Connected UEs
As the discussion in [2], for UEs in RRC_CONNECTED, user plane triggered access control should be supported at least for grant-free data transmission. Different from the discussion for idle UEs whose access control information can be provided in system information, connected UEs may have different QoS requirements and access control requirements. The network should be able to configure different access barring parameters for connected UEs. Access barring configuration information via dedicated RRC signalling can be applied to each UE, rather than all the UEs, in order to achieve more effective access control.
Proposal 3: For connected UEs, RAN can provide the access control information per access category addressing network slicing via dedicated RRC signalling.
2.3 Requirement for RAN part ID

Even through up to 8 S-NSSAIs will be supported by each UE simultaneously, different UEs will request different S-NSSAIs, thus RAN may be required to support hundreds of slices. As the agreement in last RAN2 #99 meeting, RAN2 targets that RAN solutions for network slicing should be able to support a large number of slices.
For access control from RAN’s perspective, more flexibility may be required when compared with CN part. Thus, fine-grained mapping between S-NSSAIs and categories should be supported. If few S-NSSAIs or even each S-NSSAI will be mapped to one access category, and independent access barring configurations are corresponding to access categories, the access control information provided by RAN will be excessive. Broadcasting hundreds of entries involving access category to access barring configuration in system information is undesirable. An effective solution is to introduce an identifier (ID) for RAN, and each RAN part ID corresponds to a set of S-NSSAIs which have the same access barring configuration.
Proposal 4: An identifier by grouping S-NSSAIs should be introduced for access control purpose in RAN in order to cope with hundreds of network slices.
3 Conclusion
In this contribution, we discussed the solution on how to address the network slicing in unified access control, make the following observation and proposals:

Proposal 1: In case of network slicing support, UE-specific configuration including the mapping rules involving network slicing to access category shall be provided by the network.

Proposal 2: For idle/inactive UEs, RAN should broadcast the access barring parameters per access category taking network slicing into account.
Proposal 3: For connected UEs, RAN can provide the access control information per access category addressing network slicing via dedicated RRC signalling.
Proposal 4: An identifier by grouping S-NSSAIs should be introduced for access control purpose in RAN in order to cope with hundreds of network slices.
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