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1.
Introduction
In #98 meeting, RAN2 made following agreements.

· As a baseline, RRC state transition from INACTIVE to CONNECTED follows three-step procedure (e.g. request, response, complete). (3 steps from the Request message, i.e. not including any paging). Continue to discuss a 2 step procedure for the state transition if it can be used for all cases
· Initial UE RRC message from RRC_INACTIVE (e.g. MSG3) should be sent on SRB0

· In case the RAN is successful in retrieving and verifying the UE context, MSG4 should be integrity protected and sent on SRB1

· RAN2 aim that in case the RAN is successful in retrieving and verifying the UE context, MSG4 should be ciphered and sent on SRB1

· FFS Whether there may be cases where message where the MSG4 cannot be ciphered.

· If the UE received a resume message on MSG4 on SRB1 then the UE enters RRC Connected.

· If the UE received a message suspending the UE on MSG4 on SRB1 then the UE remains in RRC Inactive.

· FFS In case the RAN is not successful in retrieving or verifying the UE context, MSG4 (can be at least be a message that requests the UE to trigger a new connection) will be sent on SRB0

· FFS Whether MSG 4 can be a reject to idle. 

· FFS When the UE receives in MSG4 on SRB0 then the UE releases at least the AS security context and UE NAS layer should be informed.
· Connection resume message will include information that can at least indicate RAN area update. Inclusion of information to enable access control is not precluded.
In this contribution, we would like to discuss remaining FFS related to RAN area update procedure.

2
Discussion
During a RAN area update procedure, the UE context fetch may or may not succeed. Even if the context fetch from the anchor gNB succeeds, the new gNB may not want to resume the RRC connection due to, e.g., temporary signalling congestion. Also, even if the UE context fetch fails, the gNB may want to establish new RRC connection, e.g., the fallback procedure. The above cases can be summarized as follows.
· When the RRC connection activation procedure succeeds 

In this case, the MSG4 should be integrity protected and sent on SRB1, and the UE will transit to RRC_CONNECTED after the RRC connection activation procedure ends.  
· When the UE context fetch is successful, but the gNB does not want to resume the RRC connection

This case can occur when the gNB feels overload or congestion suddenly although the the UE context is already fetched to the new gNB successfully. Considering that most congestion or overload is temporary, it will be efficient to postpone the resuming RRC connection instead of releasing UE context. Therefore, the gNB can transmit RRC connection activation reject to the UE with a state indicator to allow the UE to stay in the RRC_INACTIVE. 

Observation 1. To alleviate the network congestion, the gNB can transmit RRC connection activation reject to the UE on SRB0 although the UE context fetch is successful

Proposal 1. In response to a connection activation request, the UE can receive a reject message in MSG4, and a state indicator to allow the UE to stay in the RRC_INACTIVE can be added in reject message.
· When the UE context fetch fails, but the gNB subsequently wants to establish a new RRC connection
Basically, if the UE context fetch fails, resuming RRC connection is impossible. However, when the RRC connection activation procedure is initiated due to receiving paging or detecting uplink data/signaling, a fallback procedure like in the resume procedure in LTE is useful for the UE to establish a RRC connection, which is faster than to trigger an initial RRC connection procedure. In that case, the UE receives RRC Connection setup message in MSG4 on SRB0, and in order to establish a new RRC connection, firstly the UE release the AS security context and UE NAS should be informed.
Proposal 2. The network can trigger the fallback procedure to establish a new RRC connection when resuming a RRC connection due to MO or MT cases.
Proposal 3. When the UE receive RRC connection setup message in MSG4 for the fallback, the UE release the AS security and the UE NAS should be informed.
However, we need to discuss further whether the fallback procedure would be useful in a RAN notification area update. If the gNB triggers a fallback procedure during a RAN notification area update procedure, the UE should transit to RRC_CONNECTED even though there is no user data to transmit, and in order to re-enter to RRC_INACTIVE there should be additional signalling. Thus, the fallback procedure should not be considered for the RAN notification area update.

Proposal 4. The fall-back procedure should not be considered for the RAN notification area update.

· When the UE context fetch fails except in the previous case
The network could not resume legacy RRC connection due to an absence of a valid UE context. Thus, we think that it is more natural and reasonable for the network to reject the RRC connection activation request. Therefore, when the UE receives a rejection due to an abnormal situations, state transition to RRC_IDLE should be a baseline. Then like a legacy behavior in LTE, the AS layer will inform the upper layer about the failure to resumption of RRC connection and if necessary, the UE will try to make a new RRC connection.
Proposal 5. When a UE receives the reject message in MSG4 in response to connection activation request, it should be the baseline for the UE to move to RRC IDLE and the AS layer will inform the upper layer about the failure.
3 Conclusion
In this discussion paper we have presented our views and considerations on FFS related to RAN area update procedure.
Observation 1. To alleviate the network congestion, the gNB can transmit RRC connection activation reject to the UE on SRB0 although the UE context fetch is successful

Proposal 1. In response to a connection activation request, the UE can receive a reject message in MSG4, and a state indicator to allow the UE to stay in the RRC_INACTIVE can be added in reject message.
Proposal 2. The network can trigger the fallback procedure to establish a new RRC connection when resuming a RRC connection due to MO or MT cases.

Proposal 3. When the UE receive RRC connection setup message in MSG4 for the fallback, the UE release the AS security and the UE NAS should be informed.
Proposal 4. The fall-back procedure should not be considered for the RAN notification area update.
Proposal 5. When a UE receives the reject message in MSG4 in response to connection activation request, it should be the baseline for the UE to move to RRC IDLE and the AS layer will inform the upper layer about the failure.

