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1 Introduction

During RAN2#98, the following agreements were made on the required enhancement to solve the problem of critical data discard handling for video transmission:
1
Provide solutions to make UE access stratum be aware of upper layer critical data within DRB of one user. 

2
FFS: Provide mechanisms for the eNB to be made aware whether the UE has upper layer critical data.

This contribution aims to progress on the required solution to improve the perceived video quality taken into consideration the inputs provided in the email discussion [98#55].
2 Discussion on potential solutions
If a UE could notifies the eNB when UL critical data is stored within a given DRB, the eNB could provide different scheduling handling (e.g. having more and/or larger grants) or additional protection for the UL grant (e.g. lower MCS, additional redundancy, different maximum number of retransmission or increase the number of repetitions required when operating in CE) to help that this critical data gets transmitted on time. It is to note that actual decision is up to eNB taken into consideration diverse factors. Moreover eNB may also benefit to know when there is non-critical data stored in UE's buffer as this can help the network to revert back to normal behavior (e.g. increasing MCS, reducing redundancy).
Proposal 1. A mechanism is defined for a UE to notify eNB about UL critical data in its buffers. 
Proposal 2. It is up to eNB implementation how to use UE's information about its UL critical data in its buffer, e.g. on the scheduling (e.g. to provide more and/or larger grants) or on the protection for the UL grant (e.g. to provide lower MCS, additional redundancy, different maximum number of retransmission or increase the number of repetitions required when operating in CE).
In the email discussion [98#55], two approaches are mainly consider to provide the information associated to the UL critical data in the UE's buffer: via PDCP or via MAC layer. Enabling a mechanism via PDCP may provide packet level granularity, however this adds UE complexity (e.g. packet inspection may need to be enabled) and may not provide as much benefit taken into consideration legacy LTE QoS frame (which does not allow to provide different handling within a given DRB). Therefore we suggest enabling the MAC approach. 
Proposal 3. A MAC based mechanism is used for the UE to notify eNB about UL critical data in its buffers.
It is important to discuss which information may be of most help for an eNB and based on that different MAC approaches could be considered. Some of the information that may be helpful are the following:

(1) To indicate when there is critical data stored in UE's buffer. 

(2) To indicate when there is non-critical data stored in UE's buffer.

(3) To indicate if with latest UL grant allocation and expected periodicity, the critical data would end up being discarded before being able to transmit it.
Proposal 4. A UE indicates the eNB: (1) when there is critical data stored in UE's buffer, (2) when there is non-critical data stored in UE's buffer and (3) if with latest UL grant allocation and expected periodicity, the critical data would end up being discarded.
To signal the information explained above 3 bits could be used if at a given time, more than one of the values need to be reported; however as this is not the case, 2bits should be enough. For example:

	A
	B
	Reporting information

	0
	0
	non-critical data stored in UE's buffer

	0
	1
	critical data stored in UE's buffer

	1
	0
	with latest UL grant allocation, the critical data will be discarded

	1
	1
	reserved


Lastly the MAC based mechanism used for UL critical data reporting could be for example:

(a) A new MAC CE is defined for critical data reporting. For example as shown in figure 1:
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Figure 1. New MAC CE for critical data reporting
· LCID (5 bits) identifies the logical channel ID of the bearer carrying the critical data.

· A & B (2 bits) provides the critical data reporting information (as shown in the table above).
· "R" is reserved for future usage.
(b) An extension of legacy BSR to include critical data reporting. The reserved bit in the MAC sub-header or a new LCID of the UL-SCH could use to differentiate this new extended version of legacy BSR MAC CE that includes the critical data reporting (via A & B).


[image: image2.emf]Buffer Size LCG ID Oct 1

R A B Oct 2

Buffer Size #0

Buffer 

Size #1

Buffer Size #1 Buffer Size #2

Buffer 

Size #2

Buffer Size #3

Oct 1

Oct 2

Oct 3

A0 B0 A1 Oct 4 B1 A2 B2 A3 B3


Figure 2. Extended version of legacy BSR for critical data reporting
Proposal 5. To discuss whether to define (a) a new MAC CE for UL critical data reporting or (b) an extended version of legacy BSR(s) for critical data reporting. 
3 Conclusion

This contribution proposes the following:
Proposal 1.
A mechanism is defined for a UE to notify eNB about UL critical data in its buffers.
Proposal 2.
It is up to eNB implementation how to use UE's information about its UL critical data in its buffer, e.g. on the scheduling (e.g. to provide more and/or larger grants) or on the protection for the UL grant (e.g. to provide lower MCS, additional redundancy, different maximum number of retransmission or increase the number of repetitions required when operating in CE).
Proposal 3.
A MAC based mechanism is used for the UE to notify eNB about UL critical data in its buffers.
Proposal 4.
A UE indicates the eNB: (1) when there is critical data stored in UE's buffer, (2) when there is non-critical data stored in UE's buffer and (3) if with latest UL grant allocation and expected periodicity, the critical data would end up being discarded.
Proposal 5.
To discuss whether to define (a) a new MAC CE for UL critical data reporting or (b) an extended version of legacy BSR(s) for critical data reporting.
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