Page 4
Draft prETS 300 ???: Month YYYY
3GPP TSG-RAN WG2 Meeting #99	R2-1708664
Berlin, Germany, 21st – 25th August 2017

Source:	Ericsson
Title:	Identify certification for drones
Agenda Item:	9.4.5
Document for:	Discussion and Decision
Introduction
In RAN#75, the study item on enhanced support for aerial vehicles was approved [1]. The objective of the study is to investigate the ability for aerial vehicles to be served using LTE network deployments with base station antennas targeting terrestrial coverage, supporting Release 14 functionality (i.e. including active antennas and FD-MIMO), to verify the level of performance in terms of latency, reliability, delay jitter, coverage, data rate, and UE density, positioning accuracy, etc. In SI, there is an objectives related to studying identification of a non-certified drone UE:

· Identify potential enhancements to LTE so that it is better suited to provide connectivity and positioning services to drones in the identified deployment scenarios. The study should consider the following aspects:
· ..
· ..
· Identification of an air-borne UE that does not have proper certification for connecting to the cellular network while air-borne [RAN2]



Related agreements from RAN2#98 meeting:


Agreements:

Study how to identify air-borne UE causing interference.
FFS: Study the RAN2 impact on how to identify proper certification for a drone capable UE.


In this contribution, we discuss the above SI objective.
Discussion
In last RAN2#98 meeting, the objective for identifying of an air-borne UE that does not have a proper certification was discussed. In certain regions, a certification or authorization may be required for a UE to fly while being connected to LTE network. It was recognized that part of the authorization or certification problem setting is out of scope of RAN2. Though, even some solutions would be out of scope of RAN2, it would be beneficial to discuss the certification issue in RAN2 for achieving better understanding on the issue.

As mentioned in [1], there are regulatory aspects specifically for drones. Two types of “drone UE” are observed in the field. One is a drone equipped with a cellular module certified for aerial usage. On the other hand, there might be a drone carrying a cellular module that is only certified for terrestrial operation. Such usage may not be permitted from a regulatory standpoint in certain regions. In general, the terms certification and authorization can be misleading as those have many levels and usages. For example, there might be a device certification which controls the device or there could be a subscription which is enforced by the network which then controls users in addition to the device. Further, there may be a need in the field for a third party to identify certification for a drone. Identifying a drone flying by a third party might require a global identifier for the drone that can be recognized or read by the third party. 
 
[bookmark: _Toc481673971][bookmark: _Toc481676098][bookmark: _Toc481678081][bookmark: _Toc481678112][bookmark: _Toc481678121][bookmark: _Toc481780639][bookmark: _Toc481785201][bookmark: _Toc489621653][bookmark: _Toc490138613]Discuss in RAN2 which of these cases should be considered within the SI.


RAN impact

Possible solutions clearly belonging to RAN are as follows. A drone capability can be defined such that during the connection setup, the UE can indicate its airborne capability to the network. The next question is how to identify an airborne capable UE that is flying. Perhaps the simplest solution is to request the airborne capable UE to explicitly send a message to inform the network that it is in flying mode. Though, currently in LTE such mechanism does not exist where the UE changes its mode of operation, like in this case from being a terrestrial UE to being air-borne UE, and informs the network about it.

[bookmark: _Toc490138608][bookmark: _Toc489619494][bookmark: _Toc489621655]A drone capability can be defined 
[bookmark: _Toc490138609] UE may in principle be expected to send a message to inform the network that it is in flying mode.

One issue for the signalling is that it should be defined when a UE shall consider it is airborne and it may be difficult to have a testable condition for a flying UE. Even if the above message would be defined, there is still need for the network to try to detect a flying UE as there is need to try to recognize when a non-drone capable UE is flying.

Identifying the flying UE, drone capable or non-drone capable, may enable the network to take proper measures. For example, optimized performance enhancing solutions may be used if the network detects the flying non-airborne capable UE (e.g. a normal smartphone attached to a drone) but decides to continue serving the UE. Alternatively, the network may limit the service or even drop the connection.
Identifying a flying UE is a challenging task. It is an overkill to request the network to identify every UE that may potentially be flying. From the network perspective, the main purpose of identifying a flying UE is to prevent the excessive uplink interference that may be caused by the UE. Therefore, it seems reasonable that the network starts to identify potential flying UEs when the network detects the increased interference. - How to detect the increased interference potentially caused by flying UEs is an interesting topic in its own right and does not likely require any standard changes. Assuming for now that the network has detected the increased interference potentially caused by some flying UEs or triggered by some other event, it starts to identify the flying UEs. There are both L1 and L2 specific potential solutions for identifying a flying UE.
The RRM measurement reports such as Reference Signal Received Power (RSRP) or Reference Signal Received Quality (RSRQ) can be used to deduce a potential flying UE. For example, if the UE reports high RSRP for far away cells, or certain event generates a lot of RSRP reports, network may deduce the UE is possibly flying. Network may also compare RSRP and RSRQ values as typically even reported RSRP values would be high, due to DL interference the RSRQ values might be relative low. We list potential enhancements to measurement mechanism in our companion paper for interference detection in [2].
Mobility history reports can be in identifying a flying UE. A flying UE might have different HO rate and/or the PCIs of the target and source cell might belong to cells that are not close neighbours.

[bookmark: _Toc489621657][bookmark: _Toc490138611]Use of RRM measurement reports and mobility history reports are potential L2 solutions for detecting a flying UE.

We mention here also few L1 possible solutions. In an LTE network, ToA estimation is used to determine the TA adjustment value. Thus, ToA estimate and TA adjustment value are readily available in the serving cell. Both ToA estimate and TA adjustment value reflect the round-trip propagation delay between a UE and the eNB. As an aerial UE is able to connect to a farther away cell than terrestrial UE, high TA value might imply that the UE is flying. Thus, both ToA estimate and TA adjustment values can be used to identify an aerial UEs.
The network may also consider estimating the position of the UE to identify if the UE is flying. Still, it may be difficult to identify whether the UE is on high floors of a high-rise building or it is flying. Speed estimation via Doppler analysis may be used, with the assumption that indoor UEs are of low mobility and flying UEs are of higher mobility. However, it is possible that the UAV carrying the non-airborne capable UE is flying at a low speed and hovering over the area of operation. 
Yet another implementation specific L1 solution is to use FD-MIMO solutions. For example, in CLASS B FD-MIMO, network may configure k beams from which UE selects the most suitable one. If one or more of these beams are directed upwards, a UE selecting such beam is potentially a flying UE. 


Capture in TR ways to identify a drone capable or non-drone capable flying UE from RAN2 perspective.

Conclusions
In this contribution, we discussed the identification issues and have the following conclusions and proposals: 
[bookmark: _Toc477953421][bookmark: _Toc477953495][bookmark: _Toc477953538]Observation 1	A drone capability can be defined 
Observation 2	 UE may in principle be expected to send a message to inform the network that it is in flying mode.
Observation 3	Use of RRM measurement reports and mobility history reports are potential L2 solutions for detecting a flying UE.

Proposal 1	Discuss in RAN2 which of these cases should be considered within the SI.
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