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Introduction
This contribution is an update of R2-1706511 [1].
In a response [2] to a RAN2 LS sent to CT1 on unified access control [3] CT1 asks RAN2 for information related to expected changes to establishment causes and call types: 
While doing the assessment of the feasibility to map an access attempt to an access category, the following additional questions for RAN2 were raised:
Question 3: Will RAN2 still require NAS to provide RRC establishment cause or the Call Type or both. 
Question 4: If the answer to Question 3 is Yes, does RAN2 expect that there will be changes to the existing RRC establishment cause and call types defined for E-UTRA?
Further, in connection to slicing discussions, both in e-mail discussion [4] and separate contributions, e.g., [5], it has been proposed or discussed to consider including access category in Msg3 as a basis for enabling separate treatment of slices. 
In RAN2-98, the following agreement was reached: 
Agreements
1	RAN2 aims that the 5G AC mechanism for a UE in RRC_IDLE is applicable to a UE in RRC_INACTIVE. 
FFS if any aspects may not be applicable or may need to be changed for RRC_INACTIVE relative to RRC_IDLE (to be addressed by both CT1 and RAN2).
2	RAN2 aims to define the 5G AC mechanism for a UE in RRC_CONNECTED. Details FFS

3	UE NAS provides the access category information to UE RRC at least for RRC_IDLE 
FFS for RRC_INACTIVE

4	Connection Request will include some information to enable the gNB to decide whether to reject the connection request
FFS whether the information that is included is e.g. provided by NAS, derived from the AC, etc 
FFS for RRC_INACTIVE
=>	LS to CT1 (already allocated) to provide this information to CT1

Based on these agreements, RAN2 provided a reply LS to CT1 in [6]. CT1 then replied to RAN2 in [7] regarding default access categories.
This contribution further elaborates on information included in a connection request and in particular aspects of access category, call type and establishment cause in NR.
[bookmark: _Ref178064866]Discussion
Use of establishment cause and call type in LTE

In E-UTRAN and over RRC, establishment causes are used in RRC Connection Request or Resume Request to indicate the reason for establishment. The main purpose of this is to allow differentiation by the network, dependent on cause. What RAN needs to know is how important it is to admit that UE at that point to allocate resources between RA and Initial Context Setup. For example, the network may choose to treat certain establishment causes with higher priority than others. Lower priority accesses may be rejected in case of congestion.
The UE NAS will, when requesting (or requesting to resume) a signaling connection establishment to lower layers, provide an RRC establishment cause and a call type. The RRC establishment cause is then included in Msg3 and the call type is used for purposes of access control.
For RRC Connection Request and RRC Connection Resume Request, the establishment/resume causes specified for EUTRAN are: Emergency, High Priority Access, mt-Access, mo-Signalling, mo-Data, delayTolerantAccess-v1020, mo-VoiceCall-v1280, spare (For NB, it is mt-Access, mo-Signalling, mo-Data, mo-ExceptionData, delayTolerantAccess-v1330, spare3, spare2, spare1)
The call types, (3GPP TS 24.301) are: "originating signalling", “emergency calls”, "originating MMTEL voice" , "originating MMTEL video", "originating SMSoIP", "originating SMS", "terminating calls", "originating calls", "mobile originating CS fallback". 
The call types are input from NAS to RRC to perform barring checks as described in 36.331. The call types and the establishment causes seems to be largely the same, but there is no real 1-1 mapping (for example, delayTolerantAccess is not a call-type but EAB “call type” serves same purpose) The purpose of them are however both to allow for a differentiated handling, through either prevention or prioritization of an access or resource request. For NR, there seems to be opportunities to align these two mechanisms.
Access Categories in unified Access Control
For unified access control [3], RAN2 described that each access attempt can be mapped to an access category based on, e.g.,: 
-	the application triggering the access
-	services (e.g. MMTEL voice, MMTEL video, SMS)
-	call types (e.g. emergency access, high priority access)
-	device/subscription indicators (e.g. low priority UEs)
-	signalling procedure(s) (e.g. NAS procedures, RRC procedures)
-	etc.

The above list seems to include also aspects similar to establishment cause and call type as describe above, e.g., service, call types We can make the following observation: 
[bookmark: _Toc481076881][bookmark: _Toc481477766][bookmark: _Toc481652738][bookmark: _Toc481754959][bookmark: _Toc481773043][bookmark: _Toc485304370][bookmark: _Toc485304444][bookmark: _Toc485304598][bookmark: _Toc485416813][bookmark: _Toc490264273]Establishment causes and call types may be a subset of what can be used to determine new unified access category 
Based on this, it seems reasonable to consider if, as part of the unified access control, also incorporate establishment cause and call type as known from E-UTRAN. If the access category determination, i.e., what events on higher layers that should map to what access categories, is controlled by NAS and signalled to RRC we think that at least the call type can be directly replaced with the access category. This would also allow that future services, slices or whatever distinctions desired can be applied without changing the framework, by simply changing the rules for what access category to use.
[bookmark: _Toc481076882][bookmark: _Toc481477767][bookmark: _Toc481652739][bookmark: _Toc481754960][bookmark: _Toc481773044][bookmark: _Toc485304371][bookmark: _Toc485304445][bookmark: _Toc485304599][bookmark: _Toc485416814][bookmark: _Toc490264274]For an NR UE, a request from NAS including new access category removes the need of a call type indication. 
The establishment cause value is, as mentioned above, also indicated by higher layers. According to TS 24.301, for a single NAS event and call type, there could be different mappings to establishment causes. For example, for NAS event Tracking Area Update, there could be one and the same call type “originating signalling” but the establishment cause can differ. See below extract from 3GPP TS 24.301 on Tracking Area update: 
	If the UE is allowed to use exception data reporting (see the ExceptionDataReportingAllowed leaf of the NAS configuration MO in 3GPP TS 24.368 [15A] or the USIM file EFNASCONFIG in 3GPP TS 31.102 [17]) and there is a pending request from upper layers to transmit user data related to an exceptional event, the RRC establishment cause shall be set to MO exception data. 
	"originating signalling"


	If the UE is requesting resources for V2X communication over PC5, the RRC establishment cause shall be set to MO signalling.
 (See Note 1)
	"originating signalling"




We believe that many of these rules can be referred to an operator-configured access category rather than specified with specific mappings between NAS events, call types and establishment causes. One reason why this would be attractive would be that the input priority indication for transmitting an access (barring, i.e., priority to use the PRACH resources) would be the same as the priority indication for allocating resources for further signaling (SRB). We don’t really see why they should be different. For example, the use of not blocking an access (use of PRACH) is questionable if the request will anyway be rejected after Msg3 and vice versa. If the same input (access category) is used both as barring input and for establishment cause in the RRC message (Msg3) to the network, then a consistent handling can be supported. Including an access category in Msg3 also provide for a future-proof solution, where operators easier can incorporate new rules and priorities for access (both to prevent access and to allow resources for SRB), simply by defining how to configure and map, e.g., NAS events to access categories. If an access category can be configured with, e.g., operator-controlled rules, virtually any access category can be created, and treatment, both in barring and in the network when an access request is received, will be fully configurable. 
[bookmark: _Toc481076883][bookmark: _Toc481477768][bookmark: _Toc481652740][bookmark: _Toc481754961][bookmark: _Toc481773045][bookmark: _Toc485304372][bookmark: _Toc485304446][bookmark: _Toc485304600][bookmark: _Toc485416815][bookmark: _Toc490264275]A framework where access category is replacing both call type and establishment cause will be simpler, future-proof and more flexible

In particular, in connection to slicing, different ways of differentiating treatment of access requests to different slices are being considered. In a separate e-mail-discussion [4] that possibility for differentiation of slices may be desirable, e.g., at initial access. The means to do this that are mentioned are, e.g., to separate random access resources or to associate access to different slices with different access categories and include these categories in Msg3. This latter seems attractive in that it may very well be used not only for slicing, but also for other aspects for which differentiation would become desirable. Any aspect that can be input to access category will also be present in Msg3. In the future, it is thus enough to update how access category is determined, the access control framework would be the same.
[bookmark: _Toc481076884][bookmark: _Toc481477769][bookmark: _Toc481652741][bookmark: _Toc481754962][bookmark: _Toc481773046][bookmark: _Toc485304373][bookmark: _Toc485304447][bookmark: _Toc485304601][bookmark: _Toc485416816][bookmark: _Toc490264276]A framework where access category is replacing both call type and establishment cause can account for differentiation of slices. 
With all the above it seems reasonable to further study if access category can replace or be used as input for both access barring and admission/response to Msg3. 
[bookmark: _Toc481477770][bookmark: _Toc481652747][bookmark: _Toc481754969][bookmark: _Toc481773048][bookmark: _Toc484637974][bookmark: _Toc485304378][bookmark: _Toc485416819][bookmark: _Toc490264279]RAN2 should consider access category both for access barring purposes and as establishment cause in RRC Connection Request and RRC Connection Resume Request messages in NR

Continuing, we note that at least the following topics should be addressed. 
Access category in Msg3 size
[bookmark: _GoBack]Establishment cause is currently only a 3-bit field, i.e., less than 10% of the total size of Msg3. If a new unified access category should be included in Msg3 instead of establishment cause, more bits would be required. It is not yet discussed in RAN2 what would be a feasible access category range, but we think that operators can come to need prioritizations of many more categories than 3 bits would allow. Up to 128 or 256 different categories would seem reasonable, translating up to 7 or 8 bits. In particular in situations when many different slices are supported. If the use of access category as outlined above is considered feasible by RAN2, a significantly larger range than what 3 bits allows should be considered when specifying Msg3.
[bookmark: _Toc481652742][bookmark: _Toc481754963][bookmark: _Toc481773047][bookmark: _Toc485304374][bookmark: _Toc485304448][bookmark: _Toc485304602][bookmark: _Toc485416817][bookmark: _Toc490264277]If access category should replace establishment cause for NR, more bits are needed in Msg3. When considering the amount of access categories for NR, RAN2 should consider the impact on size of Msg3.
In [8], we discuss default access categories and propose that the default access categories and configured access categories use different codepoints. To drive this even further, if the access category would be included in msg3, a way to potentially save bits, at least when a default access category is used, is to only signal the necessary amount of bits needed to indicate the default access category. For example, if the default access category uses codepoints 0-7 of the access category codespace, three bits would be enough. Thus we observe:
[bookmark: _Toc485304375][bookmark: _Toc485304449][bookmark: _Toc485304603][bookmark: _Toc485416818][bookmark: _Toc490264278]When the UE indicates a default access category in msg3, the size could be made smaller than when indicating a configured access category.
Dependencies to progress in CT1
Assuming that the access category determination is a NAS responsibility, RAN2 cannot by itself specify how UE NAS would provide priority indications (as proposed, access categories) to AS. 
It is proposed that RAN2 send an LS to CT1 to inquire about their view on replacing both call type and establishment cause with a configurable access category indication, used both for purposes of barring as well as for inclusion in a connection request 
[bookmark: _Toc485304379][bookmark: _Toc485416820][bookmark: _Toc481076888][bookmark: _Toc481076960][bookmark: _Toc481477773][bookmark: _Toc481652748][bookmark: _Toc481754970][bookmark: _Toc481773049][bookmark: _Toc484637975][bookmark: _Toc490264280]It is proposed that RAN2 send an LS to CT1 to get CT1 view of replacing call type and establishment cause with access category. 
In [9], we provide a draft LS to CT1 on this topic.
Conclusion
In this paper, we have outlined a framework for establishment cause in NR.
In section 2 we made the following observations:
Observation 1	Establishment causes and call types may be a subset of what can be used to determine new unified access category
Observation 2	For an NR UE, a request from NAS including new access category removes the need of a call type indication.
Observation 3	A framework where access category is replacing both call type and establishment cause will be simpler, future-proof and more flexible
Observation 4	A framework where access category is replacing both call type and establishment cause can account for differentiation of slices.
Observation 5	If access category should replace establishment cause for NR, more bits are needed in Msg3. When considering the amount of access categories for NR, RAN2 should consider the impact on size of Msg3.
Observation 6	When the UE indicates a default access category in msg3, the size could be made smaller than when indicating a configured access category.

Based on the discussion in section 2 we propose the following:
Proposal 1	RAN2 should consider access category both for access barring purposes and as establishment cause in RRC Connection Request and RRC Connection Resume Request messages in NR
Proposal 2	It is proposed that RAN2 send an LS to CT1 to get CT1 view of replacing call type and establishment cause with access category.
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