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1. [bookmark: OLE_LINK13][bookmark: OLE_LINK14]Introduction
According to the current NR discussion on the SDAP layer, the SDAP entity is used to map a specific QoS flow to a specific DRB (i.e. PDCP entity). According to the email discussion on drafting the SDAP specification, each SDAP entity will correspond to a PDCP session [1]. In this contribution, we discuss the NAS-AS interaction signaling in SDAP layer in more details.
2. Discussion


Figure 1: SDAP sublayer, structure view [1]
The modeling of SDAP sulayer is illustrated as Figure 1 [1].

2.1 RRC configuration of SDAP entity
As the SDAP entity can include one or more DRBs which includes at least one default DRB, then the sdap-config field should be outside the drb-ToAddModList field in the ASN.1 structure. According to the LTE ASN.1 structure the drb-ToAddModList field includes the layer-2 configurations of PDCP, RLC and logical channel. 
	36.331:
[bookmark: OLE_LINK1][bookmark: OLE_LINK4]DRB-ToAddModList ::=				SEQUENCE (SIZE (1..maxDRB)) OF DRB-ToAddMod

DRB-ToAddMod ::=	SEQUENCE {
	eps-BearerIdentity					INTEGER (0..15)			OPTIONAL,		-- Cond DRB-Setup
	drb-Identity						DRB-Identity,
	pdcp-Config							PDCP-Config				OPTIONAL,		-- Cond PDCP
	rlc-Config							RLC-Config				OPTIONAL,		-- Cond Setup
	logicalChannelIdentity				INTEGER (3..10)			OPTIONAL,		-- Cond DRB-Setup
	logicalChannelConfig				LogicalChannelConfig	OPTIONAL,		-- Cond Setup
	...
}


Proposal 1: SDAP configuration is outside the DRB configuration (i.e. DRB-ToAddModList and drb-ToReleaseList).

As the UE will have more than one SDAP entities, the network should give an SDAP ID for each SDAP entity. From our understanding each SDAP configuration will have a PDU session ID which is mandatory for the SDAP configuration and used for NAS to send the packet of a specific PDU session to a SDAP entity.
Proposal 2: Each SDAP configuration includes a mandatory field of a PDU session ID.

As the session IDs from different slices can be the same, and the flow IDs from different sessions can also be the same. Then the slice ID should be optionally configured for each entry if more than one slices are configured for the UE, to allow the NAS layer to determine which PDU session from which slice are used for the SDAP entity.
Proposal 3: Each SDAP configuration includes an optional field of a slice ID.

According to Proposal 2 and 3, the (pdu-SessionID + slice-ID) can be used to uniquely identify a SDAP entity, there is no need to introduce an extra SDAP ID. 
Proposal 4: The combination of PDU session ID and Slice ID is used to identify a SDAP entity. 

As the default DRB should be configured per PDU session, we consider that a default DRB configuration should be mandatory for each SDAP configuration. Within the SDAP-Config, we could have a specific field to indicate which DRB ID refers a default DRB. The detailed configurations of each DRB can be given in drb-ToAddModList or drb-ToReleaseList. 
Proposal 5: A default DRB is mandatorily configured for each SDAP entity.
For non-default DRBs which are used for a SDAP entity, we could have a list to build the mapping relationship between the flow of a PDU session and a DRB. Then each entry of the list should include a DRB ID and a flow ID. And the mapping table can be updated by the network at any time. To allow the flexibility of the configuration.
Proposal 6: Introduce a field (e.g. sdap-DRB-ToAddModList) to add/update the mapping relation between DRB and flow.
Proposal 7: Introduce a field of (e.g. sdap-DRB-ToReleaseList) to release the mapping relation between DRB and flow.

Regarding the maximum number of DRBs can be configured for a SDAP entity, we consider that the UE could be configured with only one PDU session. Then the maximum number of DRBs per SDAP should be the same as the maximum number of DRBs per UE. However the total number of DRBs of all SDAP entities within a UE should not exceed the maximum number of DRBs per UE.
Proposal 8: The maximum number of DRBs which can be configured for a SDAP is the same as the maximum number of DRBs which can be configured for a UE.
Proposal 9: The total number of DRBs of all SDAP entities within a UE does not exceed the maximum number of DRBs per UE.

According to RAN2 agreements given below, the SDAP header can be ignored.
	RAN2 agreements:
Whether a SDAP header is present or not is configured by RRC per DRB


From our understanding the configuration should be separate for UL and DL. For UL, if there is one-to-one mapping, the network can indicate which DRB can ignore the UL SDAP header. For DL, if there is no reflective QoS, the network can indicate which DRB can ignore the DL SDAP header.
Proposal 10: Introduce a field (e.g. ignoreUL-HeaderList) to indicate whether the UL SDAP header is present for a DRB.
Proposal 11: Introduce a field (e.g. ignoreDL-HeaderList) to indicate whether the DL SDAP header is present for a DRB.

2.2 NAS-AS interaction in SDAP
According to the legacy LTE procedure, as the EPS bearer has 1:1 mapping relation (i.e. one EPS bearer ID corresponds to one DRB ID) with the DRB, the AS layer needs to “indicate the release/establishment of the DRB(s) and the eps-BearerIdentity of the released/established DRB(s) to upper layers” [1]. After the establishment of the DRB, while the upper layer transmits a packet to the lower layer, the upper layer sends the packet to the corresponding PDCP entity of a DRB, based on the mapping between EPS bearer ID and DRB ID which is informed by the AS layer. The PDCP SDU received in the receiving PDCP entity is delivered directly to upper layer protocol (e.g. IP layer).
As the SDAP entity is created per PDU session and used to map a packet from a specific flow to a DRB, then for the UL packet transmission, the upper layer should indicate the flow ID of each packet. Otherwise the SDAP entity cannot differentiate the packets from different flows.
Proposal 12: While sending packet to the SDAP entity in UL, the upper layer needs to indicate the flow ID of each packet to the SDAP entity.

For the AS information provided to NAS, each time when the UE add/release a flow, the NAS needs to be aware which flow from which PDU session and from which slice is used for the SDAP entity. Then the upper layer can send the packets from the corresponding flow to the SDAP entity. As proposed in Proposal 4, “the combination of PDU session ID and Slice ID is used to identify a SDAP entity”. Then the AS needs to inform the NAS layer of “flow ID”, “PDU Session ID” and “slice ID”.
Proposal 13: Upon the establishment/release of a SDAP entity or a flow, the AS needs to indicate the following information to the upper layer:
· Slice ID (if present)
· Session ID
· Flow ID
· SDAP establishment/release (if configured)

From our understanding the flow-DRB mapping changing of the AS reflective QoS does not require AS layer to provide any information to the NAS, as the AS reflective QoS should be within the same SDAP entity. For NAS reflective QoS, the AS layer needs to inform the NAS layer if a flow ID is reflective or not. Based on the RQI (Reflective QoS Indication), the NAS layer can create an IP filter for the UL based on the flow ID.
Proposal 14: Upon the reception of a NAS RQI, the AS needs to indicate the following information to the upper layer:
· Slice ID (if present)
· Session ID
· Flow ID
· RQI

As the NAS-AS interaction is required for the SDAP entity, we consider that an LS is needed for SA2 and CT1. The draft LS can be found in [2].
Proposal 15: To send an LS to SA2 and CT1 informing them of the related RAN2 agreements.
An example of the ASN.1 architecture is given in Annex A, we propose to capture the configuration of the SDAP entity in the running TS 38.331.
Proposal 16: To capture the Text Proposal of Annex A in 38.331.

3. Conclusion
According to the analysis given above, we have the following observations and proposals:
Proposal 1: SDAP configuration is outside the DRB configuration (i.e. DRB-ToAddModList and drb-ToReleaseList).
Proposal 2: Each SDAP configuration includes a mandatory field of a PDU session ID.
Proposal 3: Each SDAP configuration includes an optional field of a slice ID.
Proposal 4: The combination of PDU session ID and Slice ID is used to identify a SDAP entity. 
Proposal 5: A default DRB is mandatorily configured for each SDAP entity.
Proposal 6: Introduce a field (e.g. sdap-DRB-ToAddModList) to add/update the mapping relation between DRB and flow.
Proposal 7: Introduce a field of (e.g. sdap-DRB-ToReleaseList) to release the mapping relation between DRB and flow.
Proposal 8: The maximum number of DRBs which can be configured for a SDAP is the same as the maximum number of DRBs which can be configured for a UE.
Proposal 9: The total number of DRBs of all SDAP entities within a UE does not exceed the maximum number of DRBs per UE.
Proposal 10: Introduce a field (e.g. ignoreUL-HeaderList) to indicate whether the UL SDAP header is present for a DRB.
Proposal 11: Introduce a field (e.g. ignoreDL-HeaderList) to indicate whether the DL SDAP header is present for a DRB.
Proposal 12: While sending packet to the SDAP entity in UL, the upper layer needs to indicate the flow ID of each packet to the SDAP entity.
Proposal 13: Upon the establishment/release of a SDAP entity or a flow, the AS needs to indicate the following information to the upper layer:
· Slice ID (if present)
· Session ID
· Flow ID
· SDAP establishment/release (if configured)
Proposal 14: Upon the reception of a NAS RQI, the AS needs to indicate the following information to the upper layer:
· Slice ID (if present)
· Session ID
· Flow ID
· RQI
Proposal 15: To send an LS to SA2 and CT1 informing them of the related RAN2 agreements.
Proposal 16: To capture the Text Proposal of Annex A in 38.331.

Reference
[1] R2-1707509, “3GPP TS 37.324 V0.1.0 Service Data Adaptation Protocol (SDAP) specification”.
[2] [bookmark: _GoBack]R2-1708501, “Draft LS on NAS AS interaction for SDAP entity”, vivo.

Annex A
An example of the SDAP RRC configuration is given below:
[bookmark: _Toc312157681]–	SDAP-Config
The IE SDAP-Config is used to set the configurable SDAP parameters for SDAP entities.
SDAP-Config information element
-- ASN1START

SDAP-Config ::=						SEQUENCE {
	pdu-SessionID					PDU-SessionID,
	slice-ID						Slice-ID   OPTIONAL, 		-- Need ON
	defaultDRB-ID					DRB-Identity,
	sdap-DRB-ToAddModList			SDAP-DRB-ToAddModList   OPTIONAL, 		-- Need ON
	sdap-DRB-ToReleaseList			SDAP-DRB-ToReleaseList  OPTIONAL, 		-- Need ON
	ignoreUL-HeaderList				IgnoreUL-HeaderList	   OPTIONAL, 		-- Need ON
	ignoreDL-HeaderList				IgnoreDL-HeaderList	   OPTIONAL, 		-- Need ON
	...
}

SDAP-DRB-ToAddModList ::=			SEQUENCE (SIZE (1..maxDRB-PerSDAP)) OF SDAP-DRB-ToAddMod

SDAP-DRB-ToAddMod ::=	SEQUENCE {
	drb-Identity						DRB-Identity,
	flow-Identity						Flow-Identity,
	...
}

SDAP-DRB-ToReleaseList ::=			SEQUENCE (SIZE (1.. maxDRB-PerSDAP)) OF DRB-Identity
IgnoreUL-HeaderList ::=			SEQUENCE (SIZE (1.. maxDRB-PerSDAP)) OF DRB-Identity
IgnoreDL-HeaderList ::=			SEQUENCE (SIZE (1.. maxDRB-PerSDAP)) OF DRB-Identity

-- ASN1STOP
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