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1   Introduction
In RAN2 #98 meeting, the following agreements were made for NR access control [1].
Agreements:

1
RAN2 aims that the 5G AC mechanism for a UE in RRC_IDLE is applicable to a UE in RRC_INACTIVE.
FFS if any aspects may not be applicable or may need to be changed for RRC_INACTIVE relative to RRC_IDLE (to be addressed by both CT1 and RAN2).

2
RAN2 aims to define the 5G AC mechanism for a UE in RRC_CONNECTED. Details FFS

3
UE NAS provides the access category information to UE RRC at least for RRC_IDLE 

FFS for RRC_INACTIVE

4
Connection Request will include some information to enable the gNB to decide whether to reject the connection request

FFS whether the information that is included is e.g. provided by NAS, derived from the AC, etc 
FFS for RRC_INACTIVE
In this contribution we outline how a unified barring mechanism works in NR, and then discuss how E-UTRAN to provide access control function to UEs connected to EPC and 5GCN.

2   Discussion
2.1   Current Understanding of the Access Control Mechanism for NR 
Since RAN2 has achieved preliminary agreements on access barring mechanism that RAN2 aims to specify one unified access barring mechanism for NR that can address all the use cases and scenarios defined in LTE and be applicable for all RRC states in NR, to fulfil the requirements, RAN2 considers a framework where each access attempt is mapped onto an “access category” based on e.g.:
-
the application triggering the access

-
services (e.g. MMTEL voice, MMTEL video, SMS)

-
call types (e.g. emergency access, high priority access)

-
device/subscription indicators (e.g. low priority UEs)

-
signalling procedure(s) (e.g. NAS procedures, RRC procedures)

-
etc.
The access barring parameters broadcast by RAN would be “access category” specific (but agnostic to applications, services, call types etc.). The UE performs the subsequent access barring check taking only the above mentioned “access category” into account. 

Since RAN2 has agreed that UE NAS provides the access category information to UE RRC at least for RRC_IDLE and CT1 has confirmed in the LS [2] that CT1 considers that any such "unification" will still mean that the final checking if access is barred remains in access stratum. Therefore we think the access control procedure can be:
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Figure 1 Access control procedure

The UE NAS provides the attributes related parameters to AS layer (e.g. multiple-dimension ACs). Then UE AS obtains the check items for access control from the network and performs the access checking based on the values of multiple-dimensions ACs from NAS. 
And in the LS from CT1 [3], a default set of access categories is introduced by CT1:

CT1 accepts that a default set of access categories would be useful to ensure that all UEs making access attempts to any 3GPP network (inbound roamers or home subscribers) can be controlled for expected basic services. Such a set of default access categories could be e.g. MO signalling, MO data, emergency, AC 11 to AC 15.

Thus such a default set of access categories means that that said set of default access categories will have the "same meaning regardless of different network operators, i.e., standardized values".
Thus the access category mapping table used in NAS is composed of two parts: a default set of categories and NG core (network operator) provided access categories. For the case that the NAS procedures have not initiated for that PLMN (before registration or inter-PLMN mobility), the default access category can be used as it is suitable for all kinds of UEs.
However, the final detailed solution of access barring mechanism for NR is pending to the progress of CT1, SA2 and RAN2 together.
Besides access barring, other access control mechanisms, such as RACH backoff, RRC Connection Reject, RRC Connection Release are also under-discussion for NR. For example, whether RACH backoff is service-related is not decided yet, and RRC Connection Reject and Release should consider network slice are not clear now.
Observation 1: NR will apply new access control mechanisms compared to LTE, but the details are not settled yet.
2.2   Impact on E-UTRA connected to 5GCN
In LTE, Access Control mechanisms includes Access Class Barring (ACB), Extended Access Barring (EAB), Service Specific Access Control (SSAC), CS fallback (CSFB) and Application specific Congestion control for Data Communication (ACDC). The basic idea of ACB is to divide UEs into different groups called Access Classes, and then UE could check whether it is permitted to initiate a RRC connection setup procedure based on its AC and the corresponding ACB parameters broadcasted by RAN. EAB was introduced for MTC to enable separate access control from ACB. SSAC is used to control IMS signalling overload in the IMS server. CSFB is used to bar the UE does not support CS fallback and the UE establishing the RRC connection for mobile originating CS fallback. ACDC is introduced to enable application specific access control. The basic procedure of Access Control of LTE is that in UE the NAS layer provides related parameters to AS layer, such as establishment cause value, and then AS layer reads the SI and performs access barring check. 
Since E-UTRA can support connections to 5GC and EPC simultaneously, it should provide Access Control for legacy UE accessing EPC and 5G UE accessing 5GC. Then the question is that whether the NR unified ACB shall be used for 5G UE, or just reuse LTE existing ACB solutions. 
The unified access control is expected for NR which will impact the NAS and the UE will use the 5G NAS as NR when E-UTRA connects to 5G CN, therefore original ACB mechanisms cannot work unless 5G NAS can be backward compatibility which seems not align with SA2 preference.
In addition the barring parameters also consider the load situation of CN and policy of operator. For 5GC and EPC, it is likely that the load situation is not same, besides, the services provided by 5GC may be different from EPC and network slicing specific Access Control may need to be supported by 5GCN and 5GRAN. Therefore, E-UTRA should use the NR ACB mechanism for E-UTRA connected to 5G CN.
Observation 2: the legacy LTE barring mechanisms are not applicable for 5G UE accessing 5GC, considering that CN load situation and operator policy for EPC and 5GC may be different, slice-specific barring requirement may be needed for 5G UE and 5G NAS may not support legacy ACB mechanisms.
In our understanding, the basic architecture of access control in LTE and NR are similar as discussed in section 2.1. However the detailed AC-related information from 4G NAS and 5G NAS will not be same obviously, as well as AC check parameters are likely different. Thus, both LTE existing AC solutions and NR unified ACB should be supported in E-UTRAN cell connecting to EPC and 5GC simultaneously. For this purpose, the LTE RRC should be enhanced to allow the base station to broadcast NR AC check parameters and to allow the UE to perform related AC check based on access category information from 5G NAS.
Proposal 1: E-UTRA connected to 5GC should support both legacy LTE barring mechanism for legacy LTE UE and NR unified barring mechanism for 5G UE.
Proposal 2: LTE RRC layer should be enhanced to broadcast NR AC check parameters and to perform related AC check based on access category information from 5G NAS. 
RAN2 has agreed that RRCConnectionSetupRequest will include some information to enable the gNB to decide whether to reject the connection request. However the detailed cause values have not been decided in NR. We think the 
Proposal 3: RRC connection establishment cause values for ng-eNB should be discussed after NR achieves conclusion.
3   Conclusion
Observation 1: NR will apply new access control mechanisms compared to LTE, but the details are not settled yet.

Observation 2: the legacy LTE barring mechanisms are not applicable for 5G UE accessing 5GC, considering that CN load situation and operator policy for EPC and 5GC may be different, slice-specific barring requirement may be needed for 5G UE and 5G NAS may not support legacy ACB mechanisms.
Proposal 1: E-UTRA connected to 5GC should support both legacy LTE barring mechanism for legacy LTE UE and NR unified barring mechanism for 5G UE.

Proposal 2: LTE RRC layer should be enhanced to broadcast NR AC check parameters and to perform related AC check based on access category information from 5G NAS. 

Proposal 3: RRC connection establishment cause values for ng-eNB should be discussed after NR achieves conclusion.
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