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1 Introduction 

Access control for NR has been discussed and one LS-out [1] was achieved to send for CT1 and SA2. The main intention of the Access control mechanism for NR is to use one unified access barring mechanism. CT1 has response the LS in [2] with additional question to RAN2. In Response to the Q3 & 4 in [2], RAN2 was confirmed to CT1 that NAS should provide category for AS in RRC-IDLE state. However, it is still not clear whether RAN2 NAS also provide RRC establishment cause or the Call Type or both. And it is not clear how to apply ACB in RRC-CONNECTED and RRC-INACTIVE state. This contribution provides considerations on the these aspects.
2 Discussions
2.1 Establishment cause & call type

2.1.1 Whether should NAS provides establishment cause to AS layer

This issue is whether NR NAS can only provide unified category instead of establishment cause to AS layer. 
The primary purpose of cause value is to be able to differentiate between different types of access until S1 establishment.
	Cause value
	Stated objective
	Consequences if not supported

	emergency
	AC 10
	Emergency calls may be rejected in case of congestion

	highPriorityAccess
	AC11-15
	

	mt-Access
	Helps the network identify terminating signalling access.

SA2 requested differentiation of MT/MO for MME overload handling
	If it is possible to suppress paging messages, there is no functional need to differentiate between MO and MT.

It will not be possible to differentiate between MO/MT signalling for logging purposes.

	mo-Signallin
	Helps the network differentiate between access for data from say signalling only access
	Signalling and data access cannot be differentiated.

Signalling such as TAU require little resources and could be supported even under congestion. 

Gives operators the option to prioritize TAU so that the UE is reachable in case of overload

Also useful to reduce load on specific MME if overload indication of MME is supported.

	mo-Data
	
	Allows selective rejection of data access.  Under congestion, it may be desirable to not allow access if the subsequent data bearer will certainly fail.

Also useful in case of S-GW overload (if it is supported) but this could also be enforced by MME

	delayTolerantAccess
	Low Prioritize device
	Low Prioritize device share the same level with normal UE.

	mo-VoiceCall
	Prioritize request of MMTEL voice
	MMTEL voice request is not prioritized.


Establishment cause in LTE is not only used by RAN entity i.e. eNB to provide differentiate process for the coming request, but also used to distinguish “signalling” from “calls” and to enable barring with different parameters during voice/video/SMS call. In addition, this vale is used in Core network entity i.e. MME to provide differentiate process.

If the establishment cause is replaced by unified category, then RAN cannot provide differentiate process due to lack of mapping information from category to establishment cause.In addition, if replace establishment cause by unified category, then MSG 3 capacity may be an issue because number of unified category may far more than 8. 

Proposal 1: NR NAS layer provides AS layer with establishment cause and unified category.

2.1.2 Whether NAS provides call type to AS layer?

This issue is whether NR NAS can only provide unified category instead of call type to AS layer.

All the call types in legacy LTE are originating signalling, originating calls, emergency calls, originating MMTEL voice, originating MMTEL video, originating SMSoIP, originating SMS, terminating calls, mobile originating CS fallback.

Call type of originating signalling and originating calls are used for basic Access control. Therefore it is nature to used two unified categories in NR to represent the two call types. That means the two kinds of  call type can be replaced by unified category.

Call type of emergency calls is aiming to control access due to emergency call. In any AS system, access control of emergency call should be handled separately. Therefore it is natural to use one unified category in NR to represent this call type.

Observation 1: Call type of originating signalling, originating calls and emergency calls can be identified in AS layer by corresponding unified category.

For Call type of terminating calls, there is no any access baring parameter for this type of request. This call type is also useful for NAS to provide to AS layer. In LTE, this call type is used to check T302. T302 is start from reception of RRCConnectionReject while performing RRC connection establishment. In our understanding, this call type can be identified by one unified category plus establishment cause value is “mt-Access”.

Observation 2: Call type of terminating calls can be identified in AS layer by cause value of “mt-Access”.

For call type of mobile originating CS fallback, this function is not used for NR then it is nature needed in NR.

Observation 3: Call type of mobile originating CS fallback is not used in NR.

In order to support ACB skip function in LTE, ACB skip call types (Call types of originating MMTEL voice, originating MMTEL video, originating SMSoIP, originating SMS) were introduce to the legacy specification. In order to bypass the normal ACB from other service, UE use these call types to check whether ACB skip is configured by RAN node. If configure ACB skip for call type, then request of that call type is able to access to the cell. However if ACB skip is not configured for call type, then again the request is under normal ACB check. This function is described in the 36.331.

If Operator allocated special category for each ACB skip call type, then it is also possible to replace call type with unified category.

Observation 4: ACB skip call types (Call types of originating MMTEL voice, originating MMTEL video, originating SMSoIP, originating SMS) can be identified in AS layer by special unified categories.

Proposal 2: NR NAS does not provide call type to AS layer with unified category.

2.2 Dynamic configuration requirement for access control mechanism in NR

 RAN2 has achieved preliminary agreements with regards to access control mechanism for New Radio (NR). Focusing on Access Barring, RAN2 agreed:

· to aim to specify one unified access barring mechanism for NR that can address all the use cases and scenarios defined in LTE

· that the unified access barring mechanism needs to be forward compatible in order to cope with future use cases/scenarios

· to aim to specify an access barring mechanism for NR that is applicable for all RRC states in NR.

Access category in this mechanism is service/application agnostic based on previous agreement. How to map request into access category from service or application is left to the CT1’s scope. Since the mapping table is in the UE’s upper layer, RAN node has no idea about the relationship of access category and service or other factor such as NW slicing. Without such mapping information, RAN node cannot adjust  access control parameter based on the traffic situation. For example, one gNB is shared by several NW slicings and one of them becomes congest . In order not to prevent overload for that NW slicing, RAN node decides to control access request towards the slicing. RAN node cannot adjust the access category to control UE not access to congested NW slice. 

Based on the analysis, in addition to requirements described above, access control mechanism for NR should consider how to handle dynamic adjust access parameter to alleviate overload issue in part of the network.   
Proposal 3: Access control mechanism for NR should consider how to handle dynamic adjust access parameter to alleviate overload issue in part of the network.

2.3 Access control for RRC_CONNECTED
SSAC in LTE is the only ACB mechanism applied for RRC_CONNECTED state. It is straightforward to start from SSAC for investigate unified access control mechanism applied to RRC_CONNECTED in NR. 
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Figure 1 Various ACB mechanisms in LTE
As show in the figure 1, the mechanism for SSAC in RRC_CONNECTED state is different from other ACB mechanisms. When UE is in RRC_CONNECTED state, the NAS layer in UE is in EMM_CONNECTED state. In this state, UE has already setup one DRB bearer for PDN connection. The request for special service ( e.g. MMTEL_voice/video) comes from IMS client in the UE. Normally , if the DRB bearer is setup then the request should be sent via DRB as data PDU without access control. If SSAC function is supported , the IMS client should fetch ACB parameter from NR AS RRC via internal interface(e.g AT command) and perform barring check. Therefore , the ACB check is performed by the upper layer rather than  the RRC layer. 

Approach 1: ACB check function in Upper layer and AS layer provides ACB parameter.
Take the SSAC mechanism in LTE as a baseline,  ACB check can be performed by an upper layer client that triggers the service request based on the barring information provided by AS layer for RRC_CONNECTED in NR. 
Approach 2: ACB check function in AS layer of UE
Besides, the AC mechanism for RRC_IDLE in NR may also be applied for RRC_CONNECTED. Service access request is sent to NAS layer and NAS layer maps it to the corresponding category. Then NAS layer provides the category for RRC to perform ACB check.The ACB check in AS layer is unified in RRC_CONNECTED state and RRC_IDLE state. The mapping rules between the access attempt and the category for RRC_IDLE and RRC_CONNECTED might be different. For example, the same access request may be mapped to different access categories for RRC_IDLE and RRC_CONNECTED.  
Proposal 4: Two approaches can be considered when defining a unified access control mechanism for RRC_CONNECTED state. 

· Approach 1: ACB check is performed in Upper layer and AS layer provides ACB parameter.

· Approach 2: ACB check is performed in AS layer.

2.4 Access control for RRC_INACTIVE

The requests to access in UE can be split into two parts in RRC-INACTIVE. One part of access request comes from RRC layer such as RAN area update. The other part comes from NAS layer. 

For the first part of access request, since the main intention of this kind of access attempt is to synchronize location information between UE and RAN node, and the whole procedure does not introduce extra signaling towards Core network, there is no need to consider access control for such requests. 

Proposal 5: It is not necessary to perform access control for access attempts triggered by RRC layer (e.g. RAN area update) for a UE in RRC_INACTIVE. 

For the other part of access request (e.g. Request from NAS layer), how to apply unified access control depends on whether NAS layer is aware of  the RRC state. Based on current specification, NAS layer should be in EMM-CONNECTED like state when AS is in RRC-INACTIVE state. In this case, NAS layer access behavior is the same as in RRC-CONNECTED state. Otherwise, if NAS layer in UE is aware of the RRC state, then the behavior of NAS layer is same as in RRC-IDLE state. 

Proposal 6: For access request comes from NAS layer, how to apply unified access control depends on whether NAS layer is aware of the RRC state. 

3 Conclusion 

Based on all the analysis above, we give our observation and proposals as:

Observation 1: Call type of originating signalling, originating calls and emergency calls can be identified in AS layer by corresponding unified category.

Observation 2: Call type of terminating calls can be identified in AS layer by cause value of “mt-Access”.

Observation 3: Call type of mobile originating CS fallback is not used in NR.

Observation 4: ACB skip call types (Call types of originating MMTEL voice, originating MMTEL video, originating SMSoIP, originating SMS) can be identified in AS layer by special unified categories.

Proposal 1: NR NAS layer provides AS layer with establishment cause and unified category.

Proposal 2: NR NAS does not provide call type to AS layer with unified category. 

Proposal 3: Access control mechanism for NR should consider how to handle dynamic adjust access parameter to alleviate overload issue in part of the network.

Proposal 4: Two approaches can be considered when defining a unified access control mechanism for RRC_CONNECTED state. 

· Approach 1: ACB check is performed in Upper layer and AS layer provides ACB parameter.

· Approach 2: ACB check is performed in AS layer.

Proposal 5: It is not necessary to perform access control for access attempts triggered by RRC layer (e.g. RAN area update) for a UE in RRC_INACTIVE. 

Proposal 6: For access request comes from NAS layer, how to apply unified access control depends on whether NAS layer is aware of the RRC state.
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