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Introduction 

At the RAN#98 meeting the agreement about slice selection has been achieved and captured below.
Agreements:

1
RAN2 assumption is that MSG3 does not to deliver assistance information for AMF selection due to RRC size constraints as in LTE.

2
RAN2 assumption is that MSG5 is the earliest message that can be used to deliver assistance information for AMF selection.

However, it is not clear what type of assistance information is used in the MSG5. This contribution provides some consideration on this issue.
Discussions

As described in TS23.501, NSSAI should carry in RRC connection establishment procedure. From SA2’s view it is possible the NSSAI in RRC may different from the NSSAI in NAS message. The potential assistance information types could be part of NSSAI (such as SST ) . UE sends desired SSTs to the gNB. Based on the information, gNB selects right AMF for the UE. Another possible assistance information is similar like DCN-ID in Decore. Before UE regist NW slice to the Network, at one side, UE is preconfigured with standard or default DCN-IDs, at the other side,  Network configures DCN-ID which supported by connected Core network. When UE starts registration procedure, UE carries assistance information in the RRC message and based on DCN-ID deployment, AN node selects right core network for the UE. In this way, DCN-ID like assistance information can also be used for NW slice selection.  

Observation 1: The possible assistance informant types in RRC message could be entire NSSAI,  part of NSSAI (such as SST ) and DCN -ID like information.

Several concerns have been raised for carry assistance information for AMF selection. The concerns include security concern, size limitation for RRC message, select accurate , specification impact etc.

Security concern about assistance information
Slice privacy has been discussed in SA2. An temporary agreement has been achieved. In order to support network-controlled privacy of slice information for the slices the UE accesses, when the UE is aware or configured that privacy considerations apply to NSSAI, the UE shall not include NSSAI in unprotected RRC signalling. Before complete this procedure, security context is not setup in AS layer, then whether UE carries NSSAI may introduce security concern should be considered. 

It should be noting that slice privacy issue is only apply for special NW slicing. As see from the LS in [S2-170687], the privacy concern come from some type of NW slicing such as public safety NW slice or special NW slicing .If NSSAI or part of NSSAI(e.g. SST/SD)  information is unprotected , then it is possible result in tracking or manipulation.  To our understanding, the privacy requirement is not apply to all NW slicing / PLMN in the network. Considering that there can be hundreds of NW slicing in a single PLMN, then it is possible that some PLMN may support slicing privacy for the sake of security while some other PLMN not support slicing privacy for the sake of efficiency. For example, if Operator want to deploy public safety NW slicing, the this NW slicing can be add to special PLMN which support slicing privacy. In other words, implementation solution is bale to meet the requirement of slice privacy
Observation 2: It is possible for UE to carry NSSAI in unprotected RRC signalling for NW slicing with out privacy requirement.

In addition, the decision regarding NSSAI in RRC message is not stable in SA2 yet. In the last meeting of SA2, excluding the NSSAI from RRC layer based on privacy requirements is not agreed and depends on the response from SA3[1].

Nevertheless, AS layer does not need to be enhanced for slice privacy. All kinds of assistance information have no security concern.
Observation 3: AS layer does not need to be enhanced for slice privacy. All kinds of assistance information have no security concern.
Impact of size limitation of assistance information 
If entire NSSAI is selected as assistance information, the size at most is 256bit based on current agreements.

If SST is selected as assistance information, the size at most is 64bit based on current agreements.

If DCN-ID like is selected as assistance information, the size is 16bit based on current specification about eDecore.

Although RAN2 has agreed that carrying the UE-provided network slice related information does not identified size issue with using Msg5, smaller Msg5 reduces connection establishment delay.

For assistance information is SST or DCN-ID like approaches, the size is moderate and the delay concern can be negligible.

For assistance information is entire NSSAI, the concern of delay can be mitigated by implementation way. For example, if UE want to regist NW slice for urgent task. Then the UE ONLY carry one or two related NW slice in RRC connection message. In this way , the actually data relate to NW slice is at most 32 or 64bit. Then the delay due to message size can also be negligible.

Observation 4: All kinds of assistance information have no RRC message size or delay issues.

AMF selection accurity
The basic objection of assistance information is to help AN node to identify right AMF for the UE. Otherwise, the AMF has to reselect or reroute to the right AMF which bring unnecessary signalling overhead.

Entire NSSAI in RRC message can help AN node to identify right AMF. It is because AMF and AN node will exchange supported  NSSAI each other and based on this configuration AN node can identify the right AMF.

DCN-ID like approach is also able to identify right AMF precisely. It is because Core network and AN node exchange supported DCN-ID like ID for each other. Based on this configuration, AN node can route UE’s message to the right Core network node. 

However, carry SST in RRC message seems not able to identify right AMF precisely in some case. It is possible that different NW slicing share the same SST.  For example, if slice A and slice B share the same SST but have difference SD(slice differentiation), then AN node can’t figure out the right AMF. 

Observation 5: Carrying SST in the RRC message cannot help AN node to identify right AMF in some case. 
Specification impact
Different approaches for assistance information relate to NW slice have different impact on specification and have different deployment complex. 

For UE carry entire NSSAI or part of SST (e.g. SST) in RRC message, since the NSSAI is same with NSSAI used in NAS layer, AS layer does not need to introduce new terminological for NW slice. The deployment in AN node and  

However for UE carry DCN-ID like information in RRC message, AS layer need to introduce new terminological for NW slice. AT the UE side, in addition to configured NSSAI, default DCN-ID like information is also need to be set in the UE. At the Network side, NSSAI and DCN-ID like information also be supported. Therefore the complex of deployment and maintenance increased.

Observation 6: The approach to use DCN-ID like information in RRC message has more complex of deployment and maintenance.

Based on the analysis above, it seems to carry entire NSSAI in RRC message is the best approach in terms of AMF selection accurate and deployment complex.

Proposal: The slice assistance information consists of one or a list of S-NSSAI to help AN node identify right AMF node.

Conclusion 

Based on all the analysis above, we give our proposals as:

Observation 1: The possible assistance informant types in RRC message could be entire NSSAI,  part of NSSAI (such as SST ) and DCN -ID like information.

Observation 2: It is possible for UE to carry NSSAI in unprotected RRC signalling for NW slicing with out privacy requirement.

Observation 3: AS layer does not need to be enhanced for slice privacy. All kinds of assistance information have no security concern.
Observation 4: All kinds of assistance information have no RRC message size or delay issues.

Observation 5: Carrying SST in the RRC message cannot help AN node to identify right AMF in some case.

Observation 6: The approach to use DCN-ID like information in RRC message has more complex of deployment and maintenance.

Proposal: The slice assistance information consists of one or a list of S-NSSAI to help AN node identify right AMF node.
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