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1 Introduction

From RAN2 NR Adhoc#2 meeting, it is agreed that
Agreements

1
The same PDCP protocol specification is used for DRBs for MCG split bearer, SCG split bearer and SCG bearer.

2
This PDCP protocol is specified in 38.323 (NR PDCP).

Working assumption: For MCG bearer, either LTE or NR PDCP can be used, configurable by the network. 

Agreement

1:
For SCG bearer, when S-KgNB is changed or PDCP anchor is changed then SCG PDCP re-established, SCG RLC re-established. FFS whether SCG MAC is reset (solved in below agreements).
Agreements for EN-DC

1:
For handover, for MCG bearer, split bearer and SCG bearer, MCG/SCG PDCP/RLC should be re-established and MCG/SCG MAC should be reset.

2
For SCG bearer, when S-KgNB is changed due to key re-fresh (even if we have per bearer key) or SgNB change then SCG PDCP re-established, SCG RLC re-established, SCG MAC is reset;


Note: if solution for bearer type change is applicable then it could be considered to be used also for this case.

In this contribution, we discuss the left issues for bearer type change.
2 Discussion
2.1 Scenarios for bearer type change
For MR-DC case, there could be the following four types of bearer:

· Non-split bearer anchored at LTE side (LTE PDCP/RLC/MAC)

· Non-split bearer anchored at NR side (NR PDCP/RLC/MAC)

· Split bearer anchored at LTE side (LTE PDCP on top of LTE RLC/MAC and NR RLC/MAC)

· Split bearer anchored at NR side (NR PDCP on top of LTE RLC/MAC and NR RLC/MAC)

After the agreement from RAN2 NR Adhoc#2 meeting

Agreements

1
The same PDCP protocol specification is used for DRBs for MCG split bearer, SCG split bearer and SCG bearer.

2
This PDCP protocol is specified in 38.323 (NR PDCP).

Working assumption: For MCG bearer, either LTE or NR PDCP can be used, configurable by the network. 

If following the working assumption, there could be the following four types of bearer

· Non-split bearer anchored at LTE side 

· Sub-type 1: LTE PDCP/RLC/MAC

· Sub-type 2: NR PDCP and LTE RLC/MAC

· Non-split bearer anchored at NR side (NR PDCP/RLC/MAC)

· Split bearer (NR PDCP on top of LTE RLC/MAC and NR RLC/MAC)

I.e., the harmonized bearer concept helps to reduce one type of split bearer, but adds more sub-types of non-split bearer, i.e., with either LTE or NR version PDCP. Thus finally, it is still four types of bearer. So if following the working assumption and if see sub-type 1 and 2 are two “types” of bearer, we will roughly have the same number of bearer change types. 

For bearer type change procedure, the impact due to PDCP version difference should be taken into account as well, since the essential problem is the same, i.e., how for receiver to differentiate the packet (i.e., PDCP PDU) before and after bearer type change, either ciphered using different key, or using different formats (LTE or NR version).

Observation 1 The addressed problem for PDCP version change and bearer type change is similar.

Observation 2 PDCP version change could be considered as one embodiment of bearer type change.

For the essential problem of bearer type change design as mentioned above, i.e., how to solve the key / format confusion problem at receiver, given the agreement below

Agreements for EN-DC

1:
For handover, for MCG bearer, split bearer and SCG bearer, MCG/SCG PDCP/RLC should be re-established and MCG/SCG MAC should be reset.

2
For SCG bearer, when S-KgNB is changed due to key re-fresh (even if we have per bearer key) or SgNB change then SCG PDCP re-established, SCG RLC re-established, SCG MAC is reset;


Note: if solution for bearer type change is applicable then it could be considered to be used also for this case.

The remained scenarios are as follows:

· Scenario A - SN change for split bearer: If the split bearer uses S-KgNB, which is changed due to SN change, there might be PDCP PDUs ciphered using old S-KgNB in MCG leg after SN change, and thus should be differentiated from the PDCP PDUs ciphered using new S-KgNB.

· Scenario B - bearer change between split / non-split bearer: If the source and target bearer uses different keys / format, there might be PDCP PDUs using old key / format in the leg which is kept during the change, and thus should be differentiated from the PDCP PDUs using new key / format.

· Scenario C - PDCP version re-configuration for split bearer: there would be PDCP PDUs using old format if no MAC re-set and no PDCP/RLC re-establishment, so it should be differentiated from the PDCP PDUs using new format.
For scenario A, SN change may happen frequently in EN-DC case, considering the vulnerable high frequency radio link quality. For scenario B, it is up to network implementation on the trigger to (de)activate split bearer, and also it is relates to the network deployment option(s). For scenario C, it is mainly related to (NG)EN-DC case, and the problem is more critical for SRB1 which is to be established before capability transfer [1].
Observation 3 There exist scenarios where PDCP key or format confusion should be solved during the bearer type change procedure.
2.2 Solutions for bearer type change
A summary of solution candidates is provided in email discussion [NR-AH2#16], of which the most promising ones are listed as follows:
· Alt-A: Handover based solution

· Alt-B: LCID based solution

· Alt-C: PDCP end-marker based solution

Alt-A can be categorized as C-plane based solution, where RRCConnectionReconfiguration and RRCConnectionReconfigurationComplete exchange is used as the trigger for both UE and network to start using new PDCP security key and / or format. However, the disadvantage is the caused handover interruption, and may cause impact to other bearers due to change of one bearer.

Proposal 1 RAN2 seek for bearer type change solution without handover.

Alt-B and Alt-C can be categorized as U-plane based solution, where either a new LCID or a PDCP end-marker is used as the trigger for both UE and network to start using new PDCP security key and / or format. However, for Alt-B

· It requires the system to always reserve a set of unused LCID in order for possible bearer type change, which can be seen as a resource waste.

· And for SRB, it is based on a fixed LCID in the legacy system, i.e., no configurable by RRC.
So that Alt-C is more flexible and can be applicable to both DRB and SRB.

Proposal 2 Use PDCP end-marker to solve PDCP key or format confusion problem during bearer type change procedure. 
3 Conclusion
Based on the discussion in section 2 we have following observations:
Observation 1
The addressed problem for PDCP version change and bearer type change is similar.
Observation 2
PDCP version change could be considered as one embodiment of bearer type change.
Observation 3
There exist scenarios where PDCP key or format confusion should be solved during the bearer type change procedure.


Based on the observations, we propose:
Proposal 1
RAN2 seek for bearer type change solution without handover.
Proposal 2
Use PDCP end-marker to solve PDCP key or format confusion problem during bearer type change procedure.
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