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1 Introduction

From RAN2 NR adhoc#2, it is agreed that

Agreements

1. Out-of-order delivery is configurable by RRC

2. Out of order delivery does not affect window status, i.e. RX_DELIV

The out-of-sequence delivery has been discussed in RAN2 NR adhoc#2 [1]-[5], and this paper is to provide our view on how to achieve the out-of-sequence delivery from PDCP.

2 Discussion
As discussed in email discussion [NR-AH2#07], the key of implementing out-of-order delivery in PDCP is how to avoid impact on RX_DELIV value update. The complexity is because the current implementation of TS 38.323 relies on the PDCP SDU storing status to update variables and start/stop t-reordering timer, but if out-of-order delivery is configured, the PDCP SDU would be delivered to upper layer once available, so that the RX_DELIV/t-reordering operation cannot rely on PDCP SDU availability any more.

The following is a Text proposal to solve this.

<Text has beem removed>

5.2.2.1
Actions when a PDCP Data PDU is received from lower layers
At reception of a PDCP Data PDU from lower layers, the receiving PDCP entity shall determine the COUNT value of the received PDCP Data PDU, i.e. RCVD_COUNT, as follows:
-
if RCVD_SN <= SN(RX_DELIV) – Window_Size:
-
RCVD_HFN = HFN(RX_DELIV) + 1;

-
else if RCVD_SN > SN(RX_DELIV) + Window_Size:

-
RCVD_HFN = HFN(RX_DELIV) – 1;

-
else:

-
RCVD_HFN = HFN(RX_DELIV);
-
RCVD_COUNT = [RCVD_HFN, RCVD_SN].
After determining the COUNT value of the received PDCP Data PDU = RCVD_COUNT, the receiving PDCP entity shall:
-
if RCVD_COUNT <= RX_DELIV; or

-
if the PDCP Data PDU with COUNT = RCVD_COUNT has been received before:

-
perform deciphering and integrity verification of the PDCP Data PDU using COUNT = RCVD_COUNT;

-
if integrity verification fails:

-
indicate the integrity verification failure to upper layer;

-
discard the PDCP Data PDU;

-
else:

-
perform deciphering and integrity verification of the PDCP Data PDU using COUNT = RCVD_COUNT;

-
if integrity verification fails:

-
indicate the integrity verification failure to upper layer;

-
discard the PDCP Data PDU;

If the received PDCP Data PDU with COUNT value = RCVD_COUNT is not discarded above, the receiving PDCP entity shall:
-
store the resulting PDCP SDU in the reception buffer;

-
if RCVD_COUNT >= RX_NEXT:

-
update RX_NEXT to RCVD_COUNT + 1;
-
if outOfOrderDelivery is configured and the resulting PDCP SDU has not been delivered to upper layers:

-
deliver the resulting PDCP SDU to upper layers;
-
if RCVD_COUNT = RX_DELIV + 1:

-
deliver to upper layers in ascending order of the associated COUNT value after performing header decompression;

-
all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from COUNT = RX_DELIV + 1;

-
update RX_DELIV to x-1, where x is the COUNT value of the first PDCP SDU which has not been delivered to upper layers, with COUNT value > RX_DELIV;


-
if t-Reordering is running, and if RX_DELIV +1 >= RX_REORD:
-
stop and reset t-Reordering;

-
if t-Reordering is not running (includes the case when t-Reordering is stopped due to actions above), and RX_DELIV + 1 < RX_NEXT:
-
update RX_REORD to RX_NEXT;

-
start t-Reordering.


NOTE:
When a COUNT value falls outside of the reordering window, it is considered that no corresponding PDCP Data PDU has been received or delivered to upper layers.
5.2.2.2
Actions when a t-Reordering expires
When t-Reordering expires, the receiving PDCP entity shall:

-
deliver to upper layers in ascending order of the associated COUNT value after performing header decompression:
-
all stored PDCP SDU(s) with associated COUNT value(s) < RX_REORD;
-
all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from RX_REORD;
-
update RX_DELIV to x-1, where x is the COUNT value of the first PDCP SDU which has not been delivered to upper layers, with COUNT value >= RX_REORD;
-
if RX_DELIV + 1 < RX_NEXT:
-
update RX_REORD to RX_NEXT;

-
start t-Reordering.

<Text has beem removed>

7.1
State variables
This sub clause describes the state variables used in PDCP entities in order to specify the PDCP protocol. The state variables defined in this subclause are normative.
All state variables are non-negative integers, and take values from 0 to [232 – 1]. 
PDCP Data PDUs are numbered integer sequence numbers (SN) cycling through the field: 0 to [2[pdcp-SN-Size] – 1].
The transmitting PDCP entity shall maintain the following state variables:
a) TX_NEXT
This state variable indicates the COUNT value of the next PDCP SDU to be transmitted. The initial value is 0.
The receiving PDCP entity shall maintain the following state variables:
a) RX_NEXT
This state variable indicates the COUNT value of the next PDCP SDU expected to be received. The initial value is 0.

b) RX_DELIV
This state variable indicates the COUNT value of the first PDCP SDU not delivered to the upper layers, but still waited for, minus 1. The initial value is 232 – 1.
<Text has beem removed>

With above text proposal, we implement the out-of-order delivery PDCP receive operation. 
Proposal 1 Endorse the text proposal above for PDCP out-of-order delivery.

3 Conclusion
In this contribution, we propose:
Proposal 1
Endorse the text proposal above for PDCP out-of-order delivery.
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