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Introduction
As captured in 38.804, NR system should support overload and access control functionality such as RACH backoff, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms. One unified access barring mechanism for NR should be introduced to address all the use cases and scenarios that LTE addressed with different specialized mechanisms. The unified access barring mechanism should be forward compatible in order to cope with future use cases/scenarios.

In NR, the unified access barring mechanism should be applicable for all RRC states in NR (RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE).
Meanwhile, RAN2 sent a LS to CT1, SA1 and SA2 in R2-1702441. As indicated in the LS, RAN2 considers a framework where the each access attempt is mapped onto an “access category” based on e.g.: 

-
the application triggering the access

-
services (e.g. MMTEL voice, MMTEL video, SMS)

-
call types (e.g. emergency access, high priority access)

-
device/subscription indicators (e.g. low priority UEs)

-
signalling procedure(s) (e.g. NAS procedures, RRC procedures)

-
etc.
The access barring parameters broadcast by the RAN would be “access category” specific (but agnostic to applications, services, call types …). The UE performs the subsequent access barring check taking only the above-mentioned “access category” into account. In other words, the access barring check and the corresponding barring parameters are unified.

In this document, we discuss the details of the unified access barring mechanism for NR.
Discussion
Figure 1 illustrates an example of access category configuration for the unified access barring mechanism. 
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Figure 1: An example of access category configuration for NR access control
As we can see in the figure and indicated in the LS in R2-1702441, if the access category is configured based on applications, services, call types, device/subscription indicators, or NAS signalling procedures, AS layer would not know how an access category is configured. We assume that there will be one or more access categories which are configured by the upper layer for a UE.

In addition to one or more access categories which are configured by the upper layer, we think that it is beneficial for RAN to configure one or more access categories for a UE in order to potentially support the following RAN use cases:

· gNB may prioritize an access attempt for transmission of a RRC message over an access attempt for uplink data transmission for UE in RRC_INACTIVE or RRC_CONNECTED.

· gNB may prioritize an access attempt for transmission of a RRC message over an access attempt for transmission of a NAS message for UE in RRC_INACTIVE or RRC_CONNECTED.

· gNB may prioritize an access attempt for transmission of a RRC message (e.g. RAN notification area update, measurement report) over an access attempt for transmission of another RRC message (e.g. logged MDT, UE assistance information) for UE in RRC_INACTIVE or RRC_CONNECTED.

· gNB may prioritize an access attempt for transmission of a particular uplink data over an access attempt for transmission of the other uplink data for UE in RRC_INACTIVE or RRC_CONNECTED.
Accordingly, we propose that gNB should be allowed to configure AS specific access categories for a UE. In addition, RAN2 assumes that there will be one or more other access categories which are configured by the upper layer for a UE.
Proposal 1: gNB should be allowed to configure AS specific access categories for a UE. In addition, RAN2 assumes that there will be one or more other access categories which are configured based on applications, services, call types, device/subscription indicators, or NAS signalling procedures by the upper layer for a UE.
Considering the existing mechanisms, different access probabilities can be realized by the following barring parameters:
· Barring factor (%)

· Barring time (ms)

· Bitmap

In LTE, a barring factor and a barring time are used for ACB, SSAC and ACDC. eNB is allowed to broadcast an independent barring factor/time for each call type, for each MMTEL service, or for each ACDC category. The bitmap is used for EAB in LTE. eNB is allowed to control EAB access based on the access class stored in each UE. In our view, it seems better that the network is allowed to configure either barring factor/time or bitmap for each category. This approach will give flexibility and support various requirements on access control for each use case.
Proposal 2: gNB is allowed to provide a barring parameter for one or more access categories at a cell

Proposal 3: Either barring factor/time or bitmap can be configured as a barring parameter for each access category.
RAN2 previously agreed that the minimum SI comprises basic information required for initial access to a cell and information for acquiring any other SI broadcast periodically or provisioned via on-demand basis. Thus, it seems likely that the barring parameter is included in the minimum SI that is always broadcast. However, broadcast of all barring parameters for all categories in the minimum SI would increase signaling overhead.
For instance, barring parameters of the categories used for UE in RRC_IDLE (e.g. barring parameters used for access with ATTACH, TAU, emergency access, MT access, or SI request) could be always broadcast via the minimum SI, while barring parameters of the other categories could be signaled via Other SI. Furthermore, barring parameters of the categories used for UE in RRC_INACTIVE or RRC_CONNECTED could be possibly signaled per UE via dedicated signaling e.g. when UE enters RRC_INACTIVE or RRC_CONNECTED or by using on-demand SI delivery mechanism.
Proposal 4: The minimum SI includes barring parameters at least for UE in RRC_IDLE to make access to a cell (e.g. barring parameters related to categories for ATTACH, TAU, emergency access, MT access, or SI request)

Proposal 5: Barring parameters used for UE in RRC_INACTIVE or in RRC_CONNECTED can be signaled per UE via dedicated signaling.
If the category concept is used to provide access control mechanism in New RAT, we should further discuss which layer will configure a category, detect/indicate a category and apply barring check for each category. In our view, we think that it is beneficial to perform access barring check in RRC layer at least for UE in RRC_IDLE and RRC_INACTIVE as shown in Option 1 of Figure 2. It is RRC layer to receive barring parameters from system information. Thus, RRC can quickly update the barring parameters from system information and use the most recent barring parameters for access barring check. The Option 1 is also similar to the modelling of ACB, ACDC and EAB in LTE.
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Figure 2: Options for Access Barring Check
Proposal 6: RRC performs access barring check at least for UEs in RRC_IDLE and RRC_INACTIVE. 
Conclusion

In conclusion, we propose the followings for access control mechanism in standalone NR:
Proposal 1: gNB should be allowed to configure AS specific access categories for a UE. In addition, RAN2 assumes that there will be one or more other access categories which are configured based on applications, services, call types, device/subscription indicators, or NAS signalling procedures by the upper layer for a UE.
Proposal 2: gNB is allowed to provide a barring parameter for one or more access categories at a cell

Proposal 3: Either barring factor/time or bitmap can be configured as a barring parameter for each access category.

Proposal 4: The minimum SI includes barring parameters at least for UE in RRC_IDLE to make access to a cell (e.g. barring parameters related to categories for ATTACH, TAU, emergency access, MT access, or SI request)

Proposal 5: Barring parameters used for UE in RRC_INACTIVE or in RRC_CONNECTED can be signaled per UE via dedicated signaling.

Proposal 6: RRC performs access barring check at least for UEs in RRC_IDLE and RRC_INACTIVE.
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