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1	Introduction
This contribution discusses unified access control requirements in NG-RAN. While, CT1 and SA2 need to analyse feasibility of RAN2 agreed requirements on unified access control barring solution, the contribution investigates further  principles that would fall into RAN2 area, and confronts them with architecture options for NG-RAN targeted by New NR WI [3].
2	Initial Access Control layer 
Access Control mechanism based on LTE allows to group following categories:
· Type 1: Prevent UE from trying initial access itself to prevent overload of the access channel under critical conditions → Access barring performed in AS layer, i.e. RRC.
· Type 2: In the case where a cell is overloaded due to simultaneous RA procedures by many UEs, the eNB can send a backoff parameter through the RA response to cope with the overload situation → RACH backoff
· Type 3: NW identifies the type of the connection request and decides whether the request is accepted or rejected → RRC connection reject
· Type 4: Prevent UE from trying new service or application in addition to existing active PDU session (bearers):  e.g. SSAC or ACDC configuration delivery to upper layers in connected state → Newly coming request check in higher layer
We observe Type 2 and Type 3 are targeted by NG-RAN. The open question asked to CT1 and SA2 concerns mostly Type 1 and Type 4 access control, i.e. if the mapping to an “access category” was feasible, it remains to be defined how mapping rule applies, how this is informed to the UE and which layer finally performs the barring operation. The need to define “unified” mechanism is arguing if Type 4 could become separate, or categorized as Type 1 of access control by regular AS check based on barring configuration. 
Interaction between AS and NAS is inevitable aspect of considerations on which layer will perform barring checking. In case Type 4 remains adopted 2 according to LTE baseline (i.e. for some cases newly coming request control passes NAS check), but at the same time relies on Unified Access Control barring configuration provisioned by broadcast, UE NAS would have to receive access barring configuration from AS, and NAS could initialize the request procedure if the request is not barred according to AS configuration (Figure 1).






Figure 1. Barring check for new request in NAS based on Unified Access Control. Access attempt allowed

 
Alternatively, if the checking point for newly coming request resides in UE AS, access barring configuration from System Information is stored, NAS can initialize the request upon which the procedure ends (if the request is not barred according to configuration (Figure 2)).
Figure 2. Barring check for new request in AS based on Unified Access Control. Access attempt allowed

 
In order to control UEs training initial access it seems to avoid cross layer interaction. In addition, the target for control plane latency in NR should be 10ms [5], thus we believe Type 1 should remain basic method for the Unified Access Control.
Proposal 1: For the RRC connection attempt the UE RRC (AS) should be responsible for Unified Access Control (checking that the access attempt is not barred).
3	Access Barring design 

For Access Barring design in NG-RAN, we believe there are two key principles of LTE that can be adopted (also to ensure inter-operability with LTE): 
· placing Access Barring parameters in system information (to allow UEs to do barring)
· barring check in the UE, and the UE decision (if the attempt is not allowed, a timer whose value is subject to network parameters is started, during which no attempts are allowed)
Apart from potential extension of access “class” meaning, differences and new aspects may come from the unified mean designed for different purposes: for overload control the gNB can broadcast barring information (e.g. timer) per random UE access class/ access category, but for priority treatment of certain services/traffics the gNB needs to generate the barring information in a way that would allow accommodating users with similar services in the same manner. The way of generating and applying the detailed configuration content will depend on CT1 and SA1 feedback [4], however we believe placing barring configuration and its correspondence to operators’ policies for special groups/service type treatment is commonly understood need. Hence: 

Proposal 2: The gNB barring configuration is conveyed in system information, with at least some indication in minimum system information.
Proposal 3: Barring configuration parameters allow random barring (i.e.by probability factor and barring timer) and are differentiated per access groups.  
4	Access Control applicability
We note the LTE access barring control in AS concerned preliminarily initial access attempt from IDLE UE state, while 
NR studies outcome [2] established requirement that Unified Access Control should be applicable to all UE states with basic characteristics presented in Table 1. 
Table 1. Basic Rel-15 RRC states characteristics.
	RRC state
	RRC Connection maintained?
	NG-C/NG-U interface maintained?
	Physical resources available?
	Context stored?

	Idle
	N
	N
	Released
	N

	Inactive
	Y
	Y
	Released
	Y

	Connected
	Y
	Y
	Reserved
	Y



The requirement on unified access barring applicability to all UE states corresponds to certain limitation of LTE control of access in congestion [6]. The UE has been able to determine barring status while attempting to get RRC connection only (RRC Connection establishment). It minimized service availability degradation and overall complexity. 
The applicability of Unified Access Control to IDLE implies:
· triggering the procedure when UE is attempting RRC connection establishment
· control and decision on IDLE to CONNECTED transition
· in case of positive decision on the transition ->establish RRC and CN context of the UE. 
Considering the  RRC INACTIVE and RRC CONNECTED, we understand applicability of assumed NR access control mechanisms could vary (see Table2). Nevertheless, applicability of the Unified Access Control for both cases (INACTIVE and CONNECTED) would imply new aspects to:
· triggering the Unified Access Control procedure at AS level, e.g.:
· UE attempting RRC connection “resume”
· Introduction of any new trigger for access control check for the connected UE
· control on states transition, e.g.:
· INACTIVE to CONNECTED
· CONNECTED to updated CONNECTED
· modifications and updates to RRC and CN context of the UE, e.g.:
· Established UE context in RAN and CN for UE in inactive and connected does not currently define mechanism for handling services that could be barred in the middle of the ongoing and maintained session
Observation: Applicability of Unified Access Control to INACTIVE or CONNECTED requires extensions to LTE baseline.
With regard to access control applicability to UE in RRC INACTIVE, the NR baseline requirements assume that UE in RRC INACTIVE should incur minimum signalling to fulfil the control latency requirement [4]. It’s worth noting this brings potential implication to maintenance of the UE context in CN. Hence, potential conclusions, apart from RRC context handling, should consider a need for maintenance of stored UE context in CN. Given, however very similar characteristics and content of a connection request message we believe also handling in terms of access control handling would be a reasonable commonality:
Proposal 4:  RAN2 to discuss whether RRC (AS) supports Unified Access Control for any RRC connection attempt (i.e. including resume type of message).
Handling of a new service or application request in addition to the ongoing session of UE in CONNECTED highly depends on higher layer priorities, slicing policies in 5G-CN. For this case, access control applicability for RRC CONNECTED state cannot be self-contained in RRC. We understand it can be addressed after further decisions on Unified Access Control at CT1 and SA1.
Alternatively, all UEs having context established can be easily released by other congestion control means (e.g. see [6]), that would allow in the next step applying basic Unififed Access Control for UE attempting (any)RRC connection, that is free from overwhelming implications or need with interaction with higher layers.
Proposal 5: Use of Unified Access Control for UEs in RRC CONNECTED can be mitigated by quick release of UEs to IDLE or INACTIVE mode.
Table 2: Applicability of Access Control types to NR UE states.
	State
	Procedures
	RA required
	Access control type
	Factors for access control

	Idle
	Attach
	Y
	Type 1&2&3
	PRACH resource
RAN load
CN load

	
	Service request
	Y
	Type 1&2&3
	PRACH resource
RAN load
CN load

	Inactive
	MO data
	Y
	Type 1&2&3
	PRACH or resource assigned for grant free transmission
RAN load
CN load

	
	State transition to Connected state
	Y
	Type 1&2&3
	PRACH resource
RAN load
CN load

	Connected
	Secondary PDU session
	N
	(Type 4)
	RAN load
CN load

	
	Dedicated bearer activation
	N
	(Type 4)
	RAN load
CN load


4	Conclusions
This contribution has discussed access control in NG-RAN and has made the following proposals:
Proposal 1: For the RRC connection attempt the UE RRC (AS) should be responsible for the Unified Access Control (checking that the access attempt is not barred).
Proposal 2: The gNB barring configuration is conveyed in system information, with at least some indication in minimum system information.
Proposal 3: Barring configuration parameters allow random barring (i.e.by probability factor and barring timer) and differentiation per access groups  
Observation: Applicability of Unified Access Control to INACTIVE or CONNECTED requires extensions to LTE baseline.
Proposal 4:  RAN2 to discuss whether RRC (AS) supports Unified Access Control for any RRC connection attempt (i.e. including resume type of message).
Proposal 5: Use of Unified Access Control for UEs in RRC CONNECTED can be mitigated by quick release of UEs to IDLE or INACTIVE mode.
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