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1	Introduction
This contribution discusses DRB-type reconfigurations involving ciphering-key change, such as between MCG and split SCG bearer, and discusses whether re-establishment/reset of MAC and the layers above could be avoided in such cases.
2	Discussion
In LTE, whenever the ciphering key is changed at PDCP, PDCP/RLC/MAC is re-established/reset to avoid reception of PDCP PDUs ciphered with the previously used key, when the new key is in use.
Considering the example of LTE-NR DC and bearer-type change between MCG bearer and split SCG bearer therein, based on current RAN2 agreements the ciphering key will change on the bearer. Following the LTE baseline, this would involve reset of the MCG MAC, which does not impact only the reconfigured bearer but all bearers on the MCG. Thus, it could be attractive to avoid such a MAC reset.
In general, if a lower layer is not re-established/reset but its upper layer is, after its re-establishment the upper layer can receive PDUs originating from before its re-establishment. In this contribution we assume that RLC will not be equipped to handle such receptions.
	Observation:	Avoiding RLC/MAC reset at certain bearer-type changes could be attractive.
There seems to be a number of options in enabling PDCP to cope with receiving PDUs ciphered with the previously used key.
A. An end marker is used to indicate the last PDCP PDU ciphered with the previous key;
B. A field in the PDCP-PDU header indicates the used key, so that a received PDU ciphered with a previous key can be handled properly;
C. If integrity protection is used on the bearer, integrity verification done with a wrong (in this case, new) key will fail, and the corresponding deciphering output will be ignored in a natural way. (We still assume that integrity-verification failure on an SRB will lead to RRC connection re-establishment.)
Options A and B have been discussed in the context of eLWA. In all the options, if PDU discarding is involved, such as if only one key can be in use at a time, the key change could be coupled with PDCP status reporting and retransmissions.
Proposal:	To avoid RLC/MAC re-establishment/reset in certain bearer-type reconfigurations, RAN2 consider options for PDCP to cope with receiving PDUs ciphered with a previously used key.
3	Conclusion
This paper discussed the RLC/MAC re-establishment/reset issue in certain bearer type change and proposed to consider listed options to solve it.
Proposal:	To avoid RLC/MAC re-establishment/reset in certain bearer-type reconfigurations, RAN2 consider options for PDCP to cope with receiving PDUs ciphered with a previously used key.

