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1. Introduction 
RAN2 email discussion on bearer type change [3] discussed mainly three aspects in our understanding:
1. Bearer harmonisation
2. How to handle security keys refresh
3. The need for MAC reset during bearer type change in the UE
In this contribution we express our opinion on these issues. 
2. Discussion

2.1 Bearer harmonisation

Bearer harmonisation was discussed in RAN2#97bis based on the contribution in [4] [5]. RAN2 agreement is: 

	“RAN2 aims to unify split bearer type options for LTE-NR DC, i.e.,Option3/4/7 family”


It is our understanding that bearer harmonisation proposal is limited to handling of split bearers in PDCP layer only. In other words, RLC and MAC layers are not within the scope of bearer harmonisation discussion. 

Proposal 1: Only PDCP layer is within the scope of discussion for bearer harmonisation

If MCG and SCG split bearers are named as “Split bearer” then there may be scope of optimising the heavy SCG change procedure which was used in Rel-12 DC. However, if PDCP entity is relocated due to mobility or security key change then such optimisations might not be applicable as PDCP entity relocation or re-establishment on the network side will anyway prohibit continuity of PDCP entity on the UE side. 
Bearer harmonisation is one deployment scenario and there could be other deployments whereby MCG PDCP and SCG PDCP are located in separate physical entities connected over X2 interface. From UE point of view, UE PDCP entity may not continue. Also, change of RLC entity will require RLC reset or reestablishment. We therefore propose that:
Proposal 2: Bearer type change involving relocation of PDCP entity and security key change are not in the scope of optimisations introduced by bearer harmonisation.
2.2 Security key refresh for option 3/3a/3x

For security key refresh, we assume at least PDCP and RLC entity will need re-establishment. If upper layers are re-established then it is straight forward to reset the MAC entity. We now look into details of key refresh for each bearer type
SCG Split bearer
Figure below describes SCG split bearer user plane architecture and also highlights the problem related to count rollover in NR-PDCP layer. SCG split bearer will utilise resources in NR-PDCP, NR-RLC, NR-MAC and LTE-RLC and LTE-MAC sublayers. 
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Figure 1: SCG split bearer user plane protocol stack and count rollover
If PDCP count or any other parameter’s rollover happens on the NR side and require a new key, LTE side resources also need to be reset. MCG-MAC reset will impact all existing resources like SRBs and other DRBs on the MCG side.
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Figure 2: Message sequence if SCG Change procedure is used
Figure above shows the message sequence if SCG change procedure is used as baseline and SCG resources are reset. When PDCP count rollover happens in EN-DC, SN inform MN about it. MN will then derive a new S-KeNB and send it to the SN like LTE-DC. For SCG split bearer, SCG-PDCP is reset then MCG-RLC and MCG-MAC should also be reset. But MCG-MAC is common to all SRBs and DRBs and even SCG-SRB could be configured on the SCG.
Observation 1: LTE DC SCG change procedure, if applied to SCG split bearer, will result in reset of SCG-PDCP, SCG-RLC and SCG-MAC on the SCG side and MCG-RLC and MCG-MAC on MCG side in case of PDCP count rollover. 
The interruption to user plane will be similar to UE moving to Idle state or performing intra cell HO. It is worth mentioning that intra cell HO is used when KeNB needs rekeying. If MAC reset is avoided then intra cell handover can be avoided.
Proposal 3: MN is informed about NR-PDCP count rollover or when security key refresh is required as security credentials in the SN are based on KeNB. 

Proposal 4: Either intra cell handover or a new procedure without MAC reset is used when new security key is required for SCG split bearer.
MCG bearer
SCG change procedure can be used whereby intra cell handover is triggered, as discussed above:
Proposal 5: If PDCP count rollover happens in MCG-PDCP, requiring refresh of KeNB, then either intra cell handover or a new procedure avoiding MAC reset is triggered.

SCG bearer
SCG bearer could be treated as a special type of SCG split bearer and same handling as SCG split bearer could apply. 

Proposal 6:  Same handling as SCG split bearer apply if key refresh is required for a SCG bearer.

2.3. SCG and MCG MAC reset
MAC reset can be avoided if upper layers are able to recover after reestablishment and MAC layer is able to send received data to upper layers unambiguously. RLC may discard this data but should be in a position to identify if the received RLC PDU has been sent before RLC re-establishment or afterwards. This identification is necessary especially when lower sequence numbers are available before RLC re-establishment and same sequence numbers become available after re-establishment of RLC entity. If RLC header is able to identify such anomaly then MAC reset can be avoided.
Proposal 7: RAN2 to discuss if MAC reset can be avoided in bearer type change where upper layers have been re-established.

3. Conclusion
We propose RAN2 to discuss and agree on following observations and proposals:
Proposal 1: Only PDCP layer is within the scope of discussion for bearer harmonisation.
Proposal 2: Bearer type change involving relocation of PDCP entity and security key change are not in the scope of optimisations introduced by bearer harmonisation

Observation 1: LTE DC SCG change procedure, if applied to SCG split bearer, will result in reset of SCG-PDCP, SCG-RLC and SCG-MAC on the SCG side and MCG-RLC and MCG-MAC on MCG side in case of PDCP count rollover.

Proposal 3: MN is informed about NR-PDCP count rollover or when security key refresh is required as security credentials in the SN are based on KeNB. 

Proposal 4: Either intra cell handover or a new procedure without MAC reset is used when new security key is required for SCG split bearer.

Proposal 5: If PDCP count rollover happens in MCG-PDCP, requiring refresh of KeNB, then either intra cell handover or a new procedure avoiding MAC reset is triggered
Proposal 6:  Same handling as SCG split bearer apply if key refresh is required for a SCG bearer.
Proposal 7: RAN2 to discuss if MAC reset can be avoided in bearer type change where upper layers have been re-established.
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