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1 Introduction 

Access control for NR has been discussed and one LS-out [1] was achieved to send for CT1 and SA2. The main intention of the Access control mechanism for NR is to use one unified access barring mechanism. CT1 has response the LS in [2] with additional question to RAN2.In addition, the applicability and detail of unified ACB mechanism in NR for NW slicing scenario has not been study for the time being. This contribution provides considerations on the two aspects.
2 Discussions
Mapping granularity 
This concern is about the accuracy from access request to selected ACB category. From RAN2 point of view, it depends on Operator’s configuration. If certain service needs to prioritize or to be bared, then the granularity should isolate application from the access requests. Whatever the granularity in mapping rule, RAN only provide service/application agnostic category configuration with corresponding access control parameters.
Access control duration 

In the response from CT1, one concern is captured about Access control duration. It is explained that duration for which the access remains allowed in connected is hard to be guaranteed. However from the RAN2 view points it is not an issue for access control mechanism. Since access control is aiming to baring access request from UE. If the UE has already accessed and no new access request in signaling is take place then no access control on that case.

Application type may miss when mapping to ACB category in Connected Mode
It is probably valid for some type or version of UE. However, a default category value may pre-define for this case. For example, NAS or application layer should do the mapping with various inputs, such as slice information, application, call type, subscription, and device type. With these inputs NAS/APP layer could selects a range of category for the access request. When application is missing due to the OS issue of UE, based on other inputs, NAS/APP layer also able to selects a default category from the range for the request.
Observation: Mapping granularity, Access control duration and application type missing are not issues from RAN2 point of view.
Establishment cause 
Our understanding is that CT1 concerns the duplication or redundant of ACB category and establishment cause. For these parameters both to differentiate access attempt. For AS side, the primary purpose of establishment cause value is to be able to differentiate between different types of access until S1 establishment. For NAS, the establishment cause is also provide in S1message in LTE, the MME and eNodeB is able to prioritize RRC connection requests and establish the S1 bearer and radio resources with priority. From RAN2 point of view, it seems appropriate to replace establishment cause with ACB category.
However some concerns may be raised for the replacement of establishment cause with ACB category. For example, the current cause values help LTE system to differentiate such as between MO/MT signalling or Signalling and data access. With these differentiations, LTE system is able to logging or prevent overload in CN. It is not clear whether unified categories can be used for the same purpose. 
Proposal 1: Replace establishment cause with unified ACB category need further study.
Support of network slicing
NR should consider how to provide per-slice ACB configuration. There mainly two approaches. One is explicit slice specific ACB mechanism. The other is implicit slice ACB mechanism. 

For explicit slice specific ACB mechanism, gNB provides unified ACB category with slice information (e.g. S-NSSAI). However this approach need to consider scalable issue and system information capacity since the number of NW slice (i.e. hundred) may far more than the number of PLMN(i.e. 6).
For implicit slice ACB mechanism, gNB only provides one unified ACB category without any slice information (e.g. S-NSSAI). NAS/APP layer takes NW slice into account when select ACB category for the access attempt.
The implicit approach seems less complex compare to explicit approach. However, since the mapping rule for the ACB category is relatively static in the approach and ran node has no information of the mapping rule, then it is impossible for RAN node to modify parameter of unified ACB category to compensate the congestion situation on one NW Slice. For example, it is possible that one NW slice becomes congest. Then 5G-CN notifies the RAN node that the NW slice is congested. But the RAN node does not know the mapping rule of category with NW slice then nothing can do for the situation.
Proposal 2: Slice specific Access control should be supported in unified ACB mechanism.

In order to mitigate the issue, there are two approaches.
Approach 2.1: RAN node acquires mapping rule for ACB category and modifies the ACB parameter for certain categories accordingly. For example, if different NW slice have different range of unified categories, then with the mapping rule RAN node is able to identify the categories corresponding to the congested NW slice. However, this approach introduces complex due to O&M operation.

Approach 2.2: In addition to provide unified ACB category for UE, RAN node provide Slice specific ACB category for the UE. When UEs of the NW slice acquire the additional information, they should override parameter of unified ACB category with additional slice specific ACB parameter.

NR ACB in RRC state 
Whether NR ACB mechanism applicable for RRC-IDLE state or applicable for ALL states (i.e. RRC-CONNECTED, RRC-INACTIVE, and RRC-IDLE) is not clear. At least from NW slice point of view, NR ACB should applicable for all RRC states. For example, UE can simultaneously support multiple NW slice. After UE access to one NW slice and in the RRC-CONNECTED state, then UE is able to try to access to another NW slice. In this sense, the access control in RRC-CONNECTED state should be supported. 

In order to achieve flexibility for deployment, it is possible that no ACB for RRC state other than RRC-IDLE. Therefore, we propose that NR ACB for RRC states can be configurable.

The example of ACB with RRC state configurable is shown in table 1.

Table 1 ACB with Configurable RRC state
	Category
	ACB parameter
	Applicable for RRC state (applicable for RRC-IDLE may be default)

	1
	Baring Time and factor/ baring Bitmap
Other parameter
	RRC-INACTIVE , RRC-CONNECTED

	2
	Baring Time and factor/ baring Bitmap
	RRC- CONNECTED

	…
	
	

	N
	
	RRC-INACTIVE


 Proposal 3: NR ACB applicable for RRC states can be configurable.
Dedicated message VS Broadcast message 

In LTE, ACB parameter is provide in broadcast message. Whether the message is in the minimal SI depends on the decision of approach of impacts of NW slice (i.e. explicit or implicit approach) and the study progress of SI in NR.

Nevertheless, dedicated message can be used for RAN node provides NR ACB parameter to UEs. For example, RAN node can provide slice specific ACB parameter for a UE.
Proposal 4: Whether to provide unified ACB category in minimal SI depends on the decision of approach of impacts of NW slice (i.e. explicit or implicit approach) and the study progress of SI in NR.

Proposal 5: Dedicated message can be used for RAN node provides NR ACB parameter to UE.

3 Conclusion 

Based on all the analysis abve, we give our observation and proposals as:

Observation: Mapping granularity, Access control duration and application type missing are not issues from RAN2 point of view.
Proposal 1: Replace establishment cause with unified ACB category need further study.
Proposal 2: Slice specific Access control should be supported in unified ACB mechanism.

Proposal 3: NR ACB applicable for RRC states can be configurable.
Proposal 4: Whether to provide unified ACB category in minimal SI depends on the decision of approach of impacts of NW slice (i.e. explicit or implicit approach) and the study progress of SI in NR.

Proposal 5: Dedicated message can be used for RAN node provides NR ACB parameter to UE.
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