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Introduction
At the RAN2#97 meeting the following was agreed in relation to stored system information in NR:

Agreements
1: Broadcasting some kind of index/identifier in minimum SI to enable the UE to avoid re-acquisition of already stored SI-block(s)/SI message(s). The index/identifier and associated system information can be applicable in more than one cell. System information valid in one cell may be valid also in other cells.
FFS what the index/identifier is (e.g. single index or area plus value tag, etc)

In [1] we propose to introduce both a valueTag field and a system information configuration index field (here denoted SICI) in the NR-MIB. This paper discusses how to use these fields in the NR-MIB for changing the NR system information. In addition to using the valueTag and SICI fields in NR-MIB for changing the system information we also propose to re-use the paging based method for system information update in NR.
[bookmark: _Ref178064866]Discussion
In LTE, the SIB1 (or MIB for NB-IoT) includes a value tag (systemInfoValueTag) to allow UE’s to use stored system information. When reading system information, the UE may store and associate it with the valueTag that is also broadcast. Later, e.g., upon return from out of coverage, the UE can check the valueTag being broadcast and if it has stored information related to the broadcast valueTag, it can assume that no new reading of system information is necessary. The UE will however assume that stored system information becomes invalid after 3 hours.
In a similar manner as for NB-IoT in LTE, in another contribution [1] we argue that a valueTag should be introduced in the NR-MIB to allow for a similar handling of stored SI. In case the UE receives an SS Block and decodes a valueTag (provided in the NR-MIB) and it discovers that it already has a stored valid version of the SI corresponding to that valueTag, it does not have to reacquire the system information. 
Changing the system information by transmitting a new valueTag in NR-MIB triggers the UE to reacquire NR-SIB1. RAN2 has agreed to having a “index/identifier” in the minimum SI “to enable the UE to avoid re-acquisition of already stored SI-block(s)/SI-message(s)”. Although this index/identifier could be the valueTag in the NR-MIB we propose in [1] that this index/identifier shall be a separate field in the NR-MIB. In [1] we denote this index system information configuration index (SICI). When the valueTag in the NR-MIB changes the UE shall re-acquire the system information. The SICI indexes correspond to different SI configurations related to e.g. access barring which are defined in the SI provided to the UEs. There are some similarities between these two fields for the situation that the UE receives a SICI in the NR-MIB for which it does not have any stored configuration.
When a UE cannot determine all relevant SI parameters due to receiving a SICI value in NR-MIB for which it does not have any stored configuration we propose that the UE shall read the broadcasted SI again (i.e. NR-SIB1 and any additional SI messages that may also have been updated). One could argue that if the valueTag matches and the SICI is un-defined that this is an error event and the UE shall consider the cell to be barred. However, by instead requiring that the UE simply re-reads the SI again we may define new SI configurations on the fly without incrementing the valueTag in NR-MIB. And we may also use some of the value space of the SICI bits to reduce the amount of value space required for the valueTag field.
[bookmark: _Toc481856459][bookmark: _Toc481871591][bookmark: _Toc481871701]When a UE receives a SICI value in NR-MIB for which it does not have any stored configuration it reads the broadcasted SI again (i.e. NR-SIB1 and any additional SI messages that have been updated).

In addition to using the valueTag and SICI fields in the NR-MIB we propose to also keep the paging based mechanism used in LTE to notify UEs about SI changes. A UE that is paged will then, at the same time, be informed about changes to the system information through inclusion of an SI change notification in the paging. It will also allow some UEs to receive information related to SI updates without monitoring the NR-MIB. The inclusion of the valueTag and SICI fields in the NR-MIB and using the paging-based method to notify the UE about SI changes as in LTE, creates several ways to update the system information a UE uses when accessing a cell in NR.
[bookmark: _Toc481856460][bookmark: _Toc481871592][bookmark: _Toc481871702]The paging based mechanism used in LTE for notification about SI changes is used also in NR.

There is a dependency between the system information validity time for valueTags (i.e. the time until a valueTag value may be reused) and how frequent it is feasible to successfully update the system information while at the same time minimizing the risk that UE’s use old (invalid) stored information. 
The needed value range for the valueTag parameter would depend on how often the system information needs to be updated for the duration of a system information validity. In LTE it is 3 hours as default. However, it also depends on the possibility to define a set of system information configurations using the SICI field that can be activated without triggering a valueTag update.
As discussed in [1], the system information may include system information of more than one cell, e.g. indexed by the PCI, and an update in the system information of any of these cells will thus impact the value tag in the NR-MIB. Note that this dependency of the system information in multiple cells will put further strain on the valueTag range (i.e. the valueTag may be changed more often). 
Furthermore, even though the system information may not be particularly dynamic today, it would be an unnecessary limitation to not allow for frequent updates due to a limitation in the valueTag range. At the same time, as the valueTags are assumed to be part of the NR-MIB, it is important to not use more bits than necessary. 
[bookmark: _Toc478042892][bookmark: _Toc478108018][bookmark: _Toc478170798][bookmark: _Toc480815081][bookmark: _Toc481580120][bookmark: _Toc481657683][bookmark: _Toc481856456][bookmark: _Toc481871588][bookmark: _Toc481871698]The valueTag range can limit how often it is feasible to update system information.
[bookmark: _Toc478042893][bookmark: _Toc478108019][bookmark: _Toc478170799][bookmark: _Toc480815082][bookmark: _Toc481580121][bookmark: _Toc481657684][bookmark: _Toc481856457][bookmark: _Toc481871589][bookmark: _Toc481871699]It is not known today how frequent updates of system information that will be needed in NR.
[bookmark: _Toc481580122][bookmark: _Toc481657685][bookmark: _Toc481856458][bookmark: _Toc481871590][bookmark: _Toc481871700]Introduction of a system information configuration index (in addition to the valueTag) may reduce the need to update the NR system information.

To allow for more frequent updates of system information than what a limited set of valueTag values with equal reuse period would support, it makes sense to consider specifying at least a few valueTag values that have a much shorter validity time, i.e. reuse period. This way, when such short-time-valid valueTag values are broadcast in the NR-MIB, system information associated with those valueTags will not be stored for long by the UE’s, allowing for more frequent updates. Then the valueTag range will not as quickly become a limitation, if, e.g., updates are required more times than what is allowed with a single and quite long validity time, i.e. reuse period, for all valueTag values. We propose that a limited set of valueTag values should be associated with such shorter validity times in addition to valueTag values with a longer validity time. It should be agreed how long such shorter validity times, i.e. reuse periods, should be, for example, 1-10 minutes.
As an example, the network may use the long-validity-time valueTag values first, but if the network run out of them before the reuse period expires, the network can then start using (and cycling) the short-validity-time valueTag values until (at least one of) the long-validity-time valueTag values become available for reuse.
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It is for further discussion whether this variation in validity duration, i.e. reuse period, is realized through specific time periods per valueTag value or with an optional additional parameter that may be explicitly signalled (similar to si-ValidityTime in LTE).

Conclusion
In section 2 we made the following observations:
Observation 1	The valueTag range can limit how often it is feasible to update system information.
Observation 2	It is not known today how frequent updates of system information that will be needed in NR.
Observation 3	Introduction of a system information configuration index (in addition to the valueTag) may reduce the need to update the NR system information.

Based on the discussion in section 2 we propose the following:
Proposal 1	When a UE receives a SICI value in NR-MIB for which it does not have any stored configuration it reads the broadcasted SI again (i.e. NR-SIB1 and any additional SI messages that have been updated).
Proposal 2	The paging based mechanism used in LTE for notification about SI changes is used also in NR.
Proposal 3	NR should support different validity durations, i.e. reuse periods, for different value tag values to support frequent changes as well as more static and preconfigured sets of system information.
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