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Introduction
[bookmark: _GoBack]Since the first release of LTE, Automatic Neighbour Relation (ANR) functionality has been introduced to automatically generate the relations between radio network entities. Such relations are used to establish connections between entities, support mobility, load balancing, dual connectivity, etc., and ANR is seen as significantly reducing the planning and operation costs for operators [2]. Therefore, it is our understanding that automatic establishment of relations will continue to be an important feature in NR networks. One can expect that the challenging NR requirements will result in an even higher emphasis on the need for seamless mobility than in legacy RATs, which further increases the importance of automatic relation establishment in NR. In addition, an extensive use of beamforming, together with a lean design of NR will bring new challenges and additional scope to the relation management.
In RAN1#88, it was agreed to use NR-SS for neighbour cell detection;· Detection of neighbor cell for measurement is based on NR-SS 


In this paper, further details of how the neighbour relation establishment procedure works in the non-stand-alone (NSA) deployments.
[bookmark: _Ref178064866]Discussion
[bookmark: _Ref480445327]Neighbour relation establishment in LTE
In LTE, a UE detects cells based on their PSS/SSS, which encode a Physical Cell Identifier (PCI). An important property of these signals is that the UE autonomously detects the neighbour cell IDs from an acquired PSS/SSS, i.e., the network does not need to provide a neighbour cell list. UEs typically detect and measure neighbour cells by sampling a short time window (e.g. 5 ms) on the target frequency (which may be the same or different from serving) and search (possibly offline) for PSS/SSS occurrences within that sample. For each detected PSS/SSS, the UE can also perform a measurement using the CRS corresponding to the PCI. The result of that action is a list of neighbour cell IDs and corresponding measurement sample.
Once the UE perform measurements, mobility events can trigger the transmission of measurement reports. Based on these reports the serving eNB is able to identify that a given PCI belongs to a neighbour eNB in order to trigger a handover preparation procedure. In order to do that, the serving eNB needs to maintain a Neighbour Relation Table that maps locally unique identifiers, i.e. the PCIs in LTE, with globally unique identifiers, i.e. the E-UTRAN Cell Global identifier (E-CGI). E-CGI is defined in LTE as a combination of PLMN ID (Combination of country code and network code) and ECI (combination of eNB ID and cell ID).
The procedure is illustrated in Figure 1. In step 1, the UE sends a measurement report to the serving eNB, containing the PCI of cell B. The eNB then instructs the UE to read the ECGI, the TAC and all available PLMN ID(s) of cell B. The neighbour cell broadcasts its PLMN IDs, TAC etc. in the SIB1 message. After measuring these values, the UE reports the detected ECGI to the serving eNB, and the eNB decides to add this neighbour relation. The eNB can use the PCI and ECGI to lookup a transport layer address to the new eNB, update the Neighbour Relation list, and, if needed, setup a new X2 interface towards this eNB [1].
[image: ]
[bookmark: _Ref462997797]Figure 1. Automatic Neighbour Relation Function in LTE [1]

Observation 1 In LTE, the UE reports to the serving eNB measurement reports associated to locally unique identifiers (e.g. PCIs).
Observation 2 For handover decisions based on UE reporting of local IDs, a Neighbour Relation Table (NRT) mapping local IDs to global IDs (e.g. E-CGI) is necessary to identify the target eNB in order to send a handover preparation and/or a handover request.
Observation 3 In LTE, a serving eNB can request the UE to acquire a global identifier (e.g. ECGI) associated to a previously reported local identifier (PCI).
Observation 4 In LTE, a globally unique identifier (ECGI) is broadcasted in SIB1 and can be associated to a locally unique identifier (PCI).
In LTE, this Global ID, the ECGI, is not necessary as often as the PCI. Therefore, it is transmitted in SIB1 every 80 ms while the PCI is transmitted every 5ms.
Observation 5 In LTE, a globally unique identifier (ECGI) is broadcasted with a larger periodicity than the locally unique identifier (PCI).
ANR establishment between LTE MeNB and NR gNB in Non-Stand-Alone (NSA) operation of NR
A LTE master node PCell could request the UE for measuring on the NR carriers to establish the NR leg of dual connectivity. Then the UE is configured to measure on NR frequencies, detect NR cells, trigger IRAT mobility events (such as the equivalent to B1 and B2 in LTE) and send measurement reports, to assist the network to setup dual connectivity with a Non-Standalone (NSA) NR carrier based on measurements. Upon receiving the measurement report the LTE MeNB may or may not recognize that PCI as a neighbour NR cell. If the LTE MeNB recognizes the PCI, then it could provide the UE with the access related information in order to establish the NR leg of the dual connectivity. However, if the PCI of the NR cell is not recognized by the LTE MeNB, then there is a need for a new ANR establishment procedure as the legacy ANR procedure from LTE cannot be used due to the absence of system information in NR. 
Observation 6 In NSA deployments of NR, a different ANR procedure needs to be standardized in order to establish NR leg of the dual connectivity when the PCI of the NR cell is not recognized by the LTE MeNB.
In general, the ANR procedure will be triggered by the network node very seldom. New node addition to the network or changes in the propagation environments will call for the need for identifying the new neighbouring nodes. As ANR procedure will be seldom used by the network node, the procedure should impact minimally on the normal operation of the network. 
Observation 7 The ANR procedures are seldom used in the normal operation of the network nodes.
In LTE, the ANR procedure had minimal impact on the normal operation of the network nodes i.e., the network nodes did not transmit additional signals more often just to support ANR procedure. The ANR procedure uses the UE’s capability of reading the neighbour cell’s SIB1. 
Observation 8 The ANR procedure in LTE do not impact the normal operation of the LTER nodes and a similar procedure in NR is desired.
It was agreed in RAN plenary in March to prioritize the NSA operation of NR. In the NSA operation of NR, the NR carriers are not expected to broadcast the system information required for the initial access and the UE will obtain the required system information from the LTE master eNB.
Observation 9 In NSA deployments of NR, the LTE MeNB will provide the system information needed for the initial access of the NR RAT except SFN.
There can be many ways to enable the neighbour relation establishment procedure in NSA deployments. Three of them are briefed in Table 2‑1.
	Different alternatives
	Brief description of the procedure

	Alternative-1
	NR nodes broadcasts global-ID (GID) in the system information even in the NSA deployments. UE measures and reports the GID to the LTE master eNB PCell.

	Alternative-2
	NR nodes transmits GID on-demand to the UE once the UE has accessed the NR cell via ANR specific RA resources. UE requests for the GID from the NR gNB (MSG1), obtains it (MSG2) and reports the same to the LTE master eNB PCell.

	Alternative-3
	NR nodes do not transmit any GID or system information. UE access the NR node via ANR specific RA resources and reports the LTE MeNB PCell’s ECGI to the NR gNB.



[bookmark: _Ref481497753]Table 2‑1 : Different options of ANR establishment procedure
In alternative-1, the GID of the NR nodes is broadcasted along with the appropriate system information as well. When the LTE MeNB PCell requests the UE to report the NR node’s GID, the UE reads the corresponding (to the PCI as requested by the LTE MeNB PCell) system information and reports the GID to the LTE MeNB PCell. Note that this procedure can be exactly reused for SA deployments and hence creates least standardization overhead. However in this procedure, the NR nodes needs to broadcast the system information all the time although ANR procedure is very seldom used by the network and hence results in wastage of resources for the NR node. Also, the progress in the system information (SIB1) design in RAN1 for the early drop targeting NSA deployments of NR. 
Observation 10 Progress of SIB1 design needs to take place in RAN1 for the first NSA specific release to make sure that alternative-1 can be used for ANR purposes.
Observation 11 Alternative-1 has least standardization effort but has (possibly) large transmission overhead in NSA deployments.
In alternative-2, the UE access the NR node via ANR specific (or default) RA configurations. Once the UE has accessed the NR cell, the UE requests for the GID transmission from the NR cell and obtains the same via dedicated RRC signalling. The so obtained GID will then be forwarded to the LTE MeNB PCell. This procedure has the advantage that there is no overhead of system information transmission in NR nodes. 
Alternative-3 is to minimize the impact of new ANR procedure on the normal operation in NSA deployments by obtaining the LTE MeNB PCell’s ECGI from the LTE MeNB and forwarding the same to the NR cell upon accessing it. The RA configuration to be used by the UE for accessing the NR cell could be a dedicated configuration for ANR establishment purposes in dual connectivity scenarios of NSA deployments. 
Observation 12 Alternative-2 and alternative-3 needs to UE to be capable of accessing NR gNB using ANR specific RA configurations.
Observation 13 Alternative-2 and alternative-3 can be seen as on-demand ANR schemes where additional resources will be seldom used.
Observation 14 Alternative-2 and alternative-3 needs to have NSA specific standardization support for ANR.
Based on the above observations, it is clear that alternative-1 is preferred if SIB1 design is in place in RAN1 and is transmission of SIB1 is preferred in NSA deployments as well. However, if RAN1 progress is deemed to be blocking and if SIB1 transmission is not mandated for NSA, then alternative-2 and alternative-3 provide the least overhead design to support ANR in NSA deployments.
1. Send a LS to RAN1 to check the expected time lines of SIB1 design.
1. If transmission of SIB1 is not preferred in NSA deployments, standardize ANR procedure as mentioned in alternative-2 and/or alternative-3
Conclusion
In the previous section, the following has been observed:
Observation 1 In LTE, the UE reports to the serving eNB measurement reports associated to locally unique identifiers (e.g. PCIs).
Observation 2 For handover decisions based on UE reporting of local IDs, a Neighbour Relation Table (NRT) mapping local IDs to global IDs (e.g. E-CGI) is necessary to identify the target eNB in order to send a handover preparation and/or a handover request.
Observation 3 In LTE, a serving eNB can request the UE to acquire a global identifier (e.g. ECGI) associated to a previously reported local identifier (PCI).
Observation 4 In LTE, a globally unique identifier (ECGI) is broadcasted in SIB1 and can be associated to a locally unique identifier (PCI).
Observation 5 In LTE, a globally unique identifier (ECGI) is broadcasted with a larger periodicity than the locally unique identifier (PCI).
Observation 6 In NSA deployments of NR, system information is not broadcasted by the NR nodes.
Observation 7 In NSA deployments of NR, the LTE MeNB will provide the system information needed for the initial access of the NR RAT.
Observation 8 In NSA deployments of NR, a different ANR procedure needs to be standardized in order to establish NR leg of the dual connectivity when the PCI of the NR cell is not recognized by the LTE MeNB.
Observation 9 The ANR procedures are seldom used in the normal operation of the network nodes.
Observation 10 Progress of SIB1 design needs to take place in RAN1 for the first NSA specific release to make sure that alternative-1 can be used for ANR purposes.
Observation 11 Alternative-1 has least standardization effort but has (possibly) large transmission overhead in NSA deployments.
Observation 12 Alternative-2 and alternative-3 needs to UE to be capable of accessing NR gNB using ANR specific RA configurations.
Observation 13 Alternative-2 and alternative-3 can be seen as on-demand ANR schemes where additional resources will be seldom used.
Observation 14 Alternative-2 and alternative-3 needs to have NSA specific standardization support for ANR.
Based on these observations, we have proposed the following:
1. Send a LS to RAN1 to check the expected time lines of SIB1 design.
1. If transmission of SIB1 is not preferred in NSA deployments, standardize ANR procedure as mentioned in alternative-2 and/or alternative-3
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