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1 Introduction

This document proposes a generic RRC service request message instead of specific purpose messages. 
2 Discussion
Whenever the UE makes an access and transmits a CCCH message there are some general requirements. 
a) The UE need to identify itself, and indicate if the provided identity is a RAN identity or a Core network Identity, such that the network can know how to handle the identity. 
b) For resuming or re-establishing a RAN context based on the CCCH message, some security mechanism is needed, e.g. a security MAC that reliably authenticates the UE. 
c) A NAS cause value could be assumed needed, to be able to do Access Control: UE based Barring or network response to the UE CCCH message. 
Thus there is an opportunity to specify a single UL CCCH message to cover all situations. 

Proposal 1: There shall be a general RRC service request message for UL CCCH.
In general the procedure may look like the following 

1: UE ( gNB:
RRC Service Request

2: UE ( gNB:
Command (FFS if specific or generic)
3: UE ( gNB: 
Confirm (dep on command message) 

Proposal 2: The RRC Service Request message is not ciphered and includes either a) S-TMSI / Random ID, or b) a RAN provided ID, an access cause value (FFS if same as Access Category for Access Barring), and a security information element. 

Proposal 3: The gNB decides what action to take based on the RRC service request message, and indicate to the UE by the Command message e.g. whether the UE shall use a stored RRC context/configuration of if the configuration shall be established from scratch. 

Proposal 4: The RRC service request message is used for the following corresponding LTE cases: RRC Connection Establishment, RRC Connection Resume, RRC Connection Re-establishment, (Future:) transmission of Signalling or Data in RRC_Inactive, FFS: Hand-over (maybe only DCCH messages would be used at handover).  
We note that in order to use the RRC service request also for recovery of RLF and other abnormal situations, the UE identity would need to be provided to the UE at the beginning of the RRC connection rather than at the RRC release. 
Proposal 5: The RAN provides the RAN provided ID in the Command message following a UE RRC service Request. 
3 Summary

Proposal 1: There shall be a general RRC service request message for UL CCCH.
Proposal 2: The RRC Service Request message is not ciphered and includes either a) S-TMSI / Random ID, or b) a RAN provided ID, an access cause value (FFS if same as Access Category for Access Barring), and a security information element. 

Proposal 3: The gNB decides what action to take based on the RRC service request message, and indicate to the UE by the Command message e.g. whether the UE shall use a stored RRC context/configuration of if the configuration shall be established from scratch. 

Proposal 4: The RRC service request message is used for the following corresponding LTE cases: RRC Connection Establishment, RRC Connection Resume, RRC Connection Re-establishment, (Future:) transmission of Signalling or Data in RRC_Inactive, FFS: Hand-over (maybe only DCCH messages would be used at handover).  
Proposal 5: The RAN provides the RAN provided ID in the Command message following a UE RRC service Request. 


































































