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Introduction
In RAN2#97bis meeting the following agreements on SCG SRB are achieved [1]: 
Agreements:
1	SCG SRB can be configured based on network decision.
2	Addition of SCG SRB is decided by SN.
FFS Whether the MN can request establishment of SCG SRB
3	SCG SRB configuration is provided by NR RRC from SN.
4	NR RRC complete messages and measurement reports are mapped to the same SRB as the message initiating the procedure.
FFS Whether there are any exceptional cases for the complete messages
FFS Whether explicit configuration is also supported for measurement reports.
5	All LTE RRC messages are mapped to MCG SRB.
6	EN-DC can only be configured after security activation on LTE.

Agreements
1: SCG SRB is of higher scheduling priority than all DRBs.
2: UE processes messages received on SCG SRB one message at a time in the order received at the RRC. (i.e. same rules as in LTE). 
3: There is no requirement on the UE to perform any reordering of RRC messages between MCG SRB and SCG SRB.
FFS: What terminology will be used to describe the SCG SRB.

Agreement
1:	The following RRC messages can be sent via the SRB in the SCG.
•	RRCConnectionReconfiguration and RRCConnectionReconfigurationComplete
•	MeasurementReport

Agreement
1	For LTE-NR tight interworking where LTE is the MN with SCG SRB configured, only one SRB is required on the SN side, and only for messages corresponding to SRB1.
FFS is anything additional is needed for SN failure cases.
In this paper, we further discuss the configuration issues of SCG SRB.
Discussion
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]In LTE, the following SRBs are defined:
-	SRB0 is for RRC messages using the CCCH logical channel;
-	SRB1 is for RRC messages (which may include a piggybacked NAS message) as well as for NAS messages prior to the establishment of SRB2, all using DCCH logical channel;
-	For NB-IoT, SRB1bis is for RRC messages (which may include a piggybacked NAS message) as well as for NAS messages prior to the activation of security, all using DCCH logical channel;
-	SRB2 is for RRC messages which include logged measurement information as well as for NAS messages, all using DCCH logical channel. SRB2 has a lower-priority than SRB1 and is always configured by E-UTRAN after security activation. SRB2 is not applicable for NB-IoT.
It has been agreed in the last meeting only one SCG SRB is required on the SN side, and only for messages corresponding to SRB1. By now the agreed RRC messages sent via SCG SRB are RRCConnectionReconfiguration, RRCConnectionReconfigurationComplete, and MeasurementReport. Besides, there is no need to transmit NAS message via SCG SRB. 
Observation 1  RRC messages sent via SCG SRB are part of that sent via MCG SRB1.
Though SCG SRB is much similar with MCG SRB1, there are still many differences between the two SRBs:
1. The time of SRB establishment
MCG SRB1 is established during the RRC connection establishment procedure, while SCG SRB could only be established after security activation on LTE in EN-DC case. 
2. The integrity/ ciphering protection keys
In LTE DC, RRC messages and NAS messages are only transmitted via MCG while data traffic could be transmitted on both MCG and SCG bearers. Therefore KRRCint, KRRCenc and KUpenc are derived by UE and MN from KeNB, as well as an identifier for the integrity/encryption algorithm using the KDF. The MN derives the S-KeNB from the KeNB and an SCG freshness counter and sends the S-KeNB to SN. Then SN derives the KUPenc for UP encryption from the S-KeNB. 
Since SCG SRB has been supported in EN-DC, S-KRRCint and S-KRRCenc used for RRC traffic on SCG SRB should be introduced and be derived by UE and SN from the S-KeNB instead of KeNB. It also means MCG SRB and SCG SRB use different integrity protection key and ciphering key for RRC messages.
3. The split function
As agreed in the previous meetings, split SRB is supported for MCG (both SRB1 and SRB2) but not supported for SCG at least in Rel-15 due to the increase of UE complexity and little performance gain.
Observation 2  SCG SRB is different from MCG SRB1 in terms of establishment time, the integrity/ ciphering protection keys, and supported functions.
With the two observations, we have the following proposals:
Proposal 1  SCG SRB should be considered as new SRB type.
Proposal 2  SCG SRB is called SRB3.
Since RRC messages sent via SRB3 are part of that sent via MCG SRB1, these two SRBs should enjoy the same priority.
Proposal 3  SRB3 has the same priority with SRB1.
The IE DRB-Identity is used to identify a DRB used by a UE. In case of DC, the DRB identity is unique within the scope of the UE i.e. an SCG DRB cannot use the same value as used for an MCG or split DRB. For a split DRB the same identity is used for the MCG- and SCG parts of the configuration. Similar usage should be applied to split SRB and SCG SRB in EN-DC. Specifically the same srb-Identity should be used for the MCG- and SCG part of the split SRB configuration. Considering the UE could be configured with split SRB and SCG SRB simultaneously, a new srb-Identity (i.e., Value 3) should be allocated to SRB3 to distinguish the SRBs in the UE.
Proposal 4  A new srb-Identity (i.e., Value 3) is introduced for SRB3.
Addition of SRB3 is decided by SN to realize fast reconfiguration. RRC messages transmitted directly to the UE via SRB3 are those not requiring any coordination with MN. Once UE is configured with SRB3, all these RRC messages should be transferred via SRB3, regardless of uplink or downlink.
Proposal 5  Once SRB3 is configured, all RRC reconfigurations not requiring any coordination with MN should be transferred via SRB3.
Split SRB is used to increase the transmission reliability of MCG RRC messages while SRB3 is used to realize fast RRM management in NR. With different purposes, split SRB and SRB3 could be configured simultaneously.
Proposal 6  Split SRB and SRB3 could be configured simultaneously.
In our view, MN should be allowed to request the establishment of SRB3 and whether to establish or not depend on SN decision. Here are three cases:
1. SgNB configuration failure (only for message on SRB3) is considered as a SgNB failure cases in LTE-NR DC as agreed in the last meeting. It may happen when the UE is unable to comply with (part of) the SRB3 configuration included in the RRCConnectionReconfiguration message. To recover this type of SN failure, MN may request the SN to re-establish SRB3 based on the SCGfailureinformation received from the UE. 
2. Another case is inter-MN handover without SN change. If SRB3 is established in the current LTE-NR DC architecture, the target MN may request the SN to keep the established SRB3 so that the UE behaviour could be consistent. 
3. If both LTE RRC messages and NR RRC messages are transferred to UE via MN, the processing power of MN on RRC messages needs to be doubled considering the NR RRC messages may be generated at a different time from that of LTE RRC messages. Regarding to MN processing power, the MN should be allowed to initiate SRB3 establishment during SN addition procedure and SN would make the final decision on whether to establish or not. Though it may not be a serious problem but should also be considered especially in multi-connectivity with multiple SN nodes.
Proposal 7  MN can request the establishment of SRB3 and SN decides whether to accept or not.
Conclusions
In this work, we have the following recommendations:
Observation 1  RRC messages sent via SCG SRB are part of that sent via MCG SRB1.
Observation 2  SCG SRB is different from MCG SRB1 in terms of establishment time, the integrity/ ciphering protection keys, and supported functions.
Proposal 1  SCG SRB should be considered as new SRB type.
Proposal 2  SCG SRB is called SRB3.
Proposal 3  SRB3 has the same priority with SRB1.
Proposal 4  A new srb-Identity (i.e., Value 3) is introduced for SRB3.
Proposal 5  Once SRB3 is configured, all RRC reconfigurations not requiring any coordination with MN should be transferred via SRB3
Proposal 6  Split SRB and SRB3 could be configured simultaneously.
Proposal 7  MN can request the establishment of SRB3 and SN decides whether to accept or not.
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