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1.	Introduction
As described in TR23.799 [1], the RAN may use the NSSAI from the UE to forward the NAS message to the selected CN instance. It also describes that the NSSAI might be used to select a CN entity. Although there have been discussions in the last RAN2#97bis meeting and email discussion [2] to practically use slicing information in RAN2 procedures, it is not the only RAN2 scope to decide whether slicing related information will be exchanged between the UE and the network or not. 
[bookmark: _GoBack]In this document, we discuss the issue of handling NSSAI in initial access. 
2.	Discussion
TR23.799 [1] describes that UE could initiate RRC connection with NSSAI if available. By using the NSSAI, the RAN may be able to select a CN instance such as AMF.  
As discussed in SA2, if UE provides NSSAI to the gNB during RRC Connection Establishment procedure, the AMF responds to the UE with a list of allowed S-NSSAI. In order words, UE does not know which slice the network will allow before RRC connection establishment so that UE cannot use the list of slices in the random access preamble selection.
Observation 1: It is not useful to use NSSAI to perform random access procedure in RRC Connection Establishment because UE does not know which slice the network will allow.
Proposal 1: UE does not use NSSAI for random access procedure in RRC Connection Establishment.
In addition, SA3 replied in LS [3] regarding the security issue of transmitting slicing information via a NAS or RRC message as follows.
	If there is a valid security context available at the UE, then all NAS messages shall always be integrity protected. In addition, except for the information required for the AMF to identity the UE and the security context (e.g., subscription identifier, Key Set Identifier), the rest of the information in the NAS message shall always be ciphered. 
Similarly, the security and privacy threats are also applicable when NSSAI related information is included in unprotected RRC signaling messages. Therefore, including NSSAI related information in such unprotected RRC signaling should be avoided when possible and shall be avoided when privacy of such information (e.g., when UE is accessing privacy sensitive slices) is required. 
(…..)
SA3 understands that if NSSAI (or part of it) is not included in the initial unprotected NAS messages or unprotected RRC messages due to the privacy requirement of the slice(s) being requested by the UE, it may result in a non-optimal initial selection of the AMF (e.g., default AMF) with potential AMF relocation when the full requested NSSAI is sent by the UE in a later protected NAS message after the security context is established between the UE and the AMF. This a tradeoff between performance and privacy when the requested NSSAI requires privacy protection. It should be noted here that if the number of UEs accessing privacy sensitive slices in a given RAN is relatively low compared to the number of UEs accessing that RAN, then the absense of NSSAI related information in RRC message itself may leak information that these low number of users are accessing privacy sensitive slices. SA3 has not concluded yet whether and if so how such leakage of information needs to be prevented in 5GS.



As SA3 already mentioned in the LS, a tradeoff may exist between security and performance optimisation.  Considering the tradeoff, however, other solutions could alter slicing specific resource allocation or service differentiation in initial access. Also, bearing threating issue and transmitting slicing information in unprotected RRC messages may cause unexpected problems and critical service degrade. Therefore, we believe that NSSAI related information shall be delivered in protected RRC messages.  
Observation 2: According to SA3 LS reply, NSSAI related information shall be included in protected RRC signalling.
For RRC Connection Establishment in LTE, AS security is not activated during this procedure. Thus, all relevant RRC messages are not protected. However, for RRC Connection Resume in LTE, AS security is activated from Msg.5 in case of uplink. In order to protect the NSSAI related information, the protected Msg.5 can be used for delivery of NSSAI related information. 
Moreover, even though NSSAI size is not decided yet, we assume that adding NSSAI to message 3 would increase total size of the message 3. In case of eLTE, the existing LTE Msg.3 message would be used. Considering the limited available space in Msg.3, it is regarded as impossible to include the NSSAI related information in Msg.3. Even if the Msg.3 size for NR is not determined yet, in order to make a common solution which is applied to eLTE as well as NR, we prefer to include the NSSAI information in Msg.5.
Observation 3: Adding NSSAI to message 3 would increase total size of the message 3 which may be limited in size.
Proposal 2: UE includes NSSAI related information in protected Msg. 5 if the UE needs to send it.

3.	Proposal
In this document, we present our view on handling NSSAI related information. And to conclude, we think slicing specific process in initial access is not feasible. 

Proposal 1: UE does not use NSSAI for random access procedure in RRC Connection Establishment.
Proposal 2: UE includes NSSAI related information in protected Msg. 5 if the UE needs to send it.
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