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Introduction
In RAN#75, the study item on enhanced support for aerial vehicles was approved [1]. The objective of the study is to investigate the ability for aerial vehicles to be served using LTE network deployments with base station antennas targeting terrestrial coverage, supporting Release 14 functionality (i.e. including active antennas and FD-MIMO), to verify the level of performance in terms of latency, reliability, delay jitter, coverage, data rate, and UE density, positioning accuracy, etc. In SI, there is an objectives related to studying identification of a non-certified drone UE:

· Identify potential enhancements to LTE so that it is better suited to provide connectivity and positioning services to drones in the identified deployment scenarios. The study should consider the following aspects:
· ..
· ..
· Identification of an air-borne UE that does not have proper certification for connecting to the cellular network while air-borne [RAN2]



In this contribution, we discuss the above SI objective.
Background
As mentioned in [1], there are regulatory aspects specifically for drones. Two types of “drone UE” are observed in the field. One is a drone equipped with a cellular module certified for aerial usage. On the other hand, there might be a drone carrying a cellular module that is only certified for terrestrial operation. Such usage may not be permitted from a regulatory standpoint in certain regions. In that sense, the UL signal from such a UE can be regarded as jamming.

There are actually two aspects in the above paragraph that needs to be considered. In the possible WI for drones, LTE capability would be defined for LTE-drone UEs and normal cellular phone would not have the drone capability. Thus, one issue would be to detect if a non-(drone)capable UE is flying. Second aspect is that even a UE is drone capable, the certification of the drone might allow flying only in certain regions. Each of these aspects further splits in two cases depending on if network needs to identify the drone or if a third party, e.g. an authority inspecting a drone from the ground, needs to identify the drone.
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It should be discussed to what extend these can be studied in this SI and whether to involve SA2. Identifying a drone flying by a third party might require a global identifier for the drone that can be recognized or read by the third party. There, some security aspects might need to be considered. If it requires that network identifies a drone flying that already has LTE connection and thus has authenticated itself with AAA, we are discussing speed or height recognition.  Lastly, how to verify a proper certifications needs most likely SA2 involvement and might require SA3 involvement as well.
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Conclusions
In this contribution, we discussed the identification issues and have the following conclusions and proposals: 
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Observation 1	Identifying certification can be split in two problems
a.	Identify non-(drone)capable UE flying.
i.	Identified by network.
ii.	Identified by a third party.
b.	Identify proper certification for a drone capable UE.
i.	Identified by network.
ii.	Identified by a third party.

Proposal 1	Discuss in RAN2 which of these cases should be considered within the SI.
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