Page 4
Draft prETS 300 ???: Month YYYY
[bookmark: _GoBack]3GPP TSG-RAN WG2 Meeting #98	R2-1705316
Hangzhou, China, 15 – 19 May 2017

Agenda Item:	9.3.2
Source:	Ericsson
Title:	Fundamentals that impact UDC
Document for:	Discussion and Decision

Introduction
This paper captures the Text Proposal for the TR for the UDC study item.
[bookmark: _Ref178064866]Discussion
UDC aims to compress header and payload data. The performance of UDC is influenced by the percentage of encrypted traffic and similarly whether the data is already compressed or not. To ensure the completeness of the report, the fundamentals that impact the UDC should be captured in Technical Report (TR). Text proposal has been appended in the Annex of this paper.
RAN2 should indicate in the technical report showing the trends w.r.t. encryption and existing compression methods at higher layers.
RAN2 should provide indications of encryption trends.


Conclusion and Text proposal 
1.     RAN2 should indicate in the technical report showing the trends w.r.t. encryption and     existing compression methods at higher layers.
RAN2 should provide indications of encryption trends.
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Annex - Text proposal for TR
[bookmark: _Toc477787047][bookmark: _Toc480975947][bookmark: _Toc382931060]7.1	Existing data compression methods and Encyrption trend
Compression is commonly used when storing and transmitting data and several applications exist in different layers of the network, as illustrated in Figure 1. In addition, many file formats, such as MPEG-4 and JPEG, are in themselves already compressed and further compression gains could therefore be expected to be small.
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                       Figure 1: OSI/RAN Level architecture and location of existing algorithms

Many Application layer compression algorithms have been standardized in IETF and 3GPP SA4. One big advantage of having these algorithms at Application layer is that before the traffic is encrypted, it can be compressed. Such application layer algorithms include:
· HTTP-2 is an updated version of HTTP. It’s main advantage over previous HTTP version is that it decreases latency to improve page load speed in web browsers by considering data compression of HTTP headers. The standardization effort for HTTP-2 has been supported by many browsers such as Internet Explorer, Chrome, Opera, Safari, Firefox etc.
· QUIC (Quick UDP Internet Connections) has also been pushed for IETF standardization. It aims to provide faster and secured/encrypted web browsing experience.
· SigComp is a solution for compressing messages generated by application protocols with primary driver to compress SIP message.
· TCP UL ACK Optimization: IETF is considering possibilities to lower the ACK rate without degrading the performance.
Moreover, Data Compression Proxies are proxy services that provide data compression to users (with the intent of reducing bandwidth usage), with the main aim to encrypt the traffic. For instance, Google has a data compression proxy for Chrome, which can use a variety of protocols depending on what is available [2].
7.1.2	Traffic Encryption Trend
Below traffic trend [1] from google traffic shows over last two years the percentage of encrypted traffic is keeping an upward trend. Across all the platforms and devices, it is on the rise. The frequency of HTTPS is higher when using Chrome OS and least when using Android, however both follow an increasing trend and significantly 50% of the traffic on Android was encrypted in early this year. Assuming the trend continues as it has been, we assume a big majority of the traffic will be encrypted in the future. We need to have an outlook as what could be the percentage of encrypted traffic when UDC is deployed. The amount of unencrypted traffic will likely be smaller than today considering the trend shown in the figure.
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Extrapolating the results in coming 18 months (Rel-15 Freeze), the estimated average encrypted HTTP traffic in Android devices would be approximately 70%. 

In all listed countries, encryption is increasing and is above 50 % in the middle of April 2017, except for Japan where the ratio of encrypted traffic is lower and is around 35 % in the middle of April 2017 however has increased from around 15 % in April 2016
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