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Discussion and decision
1 Introduction

During RAN#72, the study item objectives for FeD2D were agreed upon to evaluate and study the benefits of enhanced UE-to-network relaying, and of using an enhanced form of the LTE sidelink air-interface for D2D aided services focusing on wearable and MTC applications [1]. SA1 has introduced service requirements related to access control for evolved Prose Remote UE accessing the network via an evolved Prose Relay UE [2].
In this contribution, we discuss the LS sent by CT1 [3] in response to SA1’s LS [4] on access control mechanisms and provide a way forward.
2 Discussion
SA1 has included a series of service requirements for supporting the access control mechanism for indirect communication, such as ACB, ACB-Skip, EAB, SSAC and ACDC and put together the following questions in their LS [4]:
“

(1) Whether the access control check is implemented in the Evolved ProSe Remote UE or in the Evolved ProSe UE-to-Network Relay or in combination of both.

(2) Which information needs to be shared between the Evolved ProSe Remote UE and the Evolved ProSe UE-to-Network Relay. 

(3) When and how to share the information in (2) above.

“
CT1 responded to the first question in that based on current stage 1 requirements, it would be preferable for the access control check to be implemented in the Evolved ProSe Remote UE. They have left the other questions to be answered by RAN2.
2.1 Evolved ProSe Remote UE based access control
Based on the service requirements outlined in [2] as shown in annex as well as CT1’s LS response, it is understandable that the access control check implementation in the Evolved ProSe Remote UE is the best solution. ACB, which is a function of UE access class depends on the type of access attempt (e.g. mobile originating or mobile terminating) that the Remote UE is only aware of and if the access is not allowed, the time period of barring also depends on the UE parameters. It would save on signalling if the Remote UE performs ACB check before contacting the Relay UE for access to the 3GPP network. SSAC for IMS MMTEL voice/video service is to be performed specifically at the UE’s IMS layer and therefore cannot be applied at the Relay UE on behalf of the Remote UE. As for ACDC, the UE’s EMM layer has to keep track of the ACDC access attempts and send requests for ACDC category accordingly. It would involve a lot of overhead and signalling for the Relay UE to maintain the Remote UE’s access parameters and apply them. 
Given these and the overhead of transferring information back and forth between Remote UE to Relay UE, it is most beneficial for the Remote UE to perform the access control checks. 

Proposal 1. RAN2 to agree that access control check is performed at Evolved ProSe Remote UE using the serving cell parameters where Evolved ProSe Relay UE is camped. 

If the access control checks are performed at the Evolved ProSe Remote UE, all the access parameters are available at the Remote UE if it is in-coverage. Furthermore, it has already been agreed that the system information will be relayed for linked out-of-coverage Remote UEs and the need of system information relaying for linked in-coverage remote UE is also proposed as the result of email discussion [5]. Such information will be relayed whenever there is any change in configuration.
Proposal 2. RAN2 to agree that the necessary access control parameters in the system information are forwarded by the Evolved ProSe Relay UE to the linked Evolved ProSe Remote UE. 

Proposal 3. RAN2 to respond to the SA1 LS as per below:

1) RAN2 agree with CT1 response that the access control check is performed at the Evolved Remote UE.
2) There is no information to be provided from Remote UE to Relay UE, however, for linked Remote UEs, the necessary access control parameters in the system information are to be forwarded for the Remote UE to perform the checks.
3) The necessary system information are forwarded as necessary.
3 Conclusion

In this contribution, the access control mechanisms are discussed and the following proposals are made: 

Proposal 1. RAN2 to agree that access control check is performed at Evolved ProSe Remote UE using the serving cell parameters where Evolved ProSe Relay UE is camped. 

Proposal 2. RAN2 to agree that the necessary access control parameters in the system information are forwarded by the Evolved ProSe Relay UE to the linked Evolved ProSe Remote UE. 

Proposal 3. RAN2 to respond to the SA1 LS as per below:

1) RAN2 agree with CT1 response that the access control check is performed at the Evolved Remote UE.
2) There is no information to be provided from Remote UE to Relay UE, however, for linked Remote UEs, the necessary access control parameters in the system information are to be forwarded for the Remote UE to perform the checks.
3) The necessary system information are forwarded as necessary.
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5 Annex

“

-  The interaction between ACDC, EAB and ACB (defined in paragraph 4.3.5.2.1) shall be based on the Evolved ProSe Remote UE’s configuration.

-  Access Class of the Evolved ProSe Remote UE shall be used.

-  For ACB, the type of access attempt (i.e. mobile originating data, mobile originating signalling, response to paging or emergency call) of the Evolved ProSe Remote UE shall be used. 

- For EAB, the following information shall be used: 

     
   - Whether or not the Evolved ProSe Remote UE is configured with EAB, 

   - Whether or not the Evolved ProSe Remote UE is configured with a permission to override EAB,
- Whether the PLMN is the Evolved ProSe Remote UE’s Home PLMN, equivalent PLMN or preferred PLMN. The PLMN where the Evolved ProSe UE-to-Network Relay is camped/connected shall be used to make this determination. 

- For SSAC, the type of access attempt (MMTEL voice or MMTEL video) of the Evolved ProSe Remote UE shall be used.

- For ACDC, the ACDC category of the application that triggered the access attempt in the Evolved ProSe Remote UE shall be used.
“
