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1. Introduction

This paper will discuss NR access control mechanism based on the following agreements accepted in NR Study Item.
1
NR system should support overload/access control functionality of RACH backoff, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.

2
RAN2 should aim to specify one unified access barring mechanism for NR that can address all the use cases and scenarios defined in LTE.

3
The unified access barring mechanism needs to be forward compatible in order to cope with future use cases/scenarios.

4
RAN2 should aim to specify an access barring mechanism for NR that is applicable for all RRC states in NR (RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE). [FFS whether it will be possible for the mechanism to be completely common between the states]

5
Study whether it is possible to specify the unified access barring mechanism fully inside the 3GPP WGs.

2. Discussion
2.1 Potential Issues in NR Access Control
In RAN2#75, it was identified that RAN2 majority prefers to have a category-based barring even though RAN2 reached no agreement. It looks like ACDC, but there is a big difference. In ACDC, a category corresponds to an application. The definition of the category in NR is FFS, but, in order to cover all possible requirements in a unified barring mechanism, the category would be derived from various factors as well as application type, e.g. Access Class, UE/device type, service type, call type, signalling type etc. Furthermore, NR barring should be applicable for all states.
The following potential issues for NR access control can be listed up:
[Issue 1] Can Management Object be provided inside 3GPP? (i.e. standardized category)
The Management Object (MO) in ACDC is the mapping info between application and category. In NR access control, we assume that the MO associated with application only can be still built outside 3GPP. We can call it ‘non-standardized category’. On the other hand, it seems reasonable to also have MO to be provided inside 3GPP, for example, for the emergency call, high priority access and so on. We call it ‘standardized category’. 
The final decision in RAN2 would depend on input from other WGs. 
[Issue 2] How to define the category

One concern is how to build a category corresponding to multiple factors such as Access Class, UE/device type, service type, call type, signalling type etc. For example, let see a case with emergency and UE type. We may have different categories for emergency call in normal UE and emergency call in MTC device. If allowed, RAN2 could define a number of categories as many as the number of combinations of the factors. On the other hand, it is unclear how to build the category corresponding to a combination of factors defined inside 3GPP and application outside 3GPP. Also, it is FFS to handle the priority between the categories. It seems pre-matured to decide the solution in this meeting. We assume to need a lot of discussion.
[Issue 3] Who will map access attempt to a corresponding category
In ACDC, UE NAS performs the functionality. For now, we cannot find a critical reason for other layer to do that.
[Issue 4] Who will perform barring check
In LTE, a barring progress, SSAC is performed in higher layer. This is because the functionalities in UE AS are application-agnostic, when SSAC was introduced in Rel-9. However, with Rel-13 ACDC, it seems hard to say that UE AS is still application-agnostic, i.e. UE AS can perform the barring check while distinguishing between the applications actually by using the category. In NR, UE AS can perform the functionality for all RRC states. For now, we cannot find a critical reason for other layer to do that. Also, we refer to the LS from CT1 (R2-1704007) mentioned that 
“… CT1 considers that any such "unification" will still mean that the final checking if access is barred remains in access stratum.
…”
[Issue 5] Feasibility on NW slice-specific
First of all, we need to identify realistic use cases on NW slice-specific barring. If the slice-specific barring configuration is required, the two approaches can be on the table:

1)  Approach 1: To allow slice information as a factor considered to derive the category

Slices supported in that cell are visible to UEs only associated with the corresponding slice

2)  Approach 2: To specify per-slice barring configuration (similar to per-PLMN configuration in LTE)

Slices supported in that cell are visible to all UEs
We currently prefer to have the approach 1. 
[Issue 6] How to support the access control in the connected mode

With the LS from CT1 (R2-1704007), there are a few critical issues in the connected mode:
(a) the duration for which the access remains allowed in connected mode for a certain access category is unclear
(b) NAS is not aware if one or more applications or services other than the original requestor (i.e. the application or service which triggered the transition from idle to connected mode) happen to make use of the connection
It can imply that we may need to follow a separate principle for the connected mode. 
[Issue 7] Is NAS required to provide RRC establishment cause or the Call Type or both
It is a question from CT1. RAN2 needs to study it as well.
3. Conclusion
The RAN2 way-forward on NR access control actually depends on the feedback from other WGs. On the other hand, at least, RAN2 can make a consensus on the following proposals. 
Proposal 1: The category in NR barring can be derived from various factors. It is FFS which factors can be considered. The factor candidates are  Access Class, UE/device type, service type, call type, signalling type, application type, slice information etc.
Proposal 2: UE NAS maps the access attempt to a corresponding category for all states.
Proposal 3: UE AS performs barring check for all states.
Proposal 4: RAN2 to discuss how to support the access control in the connected mode.
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