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1
Introduction
Last several SA2, RAN3 and RAN2 meetings made many agreements on CN slice selection. In particular, RAN2 concluded that “UE should be able to provide assistance information for NW slice selection in RRC messages, if it has been provided by NAS”. [1]. In SA2 and RAN3, 
· SA2 agreed that “If the UE has been provided a Configured or Accepted NSSAI (NW Slice Selection Assistance Information) for the selected PLMN, the UE shall include this NSSAI in RRC Connection Establishment and in NAS. The RAN routes the initial access to an AMF using the provided NSSAI” with a note that “Whether NSSAI in RRC and NAS are exactly the same, is to be determined”[2]. 
· RAN3 clarified that “It is up to RAN groups to decide how to carry/define NSSAI information in RRC” and “RAN may use slice ID(s) from RRC for selection of the RAN part of NW slice before final slice(s) selection is indicated by the CN” [3]. 
However, how to carry such assistance information is FFS (the term AS-level slice ID is used in the following to refer to this). In this contribution, we give the detailed solution of slice ID delivery over RRC message .
2
Discussion
2.1
NSSAI and AS-level slice ID
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Figure 1. General signalling flow for NSSAI/Slice ID delivery
As already agreed by SA2, The NSSAI is a collection of S-NSSAIs (single NSSAI) which is composed of
- A Slice/Service type (SST), which refers to the expected Network Slice behaviour in terms of features and services;

- A Slice Differentiator (SD). which is optional information that complements the Slice/Service type(s) to allow further differentiation for selecting an Network Slice instance from the potentially multiple Network Slice instances that all comply with the indicated Slice/Service type. This information is referred to as SD.
Consider the requirement of size limit of RRC message, RAN3 proposed to study on how to define and carry the AS-level slice ID for the NSSAI in RRC messages. We take the signalling flow for registration as example to demonstrate the NSSAI/AS-level Slice ID delivery in Figure 1. During the initial Registration, the UE provide the configured AS-level slice ID in RRC Connection Establishment as notated by R-Rq and NSSAI in NAS as notated by N-Rq. The RAN uses AS-level slice ID for routing the initial NAS signalling to an AMF. Upon successful Registration, the UE is provided with a globally unique Temp ID by its serving AMF via NAS as notated by N-Rp. 
Observation 1: UE provides slice ID(s) over RRC if it is stored in UE in order for RAN to route the NAS signalling to an appropriate CN entity when a Temp ID is N/A or invalid.
Prior to receiving the validation result for UE to access a NW slice, RAN3 has placed emphasis that the RAN may be allowed to apply some provisional/local slice configurations in term of policies, based on awareness of which slice the UE is requesting access to. In particular, RAN3 has adopted the key principle of selection of RAN part of NW slice referring to this into RAN3 TR [3], where the RAN may rely on slice ID provided by the UE to enable the slice-specific behaviour during RRC connection establishment.
Observation 2: UE may provide slice ID(s) over RRC for RAN to select the RAN part of NW slice relevant to slice configurations.

2.2
Considerations on AS-level slice ID for RRC
Regarding AS-level slice ID delivery, several alternatives have been proposed in SA2 and RAN2 as follows. 
· Alt 1. Full NSSAI consisting of a set of S-NSSAIs for RRC message
For this alternative, the RAN is supposed to be aware of full information for CN entity selection. However, in the case that the UE associates multiple NW slice simultaneously, it is likely that the size of full NSSAI would be a burden for RRC message due to its large size. Particularly, one S-NSSAI may be 32bit long composed of 8bit for SST and 24 bit for SD. The more NW slices the UE is interested in, the larger size of full NSSAI. Therefore, it is not optimized solution to carry full NSSAI in RRC message.
Observation 3: Full NSSAI in RRC cannot fit the size limitation of RRC message.
· Alt 2. A single value of S-NSSAI for RRC message

In this case, a single value of S-NSSAI as initial S-NSSAI or even a single SST by removing SD part could be carried in RRC message. Though it is possible for RAN to select the RAN part of NW slice, it may be insufficient to enable routing to the correct CN entity for RAN. An example is given in Figure 2, where the gNB is connected to AMF#1 for slice A and B, and AMF#2 for slice A and C. If UE sends S-NSSAI for slice A in RRC message when it stores the Accepted NSSAI for slice A and B, the gNB can pick AMF#2 as CN entity and thus direction is needed.  
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Figure 2. Example of NAS routing in RAN
Observation 4: A single S-NSSAI in RRC is inaccurate to enable NAS signalling routing.
· Alt 3.  A single value mapped to Full NSSAI for RRC message
As the UE could associate multiple slices with a single AMF and multiple AMFs can be common to a set of slices, [4] proposed that the operator can configure network slice groups where each group is isolated from the other groups as shown in Figure 2. A single value in term of Network Slice Group Identifier (NSGI) could be configured by the network and passed to the UE. In this case, the UE can provide configured NSGI, not full NSSAI in the RRC message during its initial Registration procedure. Based on NSGI, the gNB could select the AMF or AMF pool for the UE without the acquisition of the full-NSSAI.. If the UE doesn’t provide any NSGI for the selected PLMN in RRC message, the gNB sends NSA signalling to a default AMF. 
Observation 5: An equivalent identifier (i.e. Network Slice Group Identifier, NSGI) is carried in RRC message for CN slice selection.  

2.3
Delivery of AS-level slice ID in RRC messages
In order to convey the AS-level slice ID in RRC, taken the procedure of LTE RRC connection establishment as example as Figure 3, the procedure of AS-level slice ID delivery is given as follows. 
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Figure 3. RRC connection establishment, successful in LTE

· To enable RAN part of NW slice selection
As discussed in subsection 3.1, MSG3 could be used to convey the purpose of RRC connection establishment for RAN part of NW slice selection. Note that whether it is an extended establishment cause or a single NSSAI/ST part is FFS. It could be a default value or pre-configured in the UE. 
Proposal 1: First RRC message may convey the purpose of RRC connection establishment for RAN part of NW slice selection.
· To enable NAS signalling routing

In the last RAN2 meeting, DCN-ID has been agreed to be included in MSG5 for eDEOCR [5]. Similarly, it is reasonable for MSG5 to carry the slice ID for RAN to select the CN entity when the Temp ID is not valid during initial registration or registration update. After registration procedure, a global unique Temp ID is allocated and UE could use it in MSG5 like GUMMEI in LTE. Further, as proposed in [6], MSG3 may be used to carry NAS PDU, thus MSG3 could carry the slice information as well. 
Proposal 2: First RRC message including NAS signalling could be used to carry the NSGI in order for RAN to select CN entity when a Temp ID is NA or invalid.
Proposal 3: First RRC message including NAS signalling could carry a globally unique Temp ID assigned by NAS when the UE has attached to the network before.
3
Conclusions
This contribution discusses the AS-level slice ID over RRC messages relevant to RAN signalling for NW slice. In the above discussions, we have the following observations and proposals. 
Observation 1: UE provides slice ID(s) over RRC if it is stored in UE in order for RAN to route the NAS signalling to an appropriate CN entity when a Temp ID is N/A or invalid.

Observation 2: UE may provide slice ID(s) over RRC for RAN to select the RAN part of NW slice relevant to slice configurations.

Observation 3: The length of AS-level slice ID(s) should fit the size limitation of RRC message.
Observation 4: A single S-NSSAI in RRC is inaccurate to enable NAS signalling routing.

Observation 5: An equivalent identifier (i.e. Network Slice Group Identifier, NSGI) is carried in RRC message for CN slice selection.  

Proposal 1: First RRC message may convey the purpose of RRC connection establishment for RAN part of NW slice selection.
Proposal 2: First RRC message including NAS signalling could be used to carry the NSGI in order for RAN to select CN entity when a Temp ID is NA or invalid.
Proposal 3: First RRC message including NAS signalling could carry a globally unique Temp ID assigned by NAS when the UE has attached to the network before.
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