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In RAN2#97 the access control for NR was discussed and the following agreements were reached.
Agreements:
1   	NR system should support overload/access control functionality of RACH backoff, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.
2.	RAN2 should aim to specify one unified access barring mechanism for NR that can address all the use cases and scenarios defined in LTE.
3.	The unified access barring mechanism needs to be forward compatible in order to cope with future use cases/scenarios.
4.	RAN2 should aim to specify an access barring mechanism for NR that is applicable for all RRC states in NR (RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE). [FFS whether it will be possible for the mechanism to be completely common between the states]
5.	Study whether it is possible to specify the unified access barring mechanism fully inside the 3GPP WGs.

Based on these agreements, assuming a new unified access barring mechanism is adopted for NR, in this paper we discuss whether a similar concept should be applied to LTE when connected to 5G core (5G-CN).
Discussion
A new unified access barring mechanism for NR is proposed in [1]. The proposed barring scheme defines a single set of access control categories controlled by the network that are used by the UE to perform a barring check. Access control categories like those used in ACDC are used as input to a single and generic access control mechanism to control overload. Assuming this mechanism is agreed, the question is raised whether this mechanism should also be applied to LTE when connected to 5G-CN. 

1) In previous RAN2 contributions we argued that it would be better, if possible, to consider not changing the E-UTRA access control mechanisms for LTE connected to 5G-CN. This means that UEs connected to 5G-CN shall: (1) apply legacy access barring schemes when connected to LTE and (2) apply the new unified access barring scheme when connected to NR.
· The advantage of this approach is that we would avoid introducing a new access barring mechanism for LTE. This would reduce the standardization effort as well as simplify the product design and maintenance. New access class barring mechanisms have been discussed for LTE in almost every release since Rel-8. Consequently, there are already multiple access barring mechanisms in LTE. The introduction of each of these access barring variants required substantial discussion in RAN2 and significant efforts in product design and network maintenance.
· The disadvantage is that the current access barring schemes in LTE do not allow to broadcast barring information per slice or per CN (EPC and/or 5G-CN). For example, if the traffic associated with one slice is overloading the network it should be possible for the network to enable barring only for users of that slice.
2) The other solution is that LTE uses the new unified access class barring mechanism proposed in [1] for new UEs that connect to 5G-CN. If the LTE node is also connected to EPC, both old and new access barring mechanisms must be supported.
· The advantage is that it would be possible to send specific barring info considering slice. In this solution, the barring information per slice would apply only for UEs connected to 5G-CN. The details on how to send barring information which may be slice are explained in [1]. The UEs that connect to 5G-CN should ignore the old LTE-EPC barring information. 
· The disadvantage is that the new unified access barring scheme in [1] must be introduced in LTE. This creates the need for broadcasting additional barring information. The new barring information must be included in the LTE system information, e.g., they can be included in SIB2 or they could use another SIB, for example the extended access barring (EAB) uses SIB14. On the other hand, this may not be a significant drawback because the barring information is broadcasted only when barring is needed (i.e., nothing is broadcasted in normal working conditions).

Based on the above considerations, both option 1 and 2 present relevant advantages and disadvantages. However, it is our current opinion that option 2 is probably the best way forward. The reason is that even if this option might probably require higher standardization and implementation effort, it will give higher flexibility to the network, e.g., it would offer the possibility to bar UEs per CN and per slice. In the future, if it will be considered beneficial, e.g., because network slicing will be implemented also in LTE-EPC, we could also consider introducing the new unified access barring scheme in [1] also for LTE connected to EPC. 

Proposal 1	LTE should use the new unified access barring mechanism in [1] for new UEs connected to 5G-CN. If the LTE node is also connected to EPC, both old and new access barring mechanisms should be implemented. 

Conclusion
In this contribution we discussed two different options for LTE access control when connected to 5G-CN and we made the following proposal.  
Proposal 1	LTE should use the new unified access barring mechanism in [1] for new UEs connected to 5G-CN. If the LTE node is also connected to EPC, both old and new access barring mechanisms should be implemented. 
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