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Introduction
This paper aims to highlight the existing compression algorithms, where in OSI/RAN Layer architecture they are placed, and provide a base for discussion for the way forward for UDC in 3GPP.  
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Compression is commonly used when storing and transmitting data and several applications exist in different layers of the network, as illustrated in Figure 1. In addition, many file formats, such as MPEG-4 and JPEG, are in themselves already compressed and further compression gains could therefore be expected to be small.
[image: ]Figure 1: OSI/RAN Level architecture and location of existing algorithms

Many Application layer compression algorithms have been standardized in IETF and 3GPP SA4. One big advantage of having these algorithms at Application layer is that before the traffic is encrypted, it can be compressed. Some of the below application layer protocols already target the same traffic for compression at application layer as UDC is targeting to compress at RAN layer, and with increasing adoption of these algorithms the benefit of payload compression on RAN level could be expected to diminish. Such application layer algorithms include:
· HTTP-2 is an updated version of HTTP. It’s main advantage over previous HTTP version is that it decreases latency to improve page load speed in web browsers by considering data compression of HTTP headers. The standardization effort for HTTP-2 has been supported by many browsers such as Internet Explorer, Chrome, Opera, Safari, Firefox etc.
· QUIC (Quick UDP Internet Connections) has also been pushed for IETF standardization. It aims to provide faster and secured/encrypted web browsing experience.
· SigComp is a solution for compressing messages generated by application protocols with primary driver to compress SIP message.
Moreover, Data Compression Proxies are proxy services that provide data compression to users (with the intent of reducing bandwidth usage), with the main aim to encrypt the traffic. For instance, Google has a data compression proxy for Chrome, which can use a variety of protocols depending on what is available [1].
Several application layer protocols exist that target the same traffic for compression as would UDC. With increasing adoption of these protocols, the gain of UDC is expected to decrease.

The TCP/UDP/IP headers are added to the application payload before it is dispatched to lower layers. Since these headers are added below the application layer they cannot be compressed at the application layer. Hence if these headers should be compressed they have to be compressed at a lower layers, such as at a RAN layer. IETF provides RoHC for TCP/UDP/IP header compression. In cellular networks, it is used at PDCP layer to compress header added by TCP/UPDP/IP layers. The PDCP layer, before applying ciphering, may use RoHC to compress the headers.
TCP/IP/UDP headers are added below application layer and cannot be compressed at application layer. IETF provides RoHC for compression of TCP/IP/UDC headers at PDCP level. 


Conclusion
In section 2 we made the following observations:
1. Several application layer protocols exist that target the same traffic for compression as would UDC. With increasing adoption of these protocols, the gain of UDC is expected to decrease. 
TCP/IP/UDP headers are added below application layer and cannot be compressed at application layer. IETF provides RoHC for compression of TCP/IP/UDC headers at PDCP level. 
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